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1. Introduction
This paper proposes the architecture and the mechanism to support the seamless service continuity for 3GPP-WLAN interworking without using Mobile IP, but using already defined protocols.  This architecture does not need any new protocols or entities in the existing network and makes use of current standard interface to provide the “seamless service continuity” for 3GPP-WLAN interworking.  There is also a benefit of providing the GGSN-based service seamlessly without any implications.  
2. Architecture

Figure 1 shows the proposed network architecture.  There are no changes required in the existing nodes, except at the TTG/PDG.
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Figure 1 Network architecture for 3GPP-WLAN interworking 
· TTG/PDG: The TTG/PDG box has the same functionalities and the interfaces as defined in TS 23.234.  As a TTG, this node already has the Gn’ interface toward GGSN and has GTP stack.  Additional support of Gn interface toward SGSN is needed to support 3GPP-WLAN session/service continuity using this architecture. This new interface is shown in red in the picture.  If the operator deploys a PDG, the PDG will act as a GGSN for GPRS connection and as PDG for WLAN connection, providing the Gi and Wi interface to the PDN, repectively. To act as a GGSN, the PDG will need the GTP stack additionally to the already-contained GGSN functionalities to support Wi interface.  This entity may be called ‘enhanced PDG’.
· DNS: Even though the DNS interface is not shown in this figure, the DNS entry will need to be changed to support this architecture.  The DNS entry needs to be changed so that the TTG/PDG will be selected as a result of APN selection/DNS resolution as a GGSN address.  This is the minimum changes that are required from the operators.
· HSS: The subscribed APN list needs to be modified to include the newly assigned APN for the 3GPP-WLAN subscribers.  
With this architecture, the PDG/TTG becomes the anchor point and the IP Point of Connectivity.  
Figure 2 shows how the PDG can provide these functionalities in a proposed architecture, if the operators will deploy PDG to support WLAN access.  Figure 3 shows how the TTG can provide these functionalities, if the operators will deploy TTG to support WLAN access.  Note that this routing only happens for the customers who subscribed to Wi-Fi.  For other customers, normal GPRS routing will happen and the GGSNs will be selected.
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Figure 2 PDG as an anchor point
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Figure 3 TTG to maintain IP address
The paper proposes an architecture and mechanism that provides the seamless service continuity between 3GPP and WLAN access systems, without many changes in the existing nodes in 3GPP.
3. Mobility support using the suggested architecture

The proposed architecture supports seamless service continuity between 3GPP and WLAN access networks.  This section describes the details on how this architecture actually supports the 3GPP-WLAN interworking.   
3.1 Pre-SAE/LTE 3GPP system to WLAN handover

This scenario covers the mobility of a user from pre-SAE/LTE 3GPP to WLAN.  The handset is assumed to comply with the existing specifications for 3GPP-WLAN interworking.  Figure 4 shows the overview call flow of the handover with PDG.  Note that all the detailed message flows are not shown here for brevity.

1. The user is in pre-SAE/LTE 3GPP system coverage and requests the PDN or Operator IP service by sending ‘Activate PDP context request’ to SGSN.  For the users that are subscribed to WLAN use, another APN will be provided for the same service.  For example, if the normal APN is service1.operator.com, then the users with WLAN access will be provided with the APN w.service1.operator.com for the same service.  

2. The PDG is resolved as a GGSN, and the SGSN creates the PDP context toward the PDG. The PDG acts as a GGSN here and assigns the IP address of the user.  The PDG is selected at the SGSN by standard GPRS APN selection/DNS resolution.  The operator’s DNS entry needs to be modified so that the WLAN-converged subscribers will be routed to PDG.  In this procedure, the SGSN will authenticate/authorize the user with the APN, and if the subscriber profile in HSS contains the APN (i.e. w.service1.operator.com), then it proves that the user is allowed to access WLAN and the call will be routed to the PDG. From the PDG point of view, the fact that the create_PDP_context_request was provided from the SGSN means that the user is a valid WLAN subscriber.
3. The SGSN sends the response to the client with the assigned IP address, after it receives the ‘create_PDP_context_ack’ from the PDG.  
4. From SGSN point of view, the PDG acts as normal GGSN and the GTP tunnel has been set up between SGSN and the PDG.  The PDG provides the Wi interface towards PDN. 

5. User is associated with WLAN.

6. The 3GPP-WLAN tunnel setup procedure starts by exchanging IKE_SA_INIT between the client and the PDG.  The PDG is operating as specified in TS 23.234 and TS 33.234, and terminates the IKE and IPsec exchanges.

7. To authenticate and authorize the tunnel, the EAP-SIM procedure is performed inside the IKEv2 per TS 33.234.  The EAP-SIM authentication involves the client, PDG, AAA server, and HLR/HSS.  Note that the PDG can assign the same IP address that was used for GPRS session to the WLAN session.  This is possible since the PDG already has the knowledge of the user session through pre-SAE/LTE 3GPP system.
8. Now the traffic is switched by the PDG from GPRS to the WLAN.  The IPsec tunnel has been established between the client and the PDG and the PDG will route the traffic to PDN using the same Wi interface.  Note that the PDG works as the IP point of connectivity.  It switches the traffic between the pre-SAE/LTE 3GPP system and the WLAN.  The WLAN connection is based on the native IP, and may be extended to any IP-based networks.  
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Figure 4 Handover from pre-SAE/LTE 3GPP to WLAN (PDG mode)
Note that there are no extra messages needed during the 3GPP WLAN tunnel setup, and only the procedures described in the current standards (GPRS and I-WLAN) are used.  The session is continued seamlessly as PDG is acting as an anchor point.  The PDG manages the IP address, hence assigns the same IP address to the WLAN session as the one assigned by 3GPP session and the application is serviced without interruption.  The make-before-break type handover is possible and the handover can be performed without any service disruption from user perspective.  
3.2 WLAN to pre-SAE/LTE 3GPP system handover

This scenario covers mobility from WLAN to pre-SAE/LTE 3GPP system. Figure 5 shows the scenario to support the mobility from WLAN to the pre-SAE/LTE 3GPP system.  This call flow is almost identical to the one described in section 2.1, except the order is reversed.  The PDG is acting as the IP Point of connectivity and the anchor point.
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Figure 5 WLAN to pre-SAE/LTE 3GPP handover in PDG mode
1. The user does not have any 3GPP connection yet, and is associated with the WLAN. 
2. The client requests the 3GPP-WLAN tunnel setup to PDG.  PDG terminates the IKE exchanges per TS 33.234.

3. The EAP-SIM authentication occurs inside IKEv2 to authenticate the user per TS 33.234. The EAP-SIM authentication involves the client, PDG, AAA server, and the HLR/HSS.

4. The service authorization occurs. The PDG may consult AAA server or HSS for subscription profile.

5. The IPsec tunnel is established between the client and the PDG and the PDG provides the Wi interface to connect to PDN.  This is the standard 3GPP-WLAN interworking procedure defined in TS 33.234.
6. The user is attached to a pre-SAE/LTE 3GPP system and decides to handover to this system (e.g. due to weak WLAN signal strength, etc).

7. The client requests the PDP context activation to the SGSN it is registered.

8. The SGSN sends the create_PDP_context request message to the PDG after GGSN resolution.  Since the PDG already has the user session information, it only needs to switch the traffic route from WLAN to 3GPP. The Wi interface remains unchanged.
9. SGSN sends the response to the client.

10. The GTP has been established between SGSN and TTG.  The Wi interface remains unchanged.
3.3 Intra I-WLAN mobility using MOBIKE
From user experience standpoint, seamless intra I-WLAN network mobility is equally important. For 3GPP WLAN IP access, the user already has the IPsec SA with the TTG/PDG. The intra I-WLAN mobility refers to a case where a user moves from one subnet to another subnet of WLAN, resulting in the change of outer IP address of IPSec, which subsequently breaks the IPsec SA.  The mobile and the TTG/PDG can initiate another IKE/IPsec SA establishment, but this requires yet another key and message exchanges.  The IETF’s MOBIKE WG is working to define the protocol to update the IKE and IPSec SA addresses when the local addresses change.  The protocol is called MOBIKE and the final protocol document is pending approval at IETF.  The MOBIKE uses the IKE control messages to update the IKE/IPsec SA.  Using MOBIKE, the peers can keep the IPsec tunnel even with the outer IP address changes.  The intra I-WLAN mobility can be achieved using the MOBIKE.  

4. Advantages of the proposed solution

This section describes the benefits that can be achieved by the proposed solution.  
· Seamless service continuity: The service continuity is possible by keeping the user’s IP address the same between pre-SAE/LTE 3GPP and WLAN by enhanced PDG functionality.  The PDG/TTG is acting as the anchor point for control traffic and able to assign the same IP address to any accesses.  The seamless service continuity becomes possible since the traffic switching is done PDG/TTG.
· Little handover delay: Handover delay is very small because there are no explicit message exchanges needed for handover other than standard authentication and authorization procedures.  If the terminal supports simultaneous radio, then the terminal can start authentication and authorization before actually performing the handover and there is virtually no handover delay at the actual handover.  The internal switching of bearer at the PDG/TTG is the only required time.

· No packet overhead: There is no additional packet overhead for both 3GPP system and WLAN.  Standard 3GPP packets are used for 3GPP connection, saving expensive pre-SAE/LTE 3GPP system resources.  Also for WLAN connection, there is no additional layer to support.  The overall performance and the throughput are not affected by the introduction of this handover capability between 3GPP and WLAN.  This is more important for real-time traffic, e.g. VoIP, where the packet size is relatively small (e.g. < 64 bytes).  

· No new node or protocol: there are no additional nodes required in this architecture.  The existing nodes are used as they are used now.  There is no need to support new protocols either, which makes the deployment easier and simpler for the operators.

· No message overhead: There are no new extra messages between the nodes.  In TTG mode, the GTP control messages have additional hop (SGSN-TTG and TTG-GGSN) and may add a little delay.  However, the user plane data can be routed directly from SGSN to GGSN and the overall performance is not affected.

· Unaffected GGSN based service: GGSN based services are provided according to the 3GPP standard. Since GGSN is the final data gateway in the proposed solution, the GGSN based services that are currently provided are not affected at all.  For example, the APN information is not lost and any APN the operator provides can still be supported without any impact.  Operators can develop any GGSN based services without impact or limitations, while providing the 3GPP-WLAN mobility to their customers.
5. Conclusions and Proposal

The architecture proposed in this paper facilitates interworking between pre-SAE/LTE 3GPP and WLAN access system. It supports the seamless service continuity across these access networks by designating the PDG as the anchor point without requiring any further changes in already existing nodes. The PDG provides the Gn interface toward the SGSN (and also toward the GGSN when acting as TTG) for 3GPP connection and provides the Wu interface for WLAN connection.  The PDG keeps the application layer IP address the same across the bearers and anchors the traffic, hence providing the seamless service continuity.
As a conclusion, it is proposed that the suggested architecture and mechanism are added at the Annex E of TR 23.882 as another alternative to support service continuity between pre-SAE/LTE 3GPP and non-3GPP access system.  
**** Start of the change ****

E.3.2 Solution B

E.3.3 Solution C

[Insert the sections 2 and 3 of this paper here] 
E.4
Impact on the baseline CN architecture

E.4.1
Solution A

Depicted in Figure E.7 is the baseline architecture taken from 23.882, from which all IMS specific elements have been removed for simplicity. In addition, a Mobile IP Home Agent (MIP HA) has been added to the figure, as well as a couple of reference points. Listed below are all new or modified reference points, with a description of their role:

· Gi+/Wi+: this is the Mobile IP signalling and bearer plane between the Gateway (i.e. GGSN or PDG) and the MIP HA;

· Wj; this is the Mobile IP signalling and bearer plane (tunnel) between the UE and the MIP HA, which is used in case of MIPv4 co-located care-of address and MIPv6;

· Gi-aaa: this is the AAA part of the Gi interface, which traditionally connects the GGSN to a AAA server which itself is not part of the 3GPP system architecture. Here it is assumed that the Gi-aaa interface connects to the 3GPP AAA server. It is used by the Diameter Mobile IP application [5] for dynamic assignment of a MIP HA, as well as well as during setup of security associations (MN-HA, MN-FA, FA-HA); 

· Wm+: this is an enhancement to the existing Wm reference point. The additional functionality is similar to the Gi-aaa functionality described above;

· Rha-aaa: this is the reference point between the MIP HA and the 3GPP AAA server. Similar to the previous, it is used for dynamic assignment of a MIP HA and during setup of security associations. 

The impact on the PCRF is left FFS.

The scenarios with GGSN and/or PDG located in the VPLMN are left FFS.

The applicability to WLAN Direct IP Access is FFS.


[image: image6]
Figure E.7. Impact of Mobile IP on the baseline architecture
E.4.2 Solution B

E.4.3 Solution C

Figure E.x shows the baseline architecture and its modification to support the seamless service continuity between pre-SAE/LTE 3GPP and WLAN access systems.  Note that for simple presentation, the CSCF is not shown in IMS cloud. However, there are no changes to the baseline architecture on IMS, and everything applies the same as the baseline architecture, so CSCF is assumed to be located in IMS cloud.  Only two reference points are added to the baseline architecture.
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Figure E.x Baseline architecture with Gn-based handover
· Gn (PDG-GGSN): This is actually not a new reference point, but already existing reference point in the 3GPP TS 23.234 for 3GPP-WLAN interworking.  Current specification names this reference point as Gn’, a subset of Gn, because this reference point does not need to provide all the Gn messages.  Gn’ can apply to this baseline architecture or full Gn may be supported.

· Gn (PDG-SGSN): This is a newly added reference point.  This is a standard Gn, and the only requirement is to support Gn between PDG/TTG and SGSN without any modification. 

· Changes to PDG/TTG: The PDG/TTG needs to be modified to support the following.
- PDG/TTG needs to keep the session information for both pre-SAE/LTE 3GPP system and WLAN and co-relate them
- PDG/TTG needs to assign the same IP address to both pre-SAE/LTE 3GPP and WLAN session. 
- In TTG mode, it needs to act both as SGSN and GGSN (proxy GSN)
- In PDG mode, it needs to act as GGSN
- In TTG mode, it needs to resolve the GGSN address using the APN information.  Some modification of APN may be needed.

· Changes to SGSN: No changes are required to the SGSN.

· Changes to GGSN: No changes are required to the GGSN.

E.5
Impact on the baseline RAN architecture

None.

E.6
Impact on terminals used in the existing architecture

E.6.1
Solution A

In order to support GPRS-WLAN mobility with session continuity (i.e. Scenario 4), the terminal must have a Mobile IP client and a MOBIKE client. In order to support seamless mobility (i.e. Scenario 5), the terminal must in addition be capable of simultaneous connections.

Other impacts on the terminal are FFS.
E.6.2 Solution B

E.6.3 Solution C

To support scenario 4 (service continuity), no changes are required at the terminal for pre-SAE/LTE 3GPP and WLAN mobility.  The support of MOBIKE is needed for intra I-WLAN mobility. 

To support scenario 5 (seamless service continuity), the terminal should be able to have simultaneous radio access for WLAN and GPRS.  

Other impacts on the terminal are FFS.
**** End of the change ****
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