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1. Introduction
This contribution proposes the architecture and solution of mobility management for inter access system handover between non-3GPP (WLAN) and 3GPP access systems (UTRAN/GERAN and LTE). This proposal follows the design principle and model proposed in documents S2-052693 and S2-052694.
2. Key requirements for SAE Mobility Management
The following are some of the key requirements for SAE mobility management specified in the All-IP Network stage 1 (TS 22.258 v2.0.0). 
· Efficient use of wireless resources
In section 5 of the AIPN TS, the significance of efficient system resources usage is stated. In particular, the scarcity of the radio resource shall be respected by ensuring that radio resources are utilised as efficiently as possible. The AIPN shall also support effective usage of power resources within mobile terminals by minimising the impact on mobile terminal battery life (standby and active)
· Seamless handover with no interruption from a user perspective
Subsection 7.2 highlights the support of seamless terminal mobility within and across access systems. The user shall experience no disruption of the service due to terminal mobility.
· IP version independency

The evolved system is required in section 4 of the TS to be independent of IP version. In general, it would be simpler and cost-effective to have a common mobility management solution (for both control and user signaling) that works for both IP versions, otherwise there would have to be version-specific features in both the terminals and the network equipments.

· Network topology hiding

From the security perspective, there is a requirement in subsection 11.1 mandating the support of security mechanism across and between networks to provide protection against threats and attacks, and provide hiding of internal network elements. 
3. Solution for SAE mobility management

The mobility management solution proposed in this paper has the following characteristics:
- UE keeps using the same IP address to transfer packets even when it changes network point of attachment; while routing of packets within the network is controlled by the operator by means of internal routing information (ie. network based mobility management)
- The SAE packet core invokes mobility management procedures when it receives a handover indication from any of the radio access networks (ie. solution supports network-based mobility management where the operator controls the IP packet routing path for the UE and switches it according to the UE mobility)
These characteristics help to fulfil the mobility management requirements listed in section 2. The following provides further details on how the requirements are met.
In general, the amount of signalling required when a UE moves from one link to another can be quite extensive, due to signalling required to configure and update IP address, establish tunnels, and setup security association for IPsec to authenticate every messages between the UE and the home entity (eg. HA). In the proposed solution, there is no need for the UE to re-/configure the IP address even when it moves to a different network point of attachment. Consequently, the amount of over the air signalling can be minimized.
Allowing the network operator to take control and switch routing path for the UE can help to reduce handover processing delay, which is vital for providing seamless handover. As soon as the network receives a request for connection setup (ie. indication for handover), the network can immediately perform authentication/authorization procedures and update the routing information for the UE. 
The proposed solution assumes support of mobility management in the core network that is not dependent upon specific access or transport technologies, including IP versions.    
Exposing network topological information of the network, such as the Home Agent address opens up potential risk to threats and attacks from malicious users. Information that could be hidden should be hidden to much extent. One way to hide this is to loosely couple the core network and the radio access system - such that the core network is hidden from the UE - and reuse the radio access dependent signallings to invoke mobility management procedures in the network. 
4. Proposal
It is proposed to add the following text.
**** Start of change ****

7.7.3.x
Alternative solution X 
Description of inter system handover between non-3GPP (WLAN) and 3GPP access systems for this solution is based on the architecture figures below.


[image: image1.wmf] 

HSS

 

Inter

-

AS 

Anchor/UPE

 

registration 

update

 

route update

 

UE

 

UE

 

access

 

system

 

change

 

radio 

access 

dependent 

bearer setup

 

MME

 

PDG

+

 

SAE/LTE HO 

prepa

ration 

funtion

 

radio 

access 

dependent 

bearer setup

 

WLAN Access NW

 

LTE RAN

 

registration 

update

 


Figure 7.7-x: Handover between WLAN and LTE/2G/3G access systems for alternative solution x
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Figure 7.7-x: Handover between WLAN and 2G/3G access systems for alternative solution x

Note: 
the functional architecture assumes a common mobility management in the evolved packet core, while the access system may support different mechanisms for mobility management

Note:
conceptually, in order to have common mobility management in the evolved packet core, PDG+, S/L-hp, and SGSN- assumes the function of an interface mapping to compensate for the differences between the evolved packet core and the loosely coupled radio access systems

MME is a control plane node in the evolved core network. MME manages and stores UE related information (UE identities, UE mobility state, user security parameters) and resolves the serving Inter-AS Anchor/UPE when queried. It also performs authentication and authorization function for the user.

Inter-AS Anchor/UPE is a transport plane node in the evolved core network. It can be a mobility anchor point for inter 3GPP access mobility, intra access mobility, and inter 3GPP/non-3GPP access mobility.
PDG+ accommodates the WLAN access network, and communicates with MME for authentication and authorization of the user. It initiates mobility procedures via the interface with Inter-AS Anchor/UPE to update routing information. 

SAE/LTE handover preparation function (S/L-hp) could be a RAN or CN entity, but its details are FFS. It has interfaces with MME and Inter-AS Anchor/UPE. 
SGSN- is a kind of proxy SGSN from the point of view of UTRAN/GERAN, while it behaves like eNodeB from MME and Inter-AS Anchor/UPE. It has interfaces with MME and Inter-AS Anchor/UPE. 
The decision for initiating a handover is made by the UE in the target radio access system. The UE sends a request for connection setup to an entity in the target radio access system (ie. either PDG+, S/L-hp, or SGSN- depending on which access system the UE moves to), where the target entity determines whether routing information between itself and the Inter-AS Anchor/UPE needs to be updated. 

In general, the amount of signalling required when a UE moves from one link to another can be quite extensive, due to signalling required to configure and update IP address, establish tunnels, and setup security association for IPsec to authenticate every messages between the UE and the home entity (eg. HA). In the proposed solution, UE keeps using the same IP address to transfer packets even when it changes network point of attachment (ie. PDG+, S/L-hp, or SGSN-); while routing of packets within the network is controlled by the operator by means of internal routing information. There is no need to re-/configure UE’s IP address, thus, the amount of over the air signalling can be minimized.
Allowing the network operator to take control and switch routing path for the UE can help to reduce handover processing delay, which is vital for providing seamless handover. As soon as the network receives a request for connection setup (ie. indication for handover), the evolved packet core can immediately perform authentication & authorization procedures and update the routing information for the UE.

The proposed solution assumes support of mobility management in the core network that is not dependent upon specific access or transport technologies, including IP versions.
Exposing network topological information opens up potential risk to threats and attacks from malicious users. One way to hide this is to loosely couple the core network and the radio access system - such that the core network is hidden from the UE - and reuse the radio access dependent signallings to invoke mobility management procedures in the network. 
**** End of change ****

**** Start of 2nd change ****

Annex X: Mobility between 3GPP and non-3GPP access systems

X.1
General

This annex provides further information on some potential solutions that could be used to meet the requirements for inter access system handover between 3GPP and non 3GPP access systems. 
X.2
Potential solutions for mobility between 3GPP and non-3GPP access systems
Note: 
the simplified figure below shows the steps up until routing information is updated for handover exchange when the user moves from LTE radio access network to WLAN
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Figure X.1: Handover from LTE to WLAN for alternative solution X
The following are high-level description of the steps in Figure X.1

1) The UE sends a request to establish a connection (IPsec) to the PDG+

2) PDG+ interrogates the MME in order to authenticate and authorise the user 

3) After receiving a successful response from the MME, PDG+ updates routing information between PDG+ and Inter-AS Anchor/UPE, and 

4) PDG+ sends back a response for establishing a connection to the UE.

Steps 3) and 4) may occur simultaneously. The above four steps also apply for handover from 2G/3G radio access network to WLAN.

Note: 
the simplified figure below shows the steps up until routing information is updated for handover exchange when the user moves from WLAN to LTE radio access network
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Figure X.2: Handover from WLAN to LTE for alternative solution X
The following are high-level description of the steps in Figure X.2
1) The UE sends a request to establish a connection to the S/L-hp

2) An entity with the SAE/LTE HO preparation function (S/L-hp) interrogates the MME in order to authenticate and authorise the user
3) After receiving a successful response from the MME, the S/L-hp entity updates routing information between itself and Inter-AS Anchor/UPE
Note: 
the simplified figure below shows the steps up until routing information is updated for handover exchange when the user moves from WLAN to 2G/3G radio access network
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Figure X.3: Handover from WLAN to 2G/3G RAN for alternative solution X

Here, the assumed precondition is that the evolved packet core has PDP context preserved while the associated RABs are released. The high-level description of the figure is as follows:

1) UE sends a Service Request message of Service Type=Data to establish RAB for activated PDP context(s)  

2) An entity with the SGSN- function interrogates the MME in order to authenticate and authorise the user
3) After receiving a successful response from the MME, the SGSN- entity updates routing information between itself and Inter-AS Anchor/UPE
**** End of 2nd change ****
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1. service request (service type=data) 







UE



















































2G/3G RAN











Inter-AS Anchor/UPE







3. Route update







UE







2. authetication & authorization







access



system



change







WLAN Access NW







MME







SGSN-



























PDG+















HSS












_1193121485.doc

[image: image1]

















UE











3. Route update











































LTE RAN











Inter-AS Anchor/UPE







1. connection request







UE











access



system



change







WLAN Access NW







MME







SAE/LTE HO preparation funtion























2. authetication & authorization







PDG+















HSS












_1193121405.doc

[image: image1]













radio access dependent bearer setup







UE











registration update











































LTE RAN











Inter-AS Anchor/UPE







radio access dependent bearer setup







UE







registration update







access



system



change







WLAN Access NW







MME







SAE/LTE HO preparation funtion























route update







PDG+















HSS












