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1.
Introduction
TISPAN WG2 reviewed the TS 23.167 at the 8bis meeting in Sophia Antipolis. It was suggested that the P-CSCF should have the possibility to allow the emergency session to continue for the case where the UE may not recognize the session is for emergency session.
2.
Discussion

In the current TS 23.167, there is a requirement that the UE must explicitly indicate “emergency attempt” in the session request to the P-CSCF in order for the emergency session to continue establishment within the IMS.

For FBI case, there may be some IMS compliant UEs that just cannot insert the explicit emergency indication in the session request; thus, this makes the user not able to make emergency attempt directly. In that case, it is also possible that the user may not have other means to attempt an emergency call. Therefore, it is suggested to allow flexibility in the P-CSCF to allow the continuation of emergency session establishment even in the case that explicit emergency indication is not received.

3.    Proposal

The proposed changes and additions to TS 23.167, version 0.1.1, are shown below using revision marks.

<< First change >>
6.2.1 Proxy-CSCF

· Handle registration requests with an emergency indication like any other registration requests and forward the request to the Emergency CSCF in the same network.

· Detect an emergency session establishment request and perform one of the following:

· On receipt of an unmarked session establishment request, which is recognized to be for an emergency service, the P-CSCF shall check whether unmarked emergency requests are allowed based upon local policy (e.g., checking access type). If such requests are not allowed, the P-CSCF shall send a response with a 380 (Alternative Service) with the type set to “emergency”, if such requests are allowed, the P-CSCF shall mark the session establishment request as an emergency session, select an Emergency CSCF in the same network to handle the emergency session request and forward the request to that Emergency CSCF for further processing.
· On receipt of a marked emergency service session establishment request, the P-CSCF shall select an Emergency CSCF in the same network to handle the emergency session request and forward the request to that Emergency CSCF for further processing. The selection method is not standardized in the present document

· On receipt of a session establishment request with an “anonymous user” indication, the P-CSCF shall check whether anonymous emergency requests are allowed. If such requests are not allowed, the request is rejected with an appropriate response.
<< Next change >>
7.1.2  Non UE detectable Emergency Session
As the UE could not detect the emergency session, the session establishment request will be sent to the P-CSCF as per a normal session establishment procedure. Prior to sending the session establishment request the UE must be registered in the IMS.

In the case that the P-CSCF can detect that this is a request to establish an emergency session, then the following shall apply based upon local policy (e.g., checking access type):

-
when the P-CSCF receives the session initiation request and detects that this is an emergency request, the P-CSCF may reject the session initiation request with an indication that this is for an emergency session. When the UE receives the session rejection with the indication that the session initiation was for an emergency service, then the UE would initiate the “UE Detectable Emergency Session” described in sub-clause 7.1.1 above.
-
when the P-CSCF receives the session initiation request and detects that this is an emergency request, the P-CSCF may allow the session initiation request to continue by inserting the explicit emergency indication in the session request and forward that request to an Emergency CSCF in the same network. 


In the case that the P-CSCF does not detect that that this is a request to establish an emergency session, and the S-CSCF does detect that this is a request to establish an emergency session, then the following shall apply:

In the case that the subscriber is roaming:

-
Upon the reception of the session initiation request without an emergency service indication, the S-CSCF, upon detecting that this is an emergency request will reject the session initiation request with an indication that this is for an emergency session.

-
When the UE receives the session rejection with the indication that the session initiation was for an emergency service, then the UE would initiate the “UE Detectable Emergency Session” described in sub-clause 7.1.1 above.

In the case that the subscriber is at home:

-
Upon the reception of the emergency session initiation request, the S-CSCF shall route the signalling towards the emergency centre or PSAP.
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the S-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the S-CSCF shall forward the signalling to a MGCF (maybe via a BGCF). The MGCF may insert any available location information in the PSTN/CS signalling.

<< End of changes >>
3.      Conclusion
Agree to add the above changes to TS 23.167.
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