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Introduction

The Rel6-TS 23.125 describes general reporting and credit management requirements. Those shall be found from TS 23.203 because it is meant to replace TS 23.125 in Rel-7.  

Also Service Data Flow Based Credit Control Function and Offline Charging System descriptions are missing from the TS 23.203 althought the figure 5.1 Overall PCC logical architecture includes those functions.
This contribution aims to add those charging requirements and function descriptions into the TS 23.203.

Proposal

Following additions and modifications are proposed to the TS 23.203:
*** First modified section ***

4.2 
Charging related requirements

In order to allow for charging control, the information in the PCC rule identifies the service data flow and specifies the parameters for charging control. The PCC rule information may depend on subscription data.

For the purpose of charging correlation between application level (e.g. IMS) and bearer level, applicable charging identifiers shall be passed along within the PCC architecture, if such identifiers are available.
4.2.1
Reporting

Reporting refers to the differentiated charging information being reported to the online or offline charging functions. Note that reporting usage to the online charging function is distinct from credit control in online charging. Hence multiple charging rules may share the same charging key for which one credit is assigned whereas reporting may be at higher granularity if serviced identifier level reporting is used.

-
The PCEF shall be able to report bearer charging information
-
The PCEF shall be able to report charging information for each charging key value;

-
The PCEF shall be able to report charging information for each charging key/service identifier combination;

-
Charging information shall be reported based on the result from the service data flow detection and counting process and reporting occurs on a per bearer basis;

-
A report may contain multiple containers, each container associated with a charging key or charging key/service identifier;

4.2.2
Credit management

The credit management applies only in case of online charging

Credit management shall operate per charging key basis.

NOTE 1:
Independent credit control for an individual service data flow may be achieved by assigning a unique charging key value for the service data flow.

It shall be possible for the OCS to form a credit pool for multiple (one or more) charging keys, applied at the PCEF, e.g. with the objective of avoiding credit fragmentation. Multiple pools of credit shall be allowed per bearer. The OCS shall control the credit pooling decisions. The OCS may, when credit authorization is sought, either grant a new pool of credit, together with a new credit limit, or give a reference to a pool of credit that is already granted for that bearer. The grouping of charging keys into pools shall not restrict the ability of the OCS to do credit authorisation and provide termination action individually for each charging key of the pool. It shall be possible for the OCS to group service data flows charged at different rates or in different units (e.g. time/volume) into the same pool.
The OCS shall strictly control the rating decisions. 

NOTE 2:
'credit' as used here does not imply actual monetary credit, but an abstract measure of resources available to the user. The relationship between this abstract measure, actual money, and actual network resources or data transfer, is controlled by the OCS i.e. centralized rating shall be used, see TS 32.299 [x].

For each credit, the PCEF may receive re-authorisation trigger information from the OCS. Re-authorisation trigger determines types of bearer modifications when re-authorisation of the credit is required. PCEF shall not re-authorise the credit when other types of bearer modifications occur.
*** Next modified section ***
6.2 Functional entities

6.2.1
Policy Control and Charging Rules Function (PCRF)

The PCRF encompasses policy control decision and flow based charging control functionalities.

Editor’s note: This functional entity encompass the harmonization of the PDF and CRF release 6 logical entities.

The PCRF provides network control regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the PCEF. 

The PCRF shall apply the security procedures, as required by the operator, before accepting service information from the AF.
The PCRF shall decide how a certain service data flow shall be treated in the PCEF, and ensure that the PCEF user plane traffic mapping and treatment is in accordance with the user's subscription profile. 

Editor’s note: For GPRS, it shall be possible to support policy control on a per PDP context basis.

The PCRF may check that the service information provided by the AF is consistent with the operator defined policy rules before storing the service information. The service information shall be used to derive the QoS for the service. The PCRF may reject the request received from the AF and as a result the PCRF shall indicate, in the response to the AF, the service information that can be accepted by the PCRF.
Editors Note:
For Go it was defined that the controller provides the authorized QoS to the PEP. In PCC it is FFS what the gain and benefits would be to change this concept such that the PCRF receives the requested QoS. Then the PCRF checks it against the authorized QoS and hence may downgrade the requested QoS from the PCEF when it exceeds the authorized QoS.

The PCRF may use the subscription information as basis for the policy and charging control decisions. The subscription information may apply for both session based and non-session based services. 

Editors’ note: The subscription specific information for each service may contain e.g. max QoS class and max bit rate for each APN the subscriber has access permission to and a corresponding charging key.

6.2.1.1
Input for PCC decisions

The PCRF shall accept any of the following input as a basis for decisions on PCC rule operations:

Note-i: The following structure represents the information that may be available in the PCRF for PCC rule generation.

-
Per access point (e.g.: for GPRS, APN):

-
PCC rule information for services provided. Note, a PCC rule can be complete by itself or require further information from the AF and/or SPR.

-
Per IP network connection (e.g.: UE IP address):

-
APN, for GPRS only;

-
PLMN identity, or more detailed location information if available.

Note-ii:
Depending on the kind of IP-CAN, the limited update rate for the location information at the PCEF may permit the UE to move outside the area indicated in the detailed location information without noticing the PCEF.

-
Requested QoS, for a bearer.

-
Per user (e.g.: IMSI, or other UE identity for the bearer access):
-
…

-
Per (service) session (e.g.: UE IP address and other identifiers that are FFS):

-
Information for assembling the service data flow template(s) describing how to detect user plane traffic for the service

-
Gate status

-
Authorised QoS

6.2.2
Policy and Charging Enforcement Function (PCEF)

The PCEF encompasses service data flow detection, policy enforcement and flow based charging functionalities. 

Editor’s note: This functional entity encompass the harmonization of the PEP and TPF release 6 logical entities. 

This functional entity is located at the Gateway (e.g. GGSN in the GPRS case, and PDG in the WLAN case). It provides the service data flow detection, user plane traffic handling, the bearer QoS handling, and service data flow counting as well as online and offline charging interactions.

A PCEF shall ensure that an IP packet, which is discarded at the PCEF as a result from policy enforcement or flow based charging, is neither reported for offline charging nor cause credit consumption for online charging.

Note:
For certain cases e.g. suspected fraud an operator shall be able to block the service data flow but still be able to account for any packets associated with any blocked service data flow for that bearer.

For a service data flow that is subject to policy control, the PCEF shall allow the service data flow to pass through the Gateway if and only if the corresponding gate is open. If the PCEF receives an Authorization token and Flow Id(s) from an UE, the PCEF shall report them to the PCRF over Gx.

For a service data flow that is subject to charging control, the PCEF shall allow the service data flow to pass through the Gateway if and only if there is a corresponding active charging rule with and, for online charging, the OCS has authorized the applicable credit with that Charging key. The PCEF may let a service data flow pass through the Gateway during the course of the credit re-authorization procedure.

A PCEF may be served by one or more PCRF nodes. The PCEF shall contact the appropriate PCRF based on the access point connected to and, optionally, a UE identity information that is applicable in that kind of IP-CAN.
Editor’s note:
For GPRS the PCRF address(es) are configured in the PCEF (GGSN) per APN.

Editor’s note: For GPRS, the PCEF shall contact the appropriate PCRF based on the APN, which is the primary mechanism. Optionally, the IMSI or MSISDN may, in addition to the APN, be used as input for selection of the appropriate PCRF.

The PCEF shall, on request from the PCRF, modify a PCC rule, using the equivalent PCEF behaviour as the removal of the old and the installation of the new (modified) PCC rule. The PCEF shall modify a PCC rule as an atomic operation. The PCEF shall not modify a predefined PCC rule on request from the PCRF.

Editor´s note: It is FFS whether PCC rules need to be installed and activated as separate procedures.

6.2.3
Application Function (AF)

The Application Function (AF) is an element offering applications that require the control of IP bearer resources. The AF shall communicate with the PCRF to transfer dynamic session information, required for PCRF decisions. One example of an AF is the P-CSCF of the IM CN subsystem.

The AF may receive an indication that the service information is not be accepted by the PCRF and the service information that can be accepted by the PCRF. In that case, the AF rejects the service establishment towards the UE. If possible the AF forwards service information to the UE that can be accepted by the PCRF.
An AF may communicate with multiple PCRFs. The AF shall contact the appropriate PCRF based on either:

-
the end user IP Address; and/or

-
other UE identify information the AF is aware of.

Note:
By using the end user IP address, an AF is not required to acquire any UE identity in order to provide information, for a specific user, to the PCRF.

6.2.4
Subscription Profile Repository (SPR)

Editor's note: The SPR's relation to existing subscriber databases need to be considered, specifically HSS, AAA and AF need to be considered.

The SPR logical entity contains all subscriber/subscription related information needed for subscription-based policies and bearer level charging rules by the PCRF. The SPR may be combined with or distributed accross other databases in the operator's network, but those functional elements and their requirements for the SPR are out of scope of this TS.
6.2.5
Service Data Flow Based Credit Control Function

The Service Data Flow Based Credit Control Function performs online credit control functions together with the Online Charging System. It is function within the Online Charging System.

The Online Charging System is specified in TS 32.240 [3]. The Service Data Flow Based Credit Control Function is functional entity within the Online Charging System.

The OCS may trigger the PCEF to initiate a bearer service termination at any point in time.

NOTE 1:
As the OCS performs the credit control per charging key basis (and thus has not necessarily the knowledge about the existence of any specific service data flow), it is recommended to use different charging keys for any service data flows that shall not be unintentionally interrupted.

There may be several OCSs in a PLMN. OCS addresses (i.e. the primary address and secondary address) may be passed once per IP network connection from the PCRF to the PCEF. OCS addresses may also be locally pre-configured within the PCEF. The OCS addresses provided by the PCRF have higher priority than the pre-configured ones.
6.2.6
Offline Charging System (OFCS)
The Offline Charging System is specified in TS 32.240 [3].

There may be several OFCSs in a PLMN. OFCS addresses (i.e. the primary address and secondary address) may be passed once per IP network connection from the PCRF to the PCEF. OFCS addresses may also be locally pre-configured within the PCEF. The addresses provided by the PCRF have higher priority than the pre-configured ones.
