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1
Introduction

In the last SA2 #48 meeting, the high level architectures for various roaming scenarios for the B.1 architecture [1] have been agreed. There were several proposals in the last SA2 ad-hoc meeting in Seattle for the handling of the roaming scenarios for the B.2 architecture, but there is yet to be an agreement on this. This contribution proposes the high level architecture for B.2 for one of the roaming scenarios - Evolved VPLMN, Evolved HPLMN “GGSN” in HPLMN. 
2
Discussion

The roaming user data session may be handled by a gateway in the home network or by a gateway in the visited network depending on the roaming agreement between the HPLMN and the VPLMN. There has been strong demand from some existing operators to utilise the gateway in the HPLMN as a pre-requisite for roaming users, although the use of gateway in the VPLMN shall be considered as possible option though not mandated.

Similarly, from previous discussions [2], the use of MAP and GTP with possible enhancements is preferred by some operators for roaming scenarios in B.1 architecture within SAE.

Another issue is on the choice of connectivity between the mobility anchor points in the HPLMN and VPLMN when roaming, and this has drawn some discussions [3]. Our proposal is to have the Inter-AS MM, rather than the gateway in each AS, in the VPLMN connected to the Inter-AS MM in the HPLMN for the user data plane during roaming. The advantages with this choice are:

1. The inter-AS mobility events occurring in the VPLMN will be hidden from the HPLMN

Since mobility between access systems is handled locally in the visited network, the home network is relieved of this mobility management. With this, there is no extra signalling required back to the home network in the events of inter-AS mobility in VPLMN, and therefore, faster inter-AS handover in VPLMN is possible.
2. The network architecture topology of the VPLMN can be kept hidden
With the Inter-AS MM in the visited network working as an intermediary between the VPLMN and HPLMN, the topology of the VPLMN can be kept hidden, and remains internal, a key issue identified in TR 22.978 [4] for security purposes. 

3. The possibility for VPLMN to direct traffic onto the appropriate access system to assist in the management of network capacity and loading

With the mobility anchor point in VPLMN residing in the Inter-AS MM, VPLMN can have the option to choose the most appropriate access system in order to meet the service requirements of the roaming users subject to network conditions and availability. This access system selection is identified as a key issue in TR 22.978 [4]. 
With regard to the control plane used for user authorization and authentication for network access as well as service profile download from the HSS/AAA Server in the HPLMN, there appears to be two options:

1. The interface to the HSS/AAA Server through the Inter-AS MM in the VPLMN

2. The interface to the HSS/AAA Server through a node in each AS (responsible for the authorization and authentication query) in the VPLMN

Since information related to mobility is not required in this type of signalling to the HSS/AAA Server, the proposal is to have direct connectivity between a node in each AS, responsible for the authorization and authentication query, in the VPLMN with the HSS/AAA Server in the HPLMN.

3
Proposal

It is proposed that the section B.2 in TR 23.882 is updated to include the following roaming scenario between Evolved HPLMN and Evolved VPLMN with “GGSN” in HPLMN.
In the shown Figure-B.2d, many of the details of WLAN roaming such as AAA infrastructure for WLAN are omitted and some details may be FFS.

For this roaming case, 

1. User data session is handled by home network
2. The protocol used (MAP/AAA) to connect the HSS/AAA Server to the VPLMN depends on the type of AS the UE is currently attached to.

3. Inter-AS mobility in the VPLMN is shielded from the HPLMN by the Inter-AS MM in the VPLMN

4. Inter-AS MM in HPLMN communicate to the HSS/AAA Server via some form of AAA interface.


[image: image1.emf]Figure-B.2d – roaming case
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Key and notes to figure B.2d:

-
Gr+ denotes evolution of existing Gr interface

-
Wd+ denote evolution of existing Wd interface 

-
Other notes from Fig-B.2a “non-roaming case” still apply
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