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1 Introduction

This paper discusses the IP allocation principle for the evolved system and questions the necessity of connections to multiple access gateways with different IP addresses.
2 Discussion
In GPRS, the multiple PDP contexts are used to access different services. It may results in simultaneous access to more than one GGSN and multiple IP addresses assigned to a UE.
With all-IP environment for the evolved network, it is questionable whether the same approach should be followed. 

When we connect a PC to the network, we can get all IP-based PS services with just one IP address with your PC. Of course, different QoS can be specified per flow, but they can use the same IP address (like the secondary PDP contexts in the GRPS).

With always-on requirement in the evolved system, the UE will get a default IP connectivity (with a default IP address assigned) when it powers on. It can be also assumed that IMS registration should be done at this stage to receive incoming calls. Possible extended attachment procedure is;

1) L2 attach with security procedure. It will include the assignment of the initial access system gateway (ASGW), which is seen as the first hop router to the UE.

2) IP configuration including association with inter-AS MM to get the IP address to be used in the services (i.e. service IP address).

3) IMS registration with the service IP address.

Two prominent use cases identified requiring multiple IP addresses and possibly multiple ASGWs are;
1) access to a cooperate network and 2) IPv6/IPv4 issues. 

For cooperate network access, one can use client based VPN on top of the default service IP address, just like we are accessing the company network with our laptop. If an operator wants to provide network based VPN services, there are still two solutions; all ASGWs can implement VPN function or they can forward (and/or tunnel) the VPN traffic to a dedicated node which has VPN connection with the cooperate network. Note that the UE is still using just one serving ASGW.

Regarding IPv6/IPv4 issues, there can be different approaches how to migrate from IPv4 to IPv6. If the UE uses only IPv4 or only IPv6, then it will be simply connected to one ASGW supporting IPv4 or IPv6 respectively. When an operator deploys dual stack (both IPv4 and IPv6) UE, then it is natural to make all ASGWs support dual stack, which will allow the UE to use access serving ASGW. It will relieve complexities for both UE and network. It also follows the general IP principle to have only one IP gateway per interface.
3 Conclusion
We think that having just one gateway connected to the UE will make the architecture much simpler without compromising service provisioning.
We propose the following principle to be accepted.
· A UE has only one serving ASGW all the time.

· ASGW should support all of IPv4, IPv6 and VPN connectivity, if these services are provided by the operator. If it is in different boxes, then we should not standardize the interface between those boxes.
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