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1. Introduction
This contribution proposes some small changes to 3GPP TS 23.167 to show use of OMA SUPL as a possible location method to support initial location and updated location, within the context of the generic procedure described in S2-052486, in the case of an emergency session originated from an I-WLAN. Detailed message flows are not proposed since (a) these are already well defined (or being defined) in OMA SUPL spec.s; (b) the  message flows are strictly outside the scope of 3GPP; and (c) some further elaboration seems to be needed as part of SUPL 2.0 which is the province of OMA.
2. Proposed Changes to TS 23.167
Proposed changes are included below.

**** CHANGES TO TS 23.167 FOLLOW BELOW ****
1
Scope

This document defines the stage-2 service description for emergency services in the IP Multimedia Core Network Subsystem (IMS), including the elements necessary to support IP Multimedia (IM) emergency services. ITU‑T Recommendation I.130 [4] describes a three-stage method for characterisation of telecommunication services, and ITU‑T Recommendation Q.65 [3] defines stage 2 of the method.

This document covers also the Access Network aspects that are crucial for the provisioning of IMS emergency services. Other 3GPP specifications that are related to the IMS emergency services are TS 23.228 [1] on IMS in general, including fixed broadband access aspects, TS 23.060 [2] and TS 23.234 [7] describing GPRS and 3GPP/WLAN Interworking respectively and TS 23.271 [5] that covers location services. TS 25.301 [6] contains an overall description of the UMTS Terrestrial Radio Access Network.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 23.228: “IP Multimedia Subsystem (IMS); Stage 2”. 
[2]
3GPP TS 23.060: “General Packet Radio Service (GPRS); Service description; Stage 2”. 
[3]
CCITT Recommendation Q.65: "Methodology – Stage 2 of the method for the characterisation of services supported by an ISDN". 
[4]
ITU Recommendation I.130: "Method for the characterization of telecommunication services supported by an ISDN and network capabilities of an ISDN". 
[5]
3GPP TS 23.271: “Technical Specification Group Services and System Aspects, Functional stage 2 description of LCS”. 
[6]
3GPP TS 25.301: "Radio interface protocol architecture". 
[7]
3GPP TS 23.234: “3GPP system to Wireless Local Area Network (WLAN) interworking; System description”.

[8]
3GPP TS 22.101: "Service aspects; Service principles".

[X]
OMA AD SUPL: “Secure User Plane Location Architecture”, [http://www.openmobilealliance.org].
[Y]
OMA TS ULP: " UserPlane Location Protocol ", [http://www.openmobilealliance.org].

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

Definition format

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

Abbreviation format

<ACRONYM>
<Explanation>

E-CSCF
Emergency-CSCF
SLP
SUPL Location Platform

SUPL
Secure User Plane Location
4
High level Principles

4.1
Architectural Principles

The solution for emergency sessions in the IMS fulfils the following architectural requirements:

1.
A CS capable UE shall use the CS domain for emergency services, if it is not explicitly guided by the network operator to use the PS domain.

2.
Emergency services are independent from the IP-CAN with respect to the detection and routing of emergency sessions. The emergency services shall be possible over at least a cellular access network, a fixed broadband access, I-WLAN access and a nomadic access.

3.
Any kind of emergency numbers, and emergency SIP and TEL URIs as specified in 3GPP TS 22.101 [8], and special indications for emergency sessions within the SIP signalling shall be supported.

4.
Emergency sessions should be prioritized over non-emergency sessions by the system.

5.
The establishment of IMS emergency sessions shall be possible for users with a barred public user identity.

6.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialled number) by itself and indicates the emergency session to the network. The cases where the UE can’t detect an emergency session shall also be supported.

7.
The solution shall work in case the UE has sufficient credentials to authenticate with the IMS and is registered to the IMS or is not registered with the IMS.  The case where the UE does not have sufficient credentials to authenticate with the IMS shall also be supported where regulations allow. In the case that a UE is registered, it shall, in addition, perform a registration for the support of emergency services.  If the UE does not have sufficient credentials to authenticate with the IMS it shall be possible to perform session establishment without an existing security association between UE and P-CSCF.

8.
It shall be possible to reject emergency service requests from an UE, without sufficient credentials to authenticate with the IMS in networks where emergency services from UEs with sufficient credentials to authenticate with the IMS are required.

9.
Emergency Service is not a subscription service and therefore will mainly be supported in the roamed to network.  In the case that a UE has sufficient credentials, it shall initiate a registration with the network (requiring the involvement of the home network)  The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services.  In the case that the registration fails, the UE may attempt an anonymous emergency call.

10.
If an emergency session establishment request is routed to a P-CSCF located in the home network, the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). 

11.
Emergency centers and PSAPs may be connected to the PSTN, CS domain, PS domain or any other packet network.

12.
Emergency centres and PSAPs shall be able to call back the user for an emergency session from a UE that has registered (i.e. containing valid credentials).

13.
The IMS core network shall be able to transport information on the location of the subscriber.

14.
The support of emergency calls on media other than voice shall be possible.

In addition to the architectural requirements, the following architectural principles apply to IMS emergency sessions:

· The IMS network shall be able to discriminate between emergency sessions and other sessions. This shall allow special treatment (e.g. with respect to filtering, higher priority, routing, QoS) of emergency sessions.

· If a visited network can support PS emergency service, the emergency session shall be established in the visited network whether or not UE is registered in IMS in the home network.
· The P-CSCF in the visited or home network is the IMS network entity, which always detects an emergency session. 

· The P-CSCF in the visited network should route the corresponding request to an E-CSCF in the visited network, which is able to handle emergency sessions. A P-CSCF in the home network should, when it can recognise the emergency number or emergency indication, respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). The P-CSCF checks whether an anonymous emergency session request, e.g. in the UICC-less case, is allowed. If such a request is allowed, no security association between UE and P-CSCF is established and the request is forwarded to an appropriate E-CSCF.

· The E-CSCF shall route the emergency request directly to an emergency centre/PSAP or BGCF based on location information and additionally other information such as type of emergency service in the request. If the request is destined for a BGCF, the E-CSCF shall translate the received SIP-URI or Tel-URI based on location information and additionally other information such as type of emergency service into a number, which is routable in the PSTN or CS domain. This routable number is forwarded to the BGCF and should have the same format as used for CS emergency calls. If required by regulations, determination of the emergency centre or PSAP may also be based on location information provided by the network (e.g., Location Services).

In the case of a GPRS network, a UE is considered to have sufficient credentials to authenticate with the IMS network if the UE has a valid and active UICC card.

4.2
Naming and Addressing

Editor’s Note: Using the requirements documented in TR 23.867, section 4.2 as a baseline.

4.3 Location information for Emergency Session

Editor’s Note: Using the requirements documented in TR 23.867, section 4.6 as a baseline.

4.3.1 General Location Information Principles
If the UE has some location information, then the UE shall include the location information in the request to establish an emergency session.  The network may query the IP-CAN to obtain further location information or to validate the location information provided by the UE.

The E-CSCF routes the emergency request to the PSAP/Emergency Centre that corresponds to the current location of the UE. The access dependent variations of this approach are described below, for the cases where the UE is using GPRS, I-WLAN or fixed broadband access for the emergency service.

The IMS forwards the SIP request containing the UE’s location information to the PSAP/Emergency Centre
4.3.2 Location handling for PS domain
Editor’s Note:  For Further Study

4.3.3 Emergency location information for I-WLAN and fixed broadband access
Editor’s Note:  For Further Study
For I-WLAN access, the Secure User Plane Location (SUPL) solution may be used as defined in [X], [Y].  
4.4 IP-CAN

The following are the expectations on the IP-CAN for IMS emergency services:

· It shall be possible to access the IP-CAN without sufficient security credentials.

· It shall be possible to reject requests from UE without sufficient security credentials to establish bearer resources

· In the case that the IP-CAN receives a request to establish bearer resources for emergency services, it shall be possible for the IP-CAN to prioritise emergency services traffic.

· In the case that the IP-CAN receives a request to establish bearer resources for emergency services, the IP-CAN shall ensure that the IP flows using the requested resources are only for communication with the network entities involved in the support of the emergency services. 

· The IP-CAN may provide emergency numbers to the UE in order to ensure that local emergency numbers are known to the UE Ref [22.101].

If the IP-CAN is a GPRS network, the requirements on the IP-CAN imply the following:

· It shall be possible to access the PS domain without a UICC

· It shall be possible to reject requests of a UE without a UICC to establish bearer resources

· A globally dedicated emergency APN shall be used to support emergency services.  The globally dedicated APN may be configured in the SGSN and GGSN.  The GGSN may use filter rules applicable to the globally dedicated emergency APN to ensure that only certain IP addresses (e.g. IP addresses of the emergency P-CSCF) can be reached.

· The PS domain may support the download of emergency numbers to the UE via the procedures defined in TS 24.008.

5 
Architecture model and reference points

5.1


Reference architecture

Editor’s Note: High level architecture model showing network elements and reference points.

This specification introduces an additional CSCF role to those defined in IMS architecture [TS 23.002], called Emergency CSCF (E-CSCF). The E-CSCF handles the session state related to emergency sessions.

5.2


Reference points

Editor’s Note: Description of the reference points.

The E-CSCF uses Mw, Mr, Mg, Mi, and Mm reference points to connect to other IMS entities.

6 
Functional description

Editor’s Note: The text below contains some GPRS specific terminology.  This terminology will be generalised to represent the IP-CAN terminology and the GPRS specific aspects will be separated.

6.1 UE

1. If the UE is able to detect that the user is requesting an emergency session then it shall include an emergency service indication in the request.

2. If the UE is CS capable and not attached to the PS domain, the UE shall attempt an emergency call in the CS domain. If the UE is only PS attached, and the network has indicated that IMS emergency services are supported, it should attempt the emergency call in the PS Domain. If the UE is attached to both domains, it should attempt the emergency call as directed by the network operator. No explicit direction means that the CS domain is the preferred domain for emergency calls. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.

3. If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain shall be attempted if the UE is capable. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE shall make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice).

Editor’s note: how the UE gets the policy related to domain selection is FFS.

4. If #3 is not successful, or is not appropriate (e.g., visited PS domain does not support required PS emergency service), the session may be attempted in the Home IM CN Subsystem of the PS domain.

5. If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to “emergency”, the UE shall then re-attempt the session as indicated in steps 2, 3, and 4, with first attempt being towards the CS domain (if the UE is capable and if for an appropriate service e.g., voice), and with an indication that emergency service is requested.

6. Other general requirements of UE shall be referred to the general requirements of emergency calls in 3GPP TS 22.101.
7. If the UE is not equipped with an UICC, it shall not initiate an IMS registration but immediately establish an emergency session towards the P-CSCF with an indication “anonymous user”.
8. The UE shall use a special emergency public user identifier in the emergency registration request if emergency registration is performed. The format of this public user identity has to be defined by stage 3
The UE initiates the emergency session establishment request, and for the purpose of processing the request properly in the network the following specific information is supplied in the request message. These are not exhaustive information and the exact forms or values should be standardized in stage-3 work.

· Emergency session indication. 
· In GPRS case, PDP context activation to a Globally dedicated emergency APN.
· Optionally, type of emergency service. It could be implied in the above emergency session indication.

· UE’s location information if available (e.g. Cell Global Identification for GPRS, other access networks may provide different types of location information).

6.2 IMS Functional entities

6.2.1 Proxy-CSCF

· Handle registration requests with an emergency indication like any other registration requests and forward the request to the Emergency CSCF in the same network.

· Detect an emergency session establishment request and perform one of the following:

· On receipt of an unmarked session establishment request, which is recognized to be for an emergency service, the P-CSCF should respond with a 380 (Alternative Service) with the type set to “emergency”.

· On receipt of a marked emergency service session establishment request, the P-CSCF shall select an Emergency CSCF in the same network to handle the emergency session request and forward the request to that Emergency CSCF for further processing. The selection method is not standardized in the present document

· On receipt of a session establishment request with an “anonymous user” indication, the P-CSCF shall check whether anonymous emergency requests are allowed. If such requests are not allowed, the request is rejected with an appropriate response.

6.2.2 Emergency-CSCF

Emergency Registration procedures:

· In the roaming case, upon receiving a registration request with an emergency indication, forward the request to the user’s home network.

· In the roaming case, upon receiving a response to an emergency registration request, forward the response to the P-CSCF.
Emergency Session establishment procedures:

· Receive an emergency session establishment request from a P-CSCF.

· Route emergency session establishment requests to an appropriate destination (e.g. PSAP/emergency centre or BGCF) based on location information and additionally other information such as type of emergency service in the request.

· If needed, retrieve the UE’s location information as described in Section 7.7 Retrieving Location information for Emergency Session

· Route anonymous session establishment requests when the UE is not registered in the IMS.

· If the emergency request has to be routed to an emergency centre or PSAP in the GSTN (PSTN or CS domain), translate the received SIP-URI or Tel-URI based on location information and additionally other information such as type of emergency service in a number that is routable in the GSTN. Forward the request including this number to a BGCF. This number shall have the same format as used for CS emergency calls.

Based on operator policy the E-CSCF may respond to the emergency session request from the UE with indication to establish the session in the CS Domain.

7 Procedures related to establishment of IMS emergency session

7.1 High Level Procedures for IMS Emergency Services
7.1.1 UE Detectable Emergency Session
The following flow contains a high level description of the emergency service procedures performed when the UE can detect the emergency session is being requested.
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Figure 7.1: Terminal Detected Emergency Calls

The following steps are performed:

1.
The UE detects the request for the establishment of an emergency session.

2.
In the case that the UE has insufficient resources or capabilities to establish an emergency call due to other ongoing sessions then the UE should terminate the ongoing communication and release reserved bearer resources.  In the case of GPRS this implies e.g. to release a PDP context.

3.
In the case that bearer registration is required and has not been performed, the UE shall perform bearer registration to the IP-CAN.  In the case of GPRS, the bearer registration is the PS-attach procedure.  If the UE is already registered or attached to the IP-CAN, then the bearer registration procedures are not required to be performed.
Depending on the IP-CAN, the UE may be assigned an IP address at this stage.

4.
In the case that bearer resources for the transport of the IMS related signalling are required to be reserved in the IP-CAN, the UE shall reserve the resources in the IP-CAN. The UE shall provide an indication that this is for an emergency service.
In the case of a GPRS network, the bearer resource request procedure is the PDP context Activation Procedure, and a globally dedicated emergency APN is used as indication for an emergency request.
If the IP-CAN does not provide an IP address to the UE in step 3, then the IP-CAN shall allocate an IP address to the UE during the bearer resource request procedures.

5.
UE performs a P-CSCF discovery procedure, where the UE discovers a P-CSCF in the local network suitable for use in emergency sessions.
The exact means for the P-CSCF discovery is dependant upon the IP-CAN. 

6.
If the UE is equipped with an UICC, it shall initiate an IMS registration by providing the IP address obtained at step 3 or step 4 to the P-CSCF selected at step 5. The IP address used for signalling purposes is allocated in association with step 3 or step 4.  The IMS registration request shall include an indication that this is for emergency services. This indication may be used to route calls coming from the PSAP to the contact address registered during the emergency registration procedure. The UE shall use a special emergency public user identifier in the emergency registration request. Using a special emergency public user identity may enable not disturbing established services that use other public user identifiers

Note:
The special emergency public user identifier is different from the emergency indication used in the IMS emergency registration request and IMS emergency session establishment request.

When the network receives an IMS registration request with an emergency service indication the network should ignore roaming restrictions.

The P-CSCF forwards the registration request to an appropriate E-CSCF in the serving network. This E-CSCF forwards the registration request further on to the user’s home network. Emergency registration requests are processed like any other registration requests. After successful registration the UE establishes a security association with the P-CSCF to provide for integrity protection between UE and P-CSCF.

If the UE is not equipped with an UICC, it shall not initiate an IMS registration request, but instead immediately establish an emergency session towards the P-CSCF as described in step 7. 
7.
The UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication.

-
If the UE is equipped with an UICC, it shall send an IMS session establishment request to the P-CSCF containing an indication that this is for an emergency session establishment.

-
If the UE is not equipped with an UICC, it shall send an emergency session establishment request to the P-CSCF without prior registration. In this request the UE shall indicate that this request is coming from an anonymous user. When the P-CSCF receives an emergency session establishment request with an “anonymous user” indication it shall check whether anonymous emergency sessions are allowed (e.g. UICC-less emergency sessions). In the case that anonymous emergency sessions are not allowed, and the ”anonymous user” indication is present, the P-CSCF shall reject the session establishment request with sufficient information to inform the UE that the application level registration will not succeed. Otherwise the request is forwarded to an appropriate E-CSCF although no security association between UE and P-CSCF is established.

-

Upon the reception of the emergency session initiation request, the E-CSCF shall route the signalling towards the emergency centre or the PSAP. The E-CSCF shall also route anonymous session establishment requests when the UE is not registered in the IMS.
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the E-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the E-CSCF shall forward the signalling to a MGCF (maybe via a BGCF). The MGCF may insert any available location information in the PSTN/CS signalling (this may require an additional location request enquiry).

Whether the procedures are activated individually by the UE or some of them are performed automatically depends on the implementation of the terminal and on the UE’s configuration. For instance, the multimedia application in the UE could start the application level registration and steps 2-4 would have to be executed in response to support the operation initiated by the application. Interaction with the UE may happen during these steps.

7.1.2 Non UE detectable Emergency Session
As the UE could not detect the emergency session, the session establishment request will be sent to the P-CSCF as per a normal session establishment procedure. Prior to sending the session establishment request the UE must be registered in the IMS.

In the case that the P-CSCF can detect that this is a request to establish an emergency session, then the following shall apply:

-
Upon the reception of the session initiation request, the P-CSCF, upon detecting that this is an emergency request will reject the session initiation request with an indication that this is for an emergency session.

-
When the UE receives the session rejection with the indication that the session initiation was for an emergency service, then the UE would initiate the “UE Detectable Emergency Session” described in sub-clause 7.1.1 above.

In the case that the P-CSCF does not detect that that this is a request to establish an emergency session, and the S-CSCF does detect that this is a request to establish an emergency session, then the following shall apply:

In the case that the subscriber is roaming:

-
Upon the reception of the session initiation request without an emergency service indication, the S-CSCF, upon detecting that this is an emergency request will reject the session initiation request with an indication that this is for an emergency session.

-
When the UE receives the session rejection with the indication that the session initiation was for an emergency service, then the UE would initiate the “UE Detectable Emergency Session” described in sub-clause 7.1.1 above.

In the case that the subscriber is at home:

-
Upon the reception of the emergency session initiation request, the S-CSCF shall route the signalling towards the emergency centre or PSAP.
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the S-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the S-CSCF shall forward the signalling to a MGCF (maybe via a BGCF). The MGCF may insert any available location information in the PSTN/CS signalling.

7.2 IMS Registration for Emergency Session

Editor’s Note: this section describes any special procedures related to IMS Registration for Emergency Session with UICC.

7.3 Emergency Session Establishment in the home network 

Editor’s Note: Normal procedure for UE using IMS SIP procedures for emergency session when user is in the home network

7.4 Emergency Session Establishment in the visited network 

Editor’s Note: Normal procedure for UE using IMS SIP procedures for emergency session when user is in the visited network

7.5 IMS Emergency Session Establishment without Registration

Editor’s Note: this section is intended for procedure related to UICC-less case or when UICC is not valid (e.g., UICC is locked with wrong pin…), this section will cover both 3GPP and non-3GPP access, since the impacts of having an UICC or not should be handled primarily in the IP-CAN level where access specific aspects should be described (e.g. TS 23.221 should include concepts of Emergency APN and UICC-less scenarios on high level for 3GPP access

7.6 Access Specific Aspects 

Editor’s Note: any deviation or special considerations other than what is in  7.2, 7.3, and 7.4 (e.g., UE using 3GPP RAT vs non 3GPP RAT)

7.7 Interworking with PSAP

7.7.1 PSAP/Emergency center located at the GSTN

Editor’s Note: this section is intended for routing aspect when PSAP is acting as a PSTN end point

7.7.2 PSAP/Emergency center connected via IP using SIP

Editor’s Note: this section is intended for routing aspect when PSAP is acting as a SIP end point

7.8 Retrieving Location information for Emergency Session

7.8.1 Retrieval of location information for emergency services over a GPRS network
7.8.2 High Level Flows for the retrieval of location information for emergency services over fixed broadband access
7.8.2.1 Acquiring location information from UE or IMS core
When performing an emergency service, two possibilities for retrieving location information are considered.  These are the “UE retrieves the location information” and “the IMS core retrieves the location information”. The related high level procedures are described below. In both cases the access network needs to maintain and determine the location of the UE.

7.8.2.2 The UE acquires the location information
The terminal may determine its own location or it may retrieve the location information from the IP-CAN.
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Figure 7.8.2-1: Terminal requests location information from the IP-CAN

1.
The user initiates an emergency call.

2.
The UE determines its own location if possible. If the UE is not able to determine its own location, the UE requests the location from the IP-CAN. The IP-CAN returns a representation of the location information to the UE.

3.
The user equipment sends an INVITE with an emergency indication and location information to the IMS core.

4.
The IMS core selects an emergency centre or PSAP and sends the request including the location information to the emergency centre or PSAP.
4a. The INVITE is sent to an MGCF/MGW, 4b. The IAM is continued towards the emergency centre or PSAP Or 4c. The INVITE is sent directly to the emergency centre or PSAP.

5.
The emergency call establishment is completed.

7.8.2.3 The IMS core retrieves the location information

The IMS-core may retrieve the location information either from the IP-CAN directly, or from a location retrieval function (LRF), which may be e.g. an AAA server in the core network.

Note:
When the Retrieve Location request is sent directly to the IP-CAN, it is assumed that the location retrieval function is included within the IP-CAN.
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Figure 7.8.2-2: IMS core requests location information from the LRF

1.
The user initiates an emergency call.

2.
The user equipment sends an INVITE with an emergency indication to the IMS core.

3.
The IMS core requests the location information.
3a. The retrieve location request is sent to the LRF performing the location retrieval functionality. 3b. The LRF may retrieve location information from the IP-CAN and other databases or has this information already available OR 3c. The Retrieve Location Request is sent directly to the IP-CAN from the IMS core.

4.
The representation of the location information is returned to the IMS core. 
4a, 4b. The LRF performing the role of location retrieval function and returns the location information to the IMS core.
4c. The IP-CAN returns a representation of the location information to the IMS core.

5.
The IMS core selects an emergency centre or PSAP and sends the request including the location information to the emergency centre or PSAP.
5a. The INVITE is sent to an MGCF/MGW, 5b. The IAM is continued towards the emergency centre or PSAP Or 5c. The INVITE is sent directly to the emergency centre or PSAP.

6.
The emergency call establishment is completed.

7.8.3
Retrieval of location information for emergency services for I-WLAN Access
For I-WLAN access, the common location procedure described in clause 7.8.X may be employed. In this case, the GMLC may support the functionality of a SUPL Secure Location Platform (SLP). In order to obtain the initial UE location and/or updated UE location for the procedure in clause 7.8.X, the following cases are distinguished.


Case A:
UE is registered in and served by the H-PLMN

Case B:
UE is registered in and served by a V-PLMN


Case C:
UE is unregistered (e.g. does not contain a (U)SIM)
For case A, the non-roaming procedures defined in SUPL 1.0 for network initiated location may be used by the GMLC to obtain initial and/or updated location and the GMLC shall then function as, or make use of, the home SLP (H-SLP) for the UE.
For case B, the roaming procedures defined in SUPL 1.0 for network initiated location may be used by the GMLC to obtain initial and/or updated location and the GMLC shall then function as, or make use of, a requesting SLP (R-SLP) in the same PLMN for the SUPL location procedure. In some cases, the R-SLP may also function as or be associated with a visited SLP (V-SLP) for the location procedure. To instigate SUPL location, the R-SLP shall send a location request to the H-SLP for the UE which may then support the positioning itself or make use of a V-SLP to support the positioning where the V-SLP may or may not be associated with the R-SLP. Inclusion of the H-SLP in this case is needed for security reasons and to comply with SUPL 1.0 requirements.
For case C, SUPL 1.0 is not applicable and cannot be used. However, procedures currently being considered by OMA for SUPL 2.0 may be applicable. The procedures referred to here for SUPL 1.0 are defined in [X] and [Y].
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