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1. Introduction

This contribution addresses some of the issues documented in TR 23.882, Annex A and Annex B. These issues are equally applicable to both architecture options documented in Annex B. This contribution provides input for option B1 only.  Whether the same architecture principles/concepts would be applicable to B2 option require further clarification and understanding of B2 option. 

The following are discussed here:

· How to add support for non-3GPP access systems in the context of roaming
And on Roaming:

· Clarify which interfaces are the roaming interfaces, and how roaming works in general
2. Discussion

One of the drivers for architecture evolution is to enable support for other non-3GPP access via the evolved core network. 3GPP architecture has started on such architecture evolution path already with work such as IMS and PCC usage and support by other non-3GPP accesses. The System architecture evolution should provide further support for such evolution to other non-3GPP accesses (see also Inter access system mobility contribution in this meeting).
The following section provides a general architectural requirement in order to support/resolve the issues listed in the Introduction.

2.1 Roaming

Ericsson believes that to provide high performance services for roaming customers, efficient routing of user data or media traffic is required. Features shall be provided to the home operator to negotiate with the visited operator if the traffic of the user is always transported home over a roaming interface or broken out locally for direct transport toward the destination saving in end-to-end delay and also in transport to and CN node capacities in the HPLMN. Such policies shall be possible to specify on a per service basis. 

The interface between CN nodes may connect nodes in separate PLMNs in a roaming situation. The CN node in the VPLMN serves to enforce the policies of and charging as negotiated between the visited and home operators. Using the policy enforcement function in the CN node in the visited network, home operators may control routing of traffic for roaming users. The node in the visited network may also serve as a local anchor point efficiently executing serving CN functions for connection to local access networks for roamers who connect to home anchor point and may also serve as a local anchor point when some or all of the traffic is broken out in the visited network. The CN node in the HPLMN serves as a global mobility anchor point and at the same time enforces policies of and charging for the home operator. This CN node can provide session continuity, even if the VPLMN changes. 
3. Proposal

It is proposed that the following sections are included in the TR 23.882.

*************** CHANGES*******************

7
Key Architectural Issues

[Editors Note: this clause identifies key issues e.g. related to mobility and QoS mechanisms, solutions for key Issues and impact on the Architecture i.e.

7.y
Key Issue- Roaming with Local Breakout
7.y.1
 Description of Key Issue  - Roaming with Local Breakout
Roaming is when users receive service when they are in a VPLMN, i.e. in a network other than their HPLMN.
Local breakout might optimize access to visited network services and might allow for user plane traffic route optimization. In this section it is clarified which interfaces are the roaming interfaces, and how roaming and local breakout works in general for the evolved architecture. 
7.y.2
 Solution for key issue – Roaming with Local Breakout
Roaming of subscribers (to different VPLMNs and to different types of VPLMN access) requires certain policies from the home operator to be available in the Visited network. This information may be downloaded or it may be pre-configured and used during the subscriber access to the visited network. These policies may be static, dynamic or a combination.
In order to provide high performance as well as real time services for roaming customers, efficient routing of user data or media traffic is required. Features shall be provided to the home operator to negotiate with the visited operator if the traffic of the user is always transported to the home network over a roaming interface or broken out locally for transport towards the destination. 
Such policies shall be based on the home operator’s preference and have a granularity such that the gain justifies the roaming infrastructure and complexity in operations for such a set up.

The IP Gateway (defined as GW in the context of current Policy and Charging Control work) in a VPLMN may connect to multiple HPLMNs. The IP Gateways in the VPLMN serves to enforce the policies and charging as negotiated between the visited and home operators. 
Using the policy enforcement function in the IP Gateway in the visited network, home operators can control routing of traffic for roaming users. The IP Gateway in the HPLMN serves as a global mobility anchor point and at the same time enforces the policies of, and the charging for the home operator. This IP Gateway can provide session continuity, even if the VPLMN changes.
Editor’s Note:  Roaming with UTRA system needs additional evaluation.

Editor’s Note: Further refinement of the architecture will need to be performed to allow the concept to be further elaborated and evolved.
Editor’s Note: The User plane interface and the AAA interface in roaming case needs to be defined for 3GPP and non 3GPP access.
7.y.3  Impact on the baseline CN Architecture
The role of current nodes/functions (e.g. PCRF in the baseline architecture) and IP Gateway as well as the relationship with 3GPP HSS/AAA are FFS. 
7.y.4  Impact on the baseline RAN Architecture
No impact currently foreseen. 
7.y.5 Impact on terminals used in the existing architecture
None.
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