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BEGIN OF MODIFICATIONS
3.1
Definitions

Refer to TS 23.002 [1] for the definitions of some terms used in this document.

For the purposes of the present document the following additional definitions apply.

IP-Connectivity Access Network: refers to the collection of network entities and interfaces that provides the underlying IP transport connectivity between the UE and the IMS entities. An example of an "IP-Connectivity Access Network" is GPRS.

Subscriber: A Subscriber is an entity (comprising one or more users) that is engaged in a Subscription with a service provider. The subscriber is allowed to subscribe and unsubscribe services, to register a user or a list of user authorised to enjoy these services, and also to set the limits relative to the use that users make of these services.
NAT-PT/NAPT-PT: NAT-PT uses a pool of globally unique IPv4 addresses for assignment to IPv6 nodes on a dynamic basis as sessions are initiated across the IP version boundaries. NAT-PT binds addresses in IPv6 network with addresses in IPv4 network and vice versa to provide transparent routing between the two IP domain without requiring any changes to end points, like the UE. NAT-PT needs to track the sessions it supports and mandates that inbound and outbound data for a specific session traverse the same NAT-PT router.
NAPT-PT provides additional translation of transport identifier (e.g., TCP and UDP port numbers, ICMP query identifiers). This allows the transport identifiers of a number of IPv6 hosts to be multiplexed into the transport identifiers of a single assigned IPv4 address. See RFC 2766 [33] for more details.
ALG: Application Level Gateway (ALG) is an application specific functional entity that e.g. allows an IPv6 node to communicate with an IPv4 node and vice versa when certain applications carry network addresses in the payloads like SIP/SDP. NA(P)T-PT is application unaware whereas ALGs are application specific translation entities that allow a host running an application to communicate transparently with another host running the same application but in a different IP version. See RFC 2663 [34] for more details.

For IMS, an IMS ALG provides application functions, such as firewall control, NA(P)T or NA(P)T-PT control, and different kind of screening functions of signaling information, for SIP/SDP protocols in order to perform interconnection at the boundary between two operator’s domains, It also provides the necessary functions to enable communication between IPv6 and IPv4 IMS applications.
2nd MODIFICATION

3.2
Symbols
For the purposes of the present document the following symbols apply:

Cx
Reference Point between a CSCF and an HSS.

Dx
Reference Point between an I‑CSCF and an SLF.

Gi
Reference point between GPRS and an external packet data network 
Gm
Reference Point between a UE and a P‑CSCF.

ISC
Reference Point between a CSCF and an Application Server.
Iu
Interface between the RNS and the core network. It is also considered as a reference point.
Ix
Reference Point between IMS ALG and NA(P)T-PT
Le
Reference Point between an AS and a GMLC

Mb
Reference Point to IPv6 network services.

Mg
Reference Point between an MGCF and a CSCF.

Mi
Reference Point between a CSCF and a BGCF.

Mj
Reference Point between a BGCF and an MGCF.

Mk
Reference Point between a BGCF/IMS ALG and another BGCF.

Mm
Reference Point between a CSCF/IMS ALG and an IP multimedia network.

Mr
Reference Point between an CSCF and an MRFC.

Mw
Reference Point between a CSCF and another CSCF.
Mx
Reference Point between a CSCF/BGCF and IMS ALG
Sh
Reference Point between an AS (SIP‑AS or OSA‑CSCF) and an HSS.

Si
Reference Point between an IM-SSF and an HSS.

Ut
Reference Point between UE and an Application Server.

3rd MODIFICATION
4.4
Signalling concepts

A Single session control between the UE and CSCF:

-
For Multi-Media type services delivered via the PS Domain within this architecture, a single session control protocol shall be used between the user equipment UE and the CSCF (over the Gm reference point).


Protocols over the Gm reference point :

-
The single protocol applied between the UE and CSCF (over the Gm reference point) within this architecture will be based on SIP (as defined by RFC 3261 [12], other relevant RFC's, and additional enhancements required to support 3GPP's needs).


A Single session control on the Mw, Mm, Mg, Mi, Mj, Mk, Mx :

-
A single session control protocol shall be used on the session control interfaces between:

-
MGCF and CSCF (Mg),

-
between CSCFs (Mw),

-
between a CSCF/IMS ALG and external IP networks (Mm),

-
between CSCF and BGCF (Mi),

-
between BGCF and MGCF (Mj), and

-
between BGCF/IMS ALG and BGCF (Mk), and
-
between BGCF/CSCF and IMS-ALG (Mx). 


Protocols for the Mw, Mm, Mg, Mi, Mj, Mk, Mx :

-
The single session control protocol applied to these interfaces will be based on SIP (as defined by RFC 3261 [12], other relevant RFC's, and additional enhancements required to support 3GPP´s needs).

UNI vs. NNI session control :

-
The SIP based signalling interactions between CN elements may be different than SIP based signalling between the UE and the CSCF.

Based on operator preference, network configuration hiding may be applied. If network configuration hiding is applied, then the either the I‑CSCF(THIG) or IMS-ALG shall be used in order to fulfil the requirements as identified in TS 22.228 [8]. It is used to restrict the following information from being passed outside of an operator's network: exact number of S‑CSCFs, capabilities of S‑CSCFs, or capacity of the network. A more detailed motivation for such functionality is given in Annex C.

Based on operator preference, interconnection border control may be applied between two IM CN subsystem networks or between an IM CN subsystem network and other SIP based multimedia network. If interconnection border control is applied, then an IMS-ALG is inserted in the session path in order to perform interconnection functions.
Restrict access from external networks :

-
The signalling solution shall allow the operator to restrict access from external networks (application level).


Access to HSS :

-
A network operator can control access to the HSS.

4th MODIFICATION
4.6.1
Proxy‑CSCF

The Proxy‑CSCF (P‑CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs using the mechanism described in section "Procedures related to Local CSCF Discovery". The P‑CSCF behaves like a Proxy (as defined in RFC 3261 [12] or subsequent versions), i.e. it accepts requests and services them internally or forwards them on. The P‑CSCF shall not modify the Request URI in the SIP INVITE message. The P‑CSCF may behave as a User Agent (as defined in the RFC 3261 [12] or subsequent versions), i.e. in abnormal conditions it may terminate and independently generate SIP transactions.

The Policy Decision Function (PDF) maybe a logical entity of the P‑CSCF or a separate physical node. If the PDF is implemented in a separate physical node, the interface between the PDF and the P‑CSCF is the Gq interface standardised in TS 23.207 [9].

The functions performed by the P‑CSCF are:

-
Forward, if required via a local IMS-ALG, the SIP register request received from the UE to an entry point (i.e. I-CSCF or IMS-ALG) of the home network, determined using the home domain name, as provided by the UE.

-
Forward SIP messages received from the UE to the SIP server (e.g. S‑CSCF) whose name the P‑CSCF has received as a result of the registration procedure.

-
Forward the SIP request or response to the UE.


Detect and handle an emergency session establishment request as per error handling procedures defined by stage-3.

-
Generation of CDRs.

-
Maintain a Security Association between itself and each UE, as defined in TS 33.203 [19].

-
Should perform SIP message compression/decompression.

-
Authorisation of bearer resources and QoS management. For details see TS 23.207 [9].

5th MODIFICATION
4.6.2
Interrogating‑CSCF

4.6.2.0
General

Interrogating‑CSCF (I‑CSCF), and additionally the IMS-ALG, is the contact point within an operator's network for all connections destined to a user of that network operator, or a roaming user currently located within that network operator's service area. There may be multiple I‑CSCFs within an operator's network. The functions performed by the I‑CSCF are:

Registration

-
Assigning a S‑CSCF to a user performing SIP registration (see section on Procedures related to Serving‑CSCF assignment)


Session-related and session-unrelated flows

-
Route a SIP request received from another network towards the S‑CSCF.

-
Obtain from HSS the Address of the S‑CSCF.

-
Forward the SIP request or response to the S‑CSCF determined by the step above
-
Forward the SIP request or response to a local IMS-ALG, if applicable


Charging and resource utilisation:

-
Generation of CDRs.

6th MODIFICATION

4.6.3
Serving‑CSCF

The Serving‑CSCF (S‑CSCF) performs the session control services for the UE. It maintains a session state as needed by the network operator for support of the services. Within an operator's network, different S‑CSCFs may have different functionalities. The functions performed by the S‑CSCF during a session are:

Registration

-
May behave as a Registrar as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts registration requests and makes its information available through the location server (e.g. HSS).

Session-related and session-unrelated flows

-
Session control for the registered endpoint's sessions. It shall reject IMS communication to/from Public User Identity(s) that are barred for IMS communications after completion of registration, as described in subclause 5.2.1.

-
May behave as a Proxy Server as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts requests and services them internally or forwards them on, possibly after translation.

-
May behave as a User Agent as defined in RFC 3261 [12] or subsequent versions, i.e. it may terminate and independently generate SIP transactions.

-
Interaction with Services Platforms for the support of Services

-
Provide endpoints with service event related information (e.g. notification of tones/announcement together with location of additional media resources, billing notification)

-
For an originating endpoint (i.e. the originating user/UE, or originating AS)

-
Obtain from a database the Address of the entry point (i.e. I-CSCF or IMS-ALG) for the network operator serving the destination user from the destination name (e.g. dialled phone number or SIP URI), when the destination user is a customer of a different network operator, and forward, if required via a local IMS-ALG, the SIP request or response to that entry point.

-
When the destination name of the destination user (e.g. dialled phone number or SIP URI), and the originating user is a customer of the same network operator, forward the SIP request or response to an I‑CSCF within the operator's network.

-
Depending on operator policy, forward the SIP request or response, if required via a local IMS-ALG, to another SIP server located within an ISP domain outside of the IM CN subsystem.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or CS Domain.
-
In case the request is an originating request from an Application Server:

-
Verify that the request coming from the AS is an originating request, and apply procedures accordingly (e.g. invoke interaction with Service Platforms for originating services, etc…);

-
Process and proceed with the request even if the user on whose behalf the AS had generated the request is unregistered.

-
Process and proceed with other requests to and from the user on whose behalf the AS had generated the request.

-
Reflect in the charging information that an AS has initiated the session on behalf of a user.
-
For a destination endpoint (i.e. the terminating user/UE)

-
Forward the SIP request or response to a P‑CSCF for a MT procedure to a home user within the home network, or for a user roaming within a visited network where the home network operator has chosen not to have an I‑CSCF or an IMS-ALG in the path, and the visited network operator does not have an IMS-ALG in the path either
-
Forward the SIP request or response to an I‑CSCF for a MT procedure for a roaming user within a visited network where the home network operator has chosen to have an I‑CSCF in the path.
-
Forward the SIP request or response to a local IMS-ALG for a MT procedure for a roaming user within a visited network where the home network operator has chosen to have an IMS-ALG and no I-CSCF in the path.

-
Forward the SIP request or response to an IMS-ALG in the visited domain for a MT procedure for a roaming user within a visited network where the home network operator has chosen to have neither an IMS-ALG nor an I-CSCF in the path, but the visited network operator has chosen to have an IMS-ALG in the path.
-
Modify the SIP request for routing an incoming session to CS domain according to HSS and service control interactions, in case the user is to receive the incoming session via the CS domain.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or the CS domain.
-
If the SIP request contains preferences for characteristics of the destination endpoint, perform preference and capability matching as specified in RFC 3312 [41].
Charging and resource utilisation:

-
Generation of CDRs

7th MODIFICATION

4.6.4
Breakout Gateway Control Function

The Breakout Gateway control function (BGCF) selects the network in which PSTN/CS Domain breakout is to occur. If the BGCF determines that the breakout is to occur in the same network in which the BGCF is located within, then the BGCF shall select a MGCF which will be responsible for the interworking with the PSTN/CS Domain. If the break out is in another network, the BGCF will forward this session signalling to another BGCF in the selected network, possibly via an IMS-ALG if interconnection functions are required.

The functions performed by the BGCF are:

-
Receives request from S‑CSCF to select appropriate PSTN/CS Domain break out point for the session

-
Select the network in which the interworking with the PSTN/CS Domain is to occur. If the interworking is in another network, then the BGCF will forward the SIP signalling to the BGCF of that network. If the interworking is in another network and network hiding and/or interconnection functions are required by the operator, the BGCF will forward the SIP signaling via an I‑CSCF(THIG) and/or IMS-ALGs toward the BGCF of the other network.

-
Select the MGCF in the network in which the interworking with PSTN/CS Domain is to occur and forward the SIP signalling to that MGCF. This may not apply if the interworking is a different network.

-
Generation of CDRs


The BGCF may make use of information received from other protocols, or may make use of administrative information, when making the choice of which network the interworking shall occur.
8th MODIFICATION

4.6.5
IMS ALG

The IMS ALG provides the necessary application function for SIP/SDP protocol stack in order to establish communication between disparate address realms SIP applications.

The IMS ALG receives an incoming SIP message from CSCF nodes or from an external IPv4 SIP network. It then changes the appropriate SIP/SDP parameters, e.g. translating the IPv6 addresses to IPv4 addresses and vice versa. The IMS ALG needs to modify the SIP message bodies and headers that have IP address association indicated. The IMS ALG will request NA(P)T-PT to provide the bindings data between the different IP addresses (e.g. IPv6 to IPv4 and vice versa) upon session initiation, and will release the bindings at session release.

The IMS-ALG may also optionally perform the following functions with regards to sessions involving one or more IM CN Subsystems:

· Control transport plane functions,

· Act as an ALG with regards to SIP/SDP application level signalling, 

· Screen SIP signalling information based on source/destination and operator policy, beyond what is already performed by the THIG functionality of the I-CSCF (e.g. remove information that is of local significance to an operator),

· Generation of CDRs,

· Select the appropriate signalling interconnect.
· Perform the Topology Hiding Inter-network Gateway (THIG) functionality.
4.6.6
TrGW

The TrGW provides one or more of the following functions:

· NA(P)T-PT translation,

· opening and closing gates, 
In addition, the TrGW provides one or more of the following functions (not applicable for a PS domain or I-WLAN access):
· resource allocation and bandwidth management (per flow),
· packet marking,
· traffic policing,
· counting packets e.g. for statistical purposes and inter-operator charging.
Note:  The opening and closing gates, resource allocation and bandwidth management, packet marking, traffic policing and other policy related functions are independent of the policy functionality associated with the IP-CAN.
9th MODIFICATION

5.18
Architecture scenarios for IP version Interworking

5.18.0
General

The IP version interworking should not adversely affect IMS sessions that do not require IP version interworking.
The network shall, at a minimum, support mechanisms that support IP version interworking for UEs, which comply with previous release of specifications. In addition, any impacts due to specific properties of the IP CAN shall be taken care of by the IP-CAN itself without affecting the IMS. One possible architecture scenario can be based on the principle defined in 3GPP TS 23.221[7] using gateways.

Figure 5.49 shows a high-level architecture diagram for one interworking model. In this case, the TrGW is a NA(P)T-PT providing the translation function.
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Figure 5.49: General IP version interworking principle with TrGW

It is FFS whether there are any additional mechanisms (other than the principles described here) that can be used for IMS IP version interworking.

Note that the standardisation and functional requirements of Ix reference point are FFS.

The Mx reference point allows S‑CSCF/I‑CSCF/BGCF to communicate with an IMS ALG function in order to provide interworking with networks that use a different IP version. 

10th Modification

4.6.2.1
Topology Hiding Inter-network Gateway

In performing the above functions the operator may use a Topology Hiding Inter-network Gateway (THIG) function in the I‑CSCF (referred to hereafter as I‑CSCF(THIG)) or IMS-ALG or other techniques to hide the configuration, capacity, and topology of the network from the outside. When an I‑CSCF(THIG) is chosen to meet the hiding requirement then for sessions traversing across different operators domains, the I‑CSCF(THIG) may forward the SIP request or response to another I‑CSCF(THIG) allowing the operators to maintain configuration independence.

END OF MODIFICATIONS
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