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Introduction

This contribution attempts to address editor’s notes about the inconsistency of ODC model between CS to IMS vs. IMS to CS call model: 

Editor Note: Inconsistency of the CS to IMS vs. IMS to CS call model

Current CS to IMS Call model (6.4.6.1) has some inconsistency with IMS to CS Call model (6.4.6.2). The CCCF initiates the new INVITE for the call model 6.4.6.2 (IMS to CS), where as in 6.4.6.1, the initial INVITE is initiated by MGCF. We propose a new call model which is a variation of 6.4.6.1 but it will provide consistency with 6.4.6.2. 
This contribution builds upon 23.806-1.4.0.
Detailed proposal

6.4.6.1
CS to IMS call continuity

This Use Case illustrates the architecture used for handing off an active voice call from a GSM/UMTS system to a VoIP call on a WLAN/IMS system.

Figure 6.4.6.1-1 shows the bearer path for a UE in a CS domain call with a PSTN user; both before and after VCC procedures move the call to the IMS domain. The original call is from the UE to the MSC to the PSTN. After the UE moves to the IMS domain, the call leg from the MSC to the PSTN user remains, but the call leg from the MSC to the UE is now from the MSC to an IMS-MGW to the UE. Figure 6.4.6.1-2 shows the case where the UE is in a CS domain call to a UE in the IMS domain. After the UE moves to the IMS domain, the only change is to change the call leg from the MSC to the UE. In both cases, the MSC anchors the call.

[image: image1]
[image: image10.wmf]UE

1

MSC

X

-

CSCF

CCCF

/

NeDS

MGCF

1

MGW

1

UE

2

3

GPP 

AAA 

Server

TDM

8

. 

INVITE

(

HO

#, 

SDP

: 

UE

2

)

6

. 

Prepare Handover Req

1

. 

UE

1 

is IMS registered and has an ongoing call with UE

2

. 

The CCCF is in the call as an 

application server for UE

1

. 

Whether a CCCF is in the call at UE

2 

side is not relevant

.

4

. 

202 

Accepted

2

. 

REFER

(

target cell

, 

AAA

)

3

. 

REFER

(

target cell

, 

AAA

)

5

. 

202 

Accepted

7

. 

Prepare Handover Resp

(

HO

#, 

TCH

)

19

. 

NOTIFY 

(

TCH

)

18

. 

NOTIFY

(

TCH

)

20

. 

200 

OK

22

. 

200 

OK

12

. 

IAM 

(

HO

#

)

13

. 

ACM

27

. 

ANM

30

. 

200 

OK 

(

SDP

: 

MGW

1

)

RTP

: 

Bearer for IMS call

T

D

M

 

B

e

a

r

e

r

 

t

o

 

U

E

1

RTP

: 

Bearer for IMS call

32

. 

re

-

INVITE 

(

SDP

: 

MGW

1

)

34

. 

200 

OK 

(

SDP

: 

UE

2

)

38

. 

ACK

36

. 

ACK

21

. 

UE

1 

starts to 

access target 

cell

:

à 

handover 

access

ß 

physical 

information

ß 

handover 

complete

ß 

security 

command

à 

security 

complete

23

. 

Process Access Sig

. 

request

24

. 

Send End Sig

. 

request

14

. 

Session Progress

25

. 

Forward Access Sig

, 

request

(

CK

, 

IK

)

26

. 

Process Access Sig

. 

Request

(

security on

)

16

. 

Authentication Info request

(

NAI

, 

W

-

APN

)

17

. 

Authentication Info response

(

CK

, 

IK

)

10

. 

H

.

248 

ADD req

.

11

. 

H

.

248 

ADD resp

.

28

. 

H

.

248 

MOD req

.

29

. 

H

.

248 

MOD resp

.

9

. 

INVITE

15

. 

Session Progress

31

. 

200 

OK

33

. 

re

-

Invite

35

. 

200 

OK

37

. 

ACK

39

. 

ACK

 

Figure 6.4.6.1-1 Bearer Path: CS domain UE call to a PSTN user
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Figure 6.4.6.1-2 Bearer Path: CS domain call to an IMS UE
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NOTE: the P-CSCF is not shown in the diagram or the flows.

Figure 6.4.6.1-3 CS Domain UE to PSTN user call continuity to IMS domain

The procedure for VCC  from CS to IMS, as shown in Figure 6.4.6.1-3, is as follows:

The UE is a dual mode handset that is active in a CS domain voice call to a PSTN user, who could be a landline phone or CS domain user. (A similar flow applies when the PSTN is replaced by a CS domain user served by the same MSC as the UE.)

1.
The UE detects an IMS network that is capable of supporting voice calls and registers with IMS. In the process, the UE and the CCCF complete a subscribe notify sequence for mobility events.  

2.
When the UE determines that it is time to request call continuity, it sends a Measurement Report that contains channel information (e.g., an ARFCN and BSIC) configured to trigger call continuity to the CCCF.  The BSS translates this to a GCI and the MSC translates this to the CCCF MSC ID.

3.
The MSC sends a Prepare Handover Request to the CCCF.

4.
The CCCF creates handover number and includes it along with a reference number in the Prepare Handover Response.

5.
The MSC sends an IAM to the handover number contained in the Prepare Handover Response.  The handover number routes to the MGCF.  The network elements in the signalling path between the MSC and MGCF are not shown for simplicity of the flow.

6-7.
The MGCF translates the handover number to a SIP URI and communicates with the MGW to create the SDP information for the connection to the circuit specified in the IAM.  The SDP and SIP URI are put into an INVITE which routes to the CCCF.  (This may be direct or it may go through an S-CSCF.)

8-9.
The CCCF responds with a Session Progress message.

10.
The MGCF sends an ACM message back to the MSC.   This may occur when it receives one of the intermediate steps that was omitted in the flow.

11.
The MSC sends a Handover Command towards the UE containing the reference number from the Prepare Handover Response.

12-13. 
At the same time as the CCCF sent the Session Progress message, it forwards the INVITE towards the UE via the S-CSCF. 

Note: It is expected that the handover number will be sufficient for the CCCF to identify the UE.  If not, then the UE could send a NOTIFY to the CCCF after step 9 which contains the reference number in the Handover Command.

14.
At this point, the CCCF and the MSC can do any needed GSM security procedures if required.

15-16.
The UE accepts the call and sends a 200 OK response.  There are generally additional steps between the INVITE and the 200 OK, but they are not shown for simplicity of the flow.

17-18.
The CCCF sends the 200 OK to the MGCF.  The MGCF uses this information to complete the connection to the MGW by providing the SDP contained in the 200 OK.

19.
The CCCF also sends a SendEndSignal message to the MSC.

20. The MSC responds with an ANM message and the path is now completed from the MSC to the MGW to UE and the VCC procedure to IMS for UE is completed.
The same procedures are used if the UE is in a complex call involving multiple parties.  As in normal GSM handover, these procedures also apply to UEs with supplementary services, such as call waiting, active at the time of call continuity.

There is no difference if the terminating PSTN Telephone in the previous example is replaced by an IMS UE.  The VCC procedures are the same.  Call control remains in the CS domain and only the call leg handing off to IMS is affected.
The call flow in Figure 6.4.6.1-3 shows that the INVITE is initiated from the MGCF (step 6) upon receipt of IAM (step 5). An alternative call flow is provided in Figure 6.4.6.1-4a; where the CCCF originates the INVITE.
Editor Note: How does the visited network know the CCCF point code?

Editor Note: Call forwarding unconditional is activated, can cause INVITE step 12 and 13 not be delivered

Editor Note: Distinguish VCC procedure invite vs. origination invite

Editor Note: Given that the (ARFCN, BSIC) couple is associated with a specific CCCF MSC ID, describe the nature of system configuration necessary to enable VCC operations.  Further study should consider: 1) the coordination of (ARFCN, BSIC) identifiers across a potentially considerable number of operators that have VCC-compatible roaming agreements, and 2) the size of the “fake” neighbouring cell list broadcasted as system information in the 2G/3G cells.

Figure 6.4.6.1-4 shows the case where the UE is in a CS domain multi-party call to a CS domain UE2 and a party in the PSTN. This could be a case of call waiting or the parties could be in a 3-way call  managed by the MSC.  After the UE moves to the IMS domain, the only change is to change the call leg from the MSC to the UE. The MSC continues to anchor the calls.
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Figure 6.4.6.1-4 CS to IMS voice call continuity procedure for multi-party CS domain call

The procedure for CS to IMS voice call continuity for a multi-party CS domain call, as shown in Figure x-1, is as follows:

The UE is a dual mode handset that is active in a multi-party CS domain voice call to a CS domain UE2 and a PSTN user.

1-20.
 The voice call continuity procedure is the same as present above and shown in Figure 6.4.6.1-3, CS Domain UE to PSTN user call continuity to IMS domain .

6.4.6.1a
CS to IMS call continuity (Proposed)

In this section we propose an alternative approach to existing “CS-to-IMS” call control model. Unlike Section 6.4.6.1, in step 6 of the flow in Figure 6.4.6.1a, the CCCF generates the INVITE.
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Figure 6.4.6.1a (CS to IMS) – Proposed Model

1. The UE detects an IMS network that is capable of supporting voice calls and registers with IMS. In the process, the UE and the CCCF complete a subscribe/notify sequence for mobility events. 

2. When the UE determines that it is time to request call continuity, it sends a "NOTIFY" to CCCF and provides BCCH measurement that includes, Freq, BSIC, WiFi measurement etc.

3. As part of the mobility event package HC assigns Pseudo WiFi BS ID that correlates to WiFi BSSID 

4. Mobile sends BCCH measurement to MSC  that includes the Pseudo WiFi BS ID/CCCF MSC ID
5. MSC prepares handover request by communicating with CCCF (MAP_HANDOVER_REQUEST)

6-13
CCCF knows UE1’s new IP address and determines the MGCF’s address that is closer to UE1 and starts the 3pcc call

14
MGW and UE1’s IP interface now can send RTP

15
CCCF sends MAP_HANDOVER_RESPONSE to MSC

16-17
CS call between MGCF and MSC is complete

18.
MSC gives a handover command to UE1 to switch to SIP session

19.
UE1 sends NOTIFY to convey that the Handoff is complete

20.
CCCF and MSC completes Send-End-signal

21.
The MSC responds with an ANM message and the path is now completed from the MSC to the MGW to UE and the VCC procedure to IMS for UE is completed.
Media path is same as Section 6.4.6.1 above.

6.4.6.2 Basic IMS to CS call continuity procedure

This section describes the basic call continuity scenario for 2-party calls, one in which the B party is in IMS, and another in which the B party is a fixed subscriber.

Bearer path, if B party is in IMS

Before call continuity procedure: 



After call continuity procedure:

 
[image: image6]
Figure 6.4.6.2-1: call continuity procedure bearer path - IMS VoIP to CS Voice, B party in IMS

Bearer path, if B party is a fixed subscriber

Before call continuity procedure: 



After call continuity procedure:


[image: image7]
Figure 6.4.6.2-2: call continuity procedure bearer path - IMS VoIP to CS Voice, B party in PSTN
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1. UE1 has an ongoing 2-party call with UE2. 

2. The re-selection to GSM/UMTS criteria is fulfilled. UE1 requests call continuity to GSM/UMTS through a REFER method. The REFER request contains the target cell id within the GSM/UMTS system and the routing coordinates (NAI, W-APN) to the 3GPP AAA Server, which allows the CCCF/NeDS to retrieve cipher and integrity keys.

3. The REFER request is forwarded to the CCCF/NeDS based on initial filter criteria.

4. The CCCF/NeDS responds with a 202 Accepted and creates a subscription.

5. The S-CSCF forwards the 202 Accepted to UE1.

6. Based on the target cell id  the CCCF/NeDS sends a MAP: PREPARE_HANDOVER request to the proper target MSC. The MAP: PREPARE_HANDOVER shall carry all information needed by the MSC for allocating a radio channel within the target GSM or UMTS cell.

7. The target MSC returns the MAP: PREPARE_HANDOVER response after retrieving a Handover Number from its associated VLR. The Handover Number (HO#) shall be used for routing the connection of the call from MGCF1/MGW1 to the target MSC. If a traffic channel is available in the target cell, a MAP: PREPARE_HANDOVER response containing the radio resource description of the target GSM or UMTS cell is sent back to the CCCF/NeDS. Otherwise, the MAP: PREPARE_HANDOVER contains a handover failure indication and the CCCF/NeDS stops the handover procedure.

8. The CCCF/NeDS requests the MGCF1 to establish an outgoing call to the target MSC (HO#) by sending an INVITE request. The SDP within the INVITE request contains the address of UE2, which uses the MGW1 for verification purposes.

9. The request goes via the S-CSCF.

10. Request IMS and remote resource configurations.

11. Acknowledges resource configurations. 

12. Initiated by the INVITE request, the MGCF1 sends an Initial Address Message (IAM) to the target MSC addressed by the Handover Number (HO#) to establish a circuit connection between MGW1 and the target MSC.

13. The target MSC responds with the Address Complete Message towards the MGCF1 and waits for the capturing of the UE1 on the radio path in the target cell.

14. The MGCF1 receives the ACM and knows that a circuit link has been established to the target MSC. The Session Progress triggers sending the Handover Command to the UE1.

15. The Session Progress goes via the S-CSCF.

16. The CCCF/NeDS requests for integrity and cipher keys by sending an Authentication Info request to the 3GPP AAA Server (Wm’). Note: The Diameter Authentication exchange has to be defined.
17. The 3GPP AAA Server responds with the current IK and CK.

18. The CCCF/NeDS sends the radio channel description of the target cell via a NOTIFY to the CCCF/NeDS. The NOTIFY is part of the Mobility Event Package subscription performed by the UE right after IMS registration. The radio channel description of the target cell was provided by the Prepare Handover response.

19. The NOTIFY request is forwarded towards UE1. From now on the UE is able to do the call continuity even if the WLAN connection breaks.

20. UE1 answers with a 200 OK.

21. The UE starts accessing the target cell establish a radio link.

22. The 200 OK is forwarded to the CCCF/NeDS.

23. The MSC gets an HO detect from the access network and sends a MAP: Process Access Signalling request to the CCCF/NeDS. 

24. As soon as the MSC receives the HO complete from the access network, it indicates the successful completion of call continuity to the CCCF/NeDS by the MAP: Send End Signal request.

25. The CCCF/NeDS transfers the keys by sending an MAP: Forward Access Signalling request to the target MSC. The UE already has the keys from using EAP-AKA in I-WLAN.

26. The MSC starts security procedures with UE1 and acknowledges security on to the CCCF/NeDS by a MAP: Process Access Signalling request. 

27. The MSC accepts the call establishment request by sending an ANSWER message.

28. MGCF activates voice processing.

29. The circuit switched connection between UE1 and MGW1 is now established.

30. The MGCF1 acknowledges (200 OK) the INVITE from step 8 and indicates the address of MGW1 for the re-INVITE (step 33).

31. The 200 OK is forwarded to the CCCF/NeDS.

32. The CCCF/NeDS sends a re-INVITE to link UE2 towards IP address of MGW1 (needed if B party is an IMS subscriber).

33. The re-INVITE goes via the S-CSCF (needed if B party in an IMS subscriber).

34. UE2 acknowledges the re-INVITE with a 200 OK (needed if B party is an IMS subscriber).

35. The 200 OK goes via the S-CSCF (needed if B party is an IMS subscriber).

36. S-CSCF sends an ACK (needed if B party is an IMS subscriber).

37. The VoIP link between UE2 and MGW1 is now re-established (needed if B party is IMS subscriber).

38. The CCCF/NeDS sends a final ACK, which indicates to the MGCF that the voice connection between UE1 over the CS domain and UE2 can now be connected through.

39. The final ACK goes via the S-SCSF.


Editor Note: Confirm that call continuity to serving MSC function properly for a CS user, who already registered in the targeted MSC 

Editor Note: set matching cipher key in the UE and BSS/RNS

Editor Note: confirm MSC to MSC adhere to the existing security 

Editor Note: how does the UE and CCCF/NeDS exchange supplementary services call control message via DTAP?

Editor Note: Target element addressing

How does the visited network element know the CCCF/NeDS point code and vice versa?

Issue due to use of target cell ID, in particular for the case of 3G target cells

Figure 6.4.6.2-4 shows the case where UE1 is in a IMS domain multi-party call with two IMS domain parties, UE2 and UE3. This could be a case of call waiting or the parties could be in a 3-way call  managed by UE1.  After UE1 moves to the CS domain, the CCCF/NeDS has inserted an MRF in the media path (assuming that it was not already in the path) and a single media stream is sent to the CS domain.  The CCCF/NeDS remains in the session path and manages the IMS sessions for the UE.
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Figure 6.4.6.2-4 IMS to CS voice call continuity procedure for multi-party IMS domain call

1.
UE1 has an ongoing 2-party call with UE2 and UE3.   The CCCF/NeDS is informed by the S-CSCF about the used IK/CK/IK (cipher and integrity key) in the 3rd party register.

2.
The re-selection to GSM/UMTS criteria is fulfilled. UE1 requests call continuity to GSM/UMTS through a REFER method. The REFER request contains the target cell id within the GSM/UMTS system.  The REFER request may contain additional information about the sessions to handover.

3-29. These are the same as the steps in the preceding figure, except that an MRF is added into the bearer path and MGW1 is configured to point to it and not UE2.

31a.
At some time during steps 3-31, the CCCF/NeDS will configure an MRF and provide bearer path links to MGW1.  


Note: If an MRF was already inserted into the media stream for call control purposes, this step could be eliminated.

30-35. These are the same as the steps in the preceding figure, except that UE2 is pointed to a port on the MRF and not MGW1.

30a-35a. These are similar steps for UE3.

36-37.  Finally, the ACK is sent back to MGCF 1 completing the voice call continuity procedure.

Clause 6.4.7.2 will describe how supplementary service messages are processed after the voice call continuity procedures have completed.


Suggested Disposition

We kindly ask the group to agree that the text in the detailed proposal section above is included in the next incarnation of 23.806.
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