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Intro
Independent of the final agreed architecture for SAE a protocol will be needed to handle tunnelling of end-user traffic between the evolved RAN and evolved Packet CN nodes and possibly between evolved Packet CN nodes themselves. This contribution discusses the most important characteristics that such a protocol has to fulfil and proposes a way forward.

Protocol Characteristics
There are many characteristics that have to be fulfilled by a protocol defined to handle payload transport. Below we present a non-exhaustive list that Ericsson believes should be considered:

· It shall be possible to run over both IPv4 and IPv6 networks.

· It shall support tunnelling of both IPv4 and IPv6 end-user packets.

· Error handling mechanisms are needed to identify and handle loss of remote IP end-points and communication problems. To avoid overcharging etc.

· Low latency.

· Mechanism to support QoS for transported end-user traffic.

Summary and proposal
Ericsson believes that the list above is a good start for requirements on a protocol for tunnelling end-user payload. They represent a good base for further work, a starting point when the time comes to define an appropriate protocol. We propose the following new sections in chapter 7 of TR 23.882:

================== First Changed Section =================

7
Key Architectural Issues

[Editors Note: this clause identifies key issues e.g. related to mobility and QoS mechanisms, solutions for key Issues and impact on the Architecture i.e.]

7.x
Key issue Protocol for end-user payload tunnelling.

7.x.1
Description of Key issue Protocol for end-user payload tunnelling.

A tunnelling protocol is needed to transport end-user traffic between the evolved RAN and evolved Packet CN, and also between Visiting and Home networks. The protocol shall fulfil the following non-exhaustive list of requirements:

· It shall be possible to run over both IPv4 and IPv6 networks.

· It shall support tunnelling of both IPv4 and IPv6 end-user packets.

· Error handling mechanisms are needed to identify and handle loss of remote IP end-points and communication problems. To avoid overcharging etc.

· Low latency.

· Mechanism to support QoS for transported end-user traffic.
7.x.2 
Solution for Key issue Protocol for end-user payload tunnelling.

FFS
7.x.3
Impact on the baseline CN Architecture

None currently foreseen.
7.x.4
Impact on the baseline RAN Architecture

None currently foreseen.
7.x.5
Impact on terminals used in the existing architecture
None currently foreseen.
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