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Discussion

Current version of TR 23.867 contains a lot of editor notes. Most of them are useless as they describe only the intention of a certain chapter or sub-chapter in the TR. Others are raising open issues or questions that are already answered in the TR or other 3GPP specifications. To be able to send the TR to SA for approval as soon as possible this contribution removes most of the editor’s note and leaves only a few of them for further consideration.  
Proposal

BEGIN OF CHANGES
1
Scope

The present document is a temporary container for the architectural impacts on IM CN subsystem and on IP-Connectivity Access Network for establishing an emergency session via IM CN subsystem. The contents of this report when stable will be moved into 3GPP Technical Specifications, e.g. 3GPP TS 23.002 [1], 3GPP TS 23.060 [2] and 3GPP TS 23.228 [3].
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NEXT CHANGE
4

Overall architecture for IP based Emergency services

4.1

Architecture principles


4.1.1
Requirements for IMS Emergency Sessions

The solution for emergency sessions in the IMS shall fulfil the following capability requirements:

1.
A CS capable UE shall use the CS domain for emergency services, if it is not explicitly guided by the network operator to use the PS domain.

2.
It should be independent from the used underlying IP connectivity network with respect to the detection and routing of emergency sessions. This includes the support for cellular access network, and fixed broadband access amongst others.

3.
Any kind of emergency numbers, all kinds of emergency SIP URIs and special indications for emergency sessions within the SIP signalling must be supported (especially IETF proposals on addressing should be taken into consideration). 

4.
Emergency sessions should be prioritized over “ordinary” sessions by the system.

5.
Setup of IMS emergency sessions shall be possible for users with a barred public user identity.

6.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialled number) by itself and indicates the emergency session to the network. But the specification must also support cases where the UE can’t detect an emergency session.

7.
The solution must work in case the UE has a UICC card and is registered to the IMS or not, as well as in the UICC-less case. In the UICC-less and non-registered cases it must be possible to setup a bearer in the IP connectivity network and session setup must be possible without an existing security association between UE and P-CSCF.

8.
It must be possible to reject requests of an UE without UICC to establish bearer resources and attempts to make emergency sessions in networks where UICC-less emergency calls are not to be supported.

9.
Emergency Service is not a subscription service and therefore will normally be supported entirely in the visited network and provided without interaction with a “Home” network in a roaming case, whether or not the UE is registered. The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services.

10.
If an emergency session establishment request is routed via a P-CSCF located in the home network, the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). 

11.
Emergency centers and PSAPs may be connected to the PSTN, CS domain, PS domain or any other packet network.

12.
Emergency centres and PSAPs shall be able to call back the user.

13. If supported, the visited network may download emergency numbers to the UE, using, for example, procedures as described in TS 24.008 or other procedures provided by the used access network, in order to ensure that local emergency numbers are known to the UE.  

14. For GPRS access a globally dedicated APN shall be used to indicate emergency access to PS domain.

15.
The IMS core network shall be able to transport information on the location of the subscriber.



NEXT CHANGE
4.2

Architectural considerations


4.2.1
Emergency Calls in absence of UICC

The following two subchapters describe two different options on how Emergency calls can be performed in absence of a UICC. The intention is to evaluate the two options and recommend one solution.

4.2.1.1
Emergency Calls in absence of UICC – simulated IMSI

When the UICC is not present or the UICC is not valid, the ME shall provide functionality of a UICC in order for the ME to obtain access to the GPRS system for emergency services, with the following default capability:

- 
Be able to generate an Emergency identity containing two primary fields as follows and the capability to enable the authentication and security procedures.

-
One field, including a pre-defined tag (emergency PLMN identity (unique MCC + MNC); editors note: MCC = 901, MNC = 008 have already been defined for use for emergency calls in GSM networks [4]) to identify the identity as being an Emergency identity.

-
A second field, that includes an identity generated from the IMEI (Editor’s note: for example, the least significant 9 digits of the IMEI excluding the spare digit).
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Figure 4.1 Format of IMEI
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Figure 4.2 Example construction of emergency identity

On receiving an attach request with the emergency identity, based on the emergency PLMN id the network routes the necessary information to a HSS entity of the local operator that will provide the functionality of a home network for this user. The HSS functionality should allow the other network elements to handle the UICC-less emergency call no different from the case of a normal call. 

The HSS/AuC can provide pre-defined authentication vectors for the ME, matching the functionality of the normal UICC-HSS pair and allow security procedures to be mimicked for the call as in the normal call establishment case. Security procedures can then be initiated at the network and mobile through use of pre-defined security key sets for integrity and ciphering. The pre-defined vectors are used by the SGSN and are static vectors in the ME and ciphering is started using the normal security procedures between the SGSN, RNC and ME.

Alternatively to the above mentioned method and to speed up the emergency call setup time a pre-defined emergency authentication vector can be stored in the SGSN. This authentication vector can be shared amoung all networks. In this case the SGSN shall not contact the HSS/AuC to retrieve authentication vectors.

After successful attach, the mobile shall continue with emergency session establishment.

The above method relies on the principle that using a simulated IMSI; the existing GPRS procedures can be reused without any major system impacts (including the UE). Additionally, the Mobile IMS application part should not be aware of the presence or absence of UICC. It should use the generated IMSI like the case of ISIM-less access and generate the appropriate IMPI/IMPU.

4.2.1.2
Emergency Calls in absence of UICC – use of IMEI

When the UICC is not present or the UICC is not valid, the ME shall identify itself by the IMEI in the same way as for set up of emergency calls over the CS domain. 

Note:
A UICC that is not valid is a UICC that in spite of being inserted is blocked for use, e.g. due to attempted accessed by a wrong pin-code or lack of roaming agreements.

As neither authentication nor ciphering functionality can be performed there is no need to communicate with any HSS. After successful attach, the mobile shall continue with emergency session establishment.  For a detailed GPRS call procedure, see chapter 6.3.

The above ensures that the existing GPRS procedures can be used without any major system impacts (including the UE).

The emergency call application determines whether the CS emergency call or the IMS emergency call shall be used. Whether the identity used for the call is IMSI or IMEI, depends on the availability of the UICC. For the network, a similar behavior is used as for emergency calls over the CS or the PS/IMS domain.




4.3
Security considerations


If the UE is equipped with an UICC, it shall be possible to authenticate the user and to provide integrity protection based on regulatory requirements.

If the UE is not equipped with an UICC, it shall be possible to grant access to the IP-CAN as well as to the IMS to enable the establishment of an IMS emergency session. As a consequence access is granted although the UE can not be authenticated and authorized by the access system or the IMS. In addition, the emergency communication can not be secured on the bearer and IMS layer, e.g. integrity protection between UE and P-CSCF is not possible.

4.4
General Packet Radio Service considerations


In GPRS, before IMS emergency session establishment, the UE performs an emergency attach if the UE is not attached to the network. The UE indicates the emergency attach by including an emergency indication to the Attach Request message. The network applies special treatment in case of the emergency attach procedure. After a successful emergency attach, only PDP context requests for emergency use shall be accepted by the SGSN. It is assumed that an already GPRS attached UE does not detach and re-attach for emergency services. If the UE is not equipped with an UICC, the UE performs the Emergency Attach using the IMEI or a simulated IMSI. In this case the SGSN checks whether such an anonymous Emergency Attach is allowed. If this is not allowed, the Emergency Attach is rejected.

At GPRS level the mechanisms for establishing a bearer for emergency use should not differ much from the normal GPRS bearer establishment currently specified by 3GPP. In fact there is only a need for the network to be able to detect the emergency use and to be able to give special treatment to these bearers.

As a minimum emergency sessions and bearers for them should not be dropped, so emergency bearers may require enhanced QoS, e.g. higher priority than subscription based priority.

The UE establishes a bearer for emergency use by including the globally dedicated emergency APN during PDP context activation. PDP context modification and PDP context deactivation procedures are not affected.

4.5
Radio network considerations


The emergency call setup over the PS domain should have similar priority mechanisms as emergency call setup in the CS domain. 

The mechanism and priority of radio resources for channel allocation for the emergency session setup is FFS.

The mechanism and priority of radio resources for the signalling belonging to the emergency session is FFS.

The mechanism and priority of radio resources for the media belonging to the emergency session is FFS.

4.6
Emergency location information and LCS functions

The S-CSCF routes the emergency request to the PSAP/Emergency Centre that corresponds to the current location of the UE. The access dependent variations of this approach are described below, for the cases where the UE is using GPRS, I-WLAN or fixed broadband access for the emergency service.

The S-CSCF forwards the SIP request containing the UE’s location information to the PSAP/Emergency Centre. In this way, there is normally no need for the PSAP/Emergency Centre to request further information about the location of the UE.

4.6.1
Handling of emergency location information in GPRS

The UE shall include the cell identity as specified in [7], Annex B.3 in the SIP INVITE request, when it initiates an emergency session using GPRS bearer. It is noted that the UE normally is not aware of SAI and therefore SAI cannot be used as location information in SIP signalling.

In order to provide LCS information of a UE to an emergency centre or PSAP, the following procedure related to location services (LCS) may be used for emergency service.

At any time after detecting an emergency situation (i.e., after emergency Attach, Service Request for emergency, PDP context activation towards emergency APN or SRNS relocation or RAU towards a new SGSN), SGSN may initiate Packet Switched Network Induced Location Request (PS-NI-LR) procedure.

The existing network induced location procedure needs to be enhanced for the PS domain, following the same approach as in the CS domain. Otherwise the SGSN will not be able to push the location information of a terminal used for an emergency session to the appropriate emergency services client.

Figure 4.3 illustrates the enhanced network induced location request from the SGSN. The SGSN may initiate the Packet Switched Network Induced Location Request (PS-NI-LR) procedure as described below.
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Figure 4.3: Positioning for a PS-NI-LR Emergency Service Session

1)
After having detected an emergency situation, i.e. after emergency Attach, Service Request for emergency, PDP context activation towards emergency APN or SRNS relocation or RAU towards a new SGSN, the SGSN sends a Location Request message to the RAN. This message indicates the type of location information requested and requested QoS.

2)
If the requested location information and the location accuracy within the QoS can be satisfied based on parameters received from the SGSN and the parameters obtained by the RAN e.g. cell coverage and timing information (i.e. RTT or TA), the RAN may send a Location Report immediately. Otherwise, the RAN determines the positioning method and instigates the particular message sequence for this method. If the position method returns position measurements, the RAN uses them to compute a location estimate. If there has been a failure to obtain position measurements, the RAN may use the current cell information and, if available, RTT or TA value to derive an approximate location estimate. If an already computed location estimate is returned for an UE based position method, the RAN may verify consistency with the current cell and, if available, RTT or TA value. If the location estimate so obtained does not satisfy the requested accuracy and sufficient response time still remains, the RAN may instigate a further location attempt using the same or a different position method. If a vertical location co-ordinate is requested but the RAN can only obtain horizontal co-ordinates, these may be returned.

3)
When a location estimate best satisfying the requested QoS has been obtained, the RAN returns a Location Report to the SGSN with an indication whether the obtained location estimate satisfies the requested accuracy or not. This message carries the location estimate that was obtained. If a location estimate was not successfully obtained, a failure cause is included in the Location Report.

4)
The SGSN determines the appropriate GMLC and emergency services client based on the received location estimate, SAI or cell identity. The SGSN shall send a MAP Subscriber Location Report to the GMLC carrying the MSISDN of the UE, the identity of the emergency services LCS client, the event causing the location estimate (PS​-NI-LR), the location estimate and its age and the indication received from RAN whether the obtained location estimate satisfies the requested accuracy or not. The serving cell identity or SAI of the UE may be sent with the location information. The SGSN may record charging information.

5)
The GMLC shall acknowledge receipt of the location estimate provided that it serves the identified LCS client and the client is accessible. The GMLC shall store the location information for later retrieval by the emergency services LCS client.

6)
The GMLC may optionally forward the location information received in step 3 to the emergency services LCS client immediately. The GMLC may record charging information. The client is expected to obtain the location information by requesting it from the GMLC. The information about the positioning method used may be sent with the location information from the GMLC to the LCS client.

7)
At some later time, the emergency services session is released.

8)
The SGSN sends another Subscriber Location Report to the GMLC. This message may include the same parameters as before, except that there is no position estimate and an indication of emergency call termination is included.

9)
The GMLC acknowledges the SGSN notification and may then delete all information previously stored for the emergency call per national regulation.

Editor’s note: The identity used in PS-NI-LR may differ from the identity presented to the emergency centre or PSAP. This is FFS.

Editor’s note: Steps 7-9 may be optional and are FFS.


As an alternative, Packet Switched Mobile Terminated Location Request (PS-MT-LR) procedure may be used for emergency service. No change is requested to the procedure itself, except PS-MT-LR location request will be initiated by emergency services LCS client through GMLC to the SGSN. The overall LCS procedure is described in the LCS stage-2 specification, see 3GPP TS 23.271 [6].

4.6.2
Emergency location information for I-WLAN and fixed broadband access

For I-WLAN and fixed broadband access, the UE may already know its own geographical location and shall insert that information in the SIP INVITE request when establishing the emergency IMS session.

As an alternative, if the UE is not able to determine its own location, the UE should request its location from the access network, as described in Annex A, clause A.1.1. The access network determines the location of the UE and sends the location information to the UE. The UE shall insert the location information received from the access network in the SIP INVITE request. In this case the access network needs to maintain a database regarding the location of the terminal. If the UE does not know its location and is unable to obtain its location, then the terminal shall  include an indication that its location is unknown in the emergency SIP INVITE.

It is an implementation issue on how the IMS network routes the emergency session based on location information. If the UE does not provide location information to the IMS network or the IMS network has to verify the provided location information, the IMS network may request location information from the access network, as described in Annex A, clause A.1.2. According to the implementation the IMS network may insert such location information in the emergency call set-up messages. That is, the IMS network will either insert the location information requested from the access towards the PSAP/Emergency Center or leave the location information in the SIP INVITE as given by the UE.

Editor’s note:
The format and content of the “location information” for fixed broadband and I-WLAN access is for further study but may be for example the street address or geographical coordinates.
4.7
High Level Procedures for IMS Emergency Services

4.7.1
UE Detectable Emergency Session

The following flow contains a high level description of the emergency service procedures performed when the UE can detect the emergency session is being requested.

Figure 4.4: Terminal Detected Emergency Calls

The following steps are performed:

1.
The UE detects the request for the establishment of an emergency session.

2.
In the case that the UE has insufficient resources or capabilities to establish an emergency call due to other ongoing sessions then the UE should terminate the ongoing communication and release reserved bearer resources.  In the case of GPRS this implies e.g. to release a PDP context.

3.
In the case that bearer registration is required and has not been performed, the UE shall perform bearer registration to the IP-CAN.  In the case of GPRS, the bearer registration is the PS-attach procedure.  If the UE is already registered or attached to the IP-CAN, then the bearer registration procedures are not required to be performed.
Depending on the IP-CAN, the UE may be assigned an IP address at this stage.

4.
In the case that bearer resources for the transport of the IMS related signalling are required to be reserved in the IP-CAN, the UE shall reserve the resources in the IP-CAN. The UE shall provide an indication that this is for an emergency service.
In the case of a GPRS network, the bearer resource request procedure is the PDP context Activation Procedure, and a globally dedicated emergency APN is used as indication for an emergency request.
If the IP-CAN does not provide an IP address to the UE in step 3, then the IP-CAN shall allocate an IP address to the UE during the bearer resource request procedures.

5.
UE performs a P-CSCF discovery procedure, where the UE discovers a P-CSCF in the local network suitable for use in emergency sessions.

6.
If the UE is equipped with an UICC, it shall initiate an IMS registration by providing the IP address obtained at step 3 or step 4 to the P-CSCF selected at step 5. The IP address used for signalling purposes is allocated in association with step 3 or step 4.  The IMS registration request shall include an indication that this is for emergency services. This indication may be used to route calls coming from the PSAP to the contact address registered during the emergency registration procedure. Not to disturb established services the UE shall use a special emergency public user identifier in the emergency registration request.

Note:
The special emergency public user identifier is different from the emergency indication used in the IMS emergency registration request and IMS emergency session establishment request.

When the network receives an IMS registration request with an emergency service indication the network should ignore roaming restrictions.

The P-CSCF forwards the registration request to an appropriate emergency S-CSCF in the serving network. This S-CSCF forwards the registration request further on to the user’s home network. Emergency registration requests are processed like any other registration requests. After successful registration the UE establishes a security association with the P-CSCF to provide for integrity protection between UE and P-CSCF.

If the UE is not equipped with an UICC, it shall not initiate an IMS registration request, but instead immediately establish an emergency session towards the P-CSCF as described in step 7. 
7.
The UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication.

-
If the UE is equipped with an UICC, it shall send an IMS session establishment request to the P-CSCF containing an indication that this is for an emergency session establishment.

-
If the UE is not equipped with an UICC, it shall send an emergency session establishment request to the P-CSCF without prior registration. In this request the UE shall indicate that this request is coming from an anonymous user. When the P-CSCF receives an emergency session establishment request with an “anyonymous user” indication it shall check whether anonymous emergency sessions are allowed (e.g. UICC-less emergency sessions). In the case that anonymous emergency sessions are not allowed, and the ”anonymous user” indication is present, the P-CSCF shall reject the session establishment request with sufficient information to inform the UE that the application level registration will not succeed. Otherwise the request is forwarded to an appropriate emergency S-CSCF although no security association between UE and P-CSCF is established.

-
Upon the reception of the emergency session initiation request, the S-CSCF shall route the signalling towards the emergency centre or the PSAP. The S-CSCF shall also route anonymous session establishment requests when the UE is not registered in the IMS.
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the S-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the S-CSCF shall forward the signalling to a MGCF (maybe via a BGCF). The MGCF will insert any available location information in the PSTN/CS signalling (this may require an additional location request enquiry).


Whether the procedures are activated individually by the UE or some of them are performed automatically depends on the implementation of the terminal and on the UE’s configuration. For instance, the multimedia application in the UE could start the application level registration and steps 2-4 would have to be executed in response to support the operation initiated by the application. Interaction with the UE may happen during these steps.
NEXT CHANGE
5

Impacts on the UE and on the IM CN subsystem


5.1

UE


1.
The UE should detect an emergency service request and indicate it to the network.

2.
If the UE is CS capable and not attached to the PS domain, the UE shall attempt an emergency call in the CS domain. If the UE is only PS attached, and the network has indicated that IMS emergency services are supported, it should attempt the emergency call in the PS Domain. If the UE is attached to both domains, it should attempt the emergency call as directed by the network operator. No explicit direction means that the CS domain is the preferred domain for emergency calls. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.

3.
If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain should be attempted if the UE is capable. 

If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE should make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice). 

4.
If #3 is not successful, or is not appropriate (e.g., visited PS domain does not support required PS emergency service), the session may be attempted in the Home IM CN Subsystem of the PS domain.

5.
If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to “emergency”, the UE should then re-attempt the session as indicated in steps 2, 3, and 4, with first attempt being towards the CS domain (if the UE is capable and if for an appropriate service e.g., voice), and with an indication that emergency service is requested.

6.
Other general requirements of UE refer to the general requirements of emergency calls in 3GPP TS 22.101.

7.
If the UE is not equipped with an UICC, it shall not initiate an IMS registration but immediately establish an emergency session towards the P-CSCF with an indication “anonymous user”.

8.
The UE shall use a special emergency public user identifier in the emergency registration request. The format of this public user identity has to be defined by stage 3.

The UE initiates the emergency session establishment request, and for the purpose of processing the request properly in the network the following specific information is supplied in the request message. These are not exhaustive information and the exact forms or values should be standardized in stage-3 work.

· Emergency session indication. 
· Globally dedicated emergency APN.
· Optionally, type of emergency service. It could be implied in the above emergency session indication.

· UE’s location information (e.g. Cell Global Identification for GPRS, other access networks may provide different types of location information).
5.2

IMS Functional entities

5.2.1
Proxy-CSCF


· Handle registration requests with an emergency indication like any other registration requests and forward such a request to the emergency S-CSCF.

· Detect an emergency session establishment request.

· On receipt of an unmarked session establishment request, which is recognized to be for an emergency service, the P-CSCF shall respond with a 380 (Alternative Service) with the type set to “emergency”.

· On receipt of a marked emergency service session establishment request, the P-CSCF shall select an S-CSCF in the same network to handle the emergency session request and forward the request to that S-CSCF for further processing. The selection method is not standardized in the present document.

· On receipt of a session establishment request with an “anonymous user” indication, the P-CSCF shall check whether anonymous emergency requests are allowed. If such requests are not allowed, the request is rejected with an appropriate response.

5.2.2
Serving-CSCF


Emergency Registration procedures:

· In the roaming case, upon receiving a registration request with an emergency indication, forward the request to the user’s home network.

· In the roaming case, upon receiving a response to an emergency registration request, forward the response to the P-CSCF.


Emergency Session establishment procedures:

· Receive an emergency session establishment request from a P-CSCF.

· Route emergency session establishment requests to an appropriate destination (e.g. PSAP/emergency centre or BGCF) based on location information and additionally other information such as type of emergency service in the request.

· The S-CSCF shall route anonymous session establishment requests when the UE is not registered in the IMS.

· If the emergency request has to be routed to an emergency centre or PSAP in the GSTN (PSTN or CS domain), translate the received SIP-URI or Tel-URL based on location information and additionally other information such as type of emergency service in a number that is routable in the GSTN. Forward the request including this number to a BGCF. This number shall have the same format as used for CS emergency calls.

Based on operator policy, the S-CSCF may respond to the emergency session request from the UE with indication to establish the session in the CS Domain.

5.3

Procedures for IP multi-media sessions


5.3.1
Emergency session establishment

This subclause presents the detailed session flows to establish an emergency session while at home or roaming. These flows assume the use of the optional Policy and Charging Control (PCC), which is described in TR 23.803 [5].

NEXT CHANGE
6

Impacts on IP-Connectivity Access Network

6.1

General


In order to establish an IMS emergency session the UE needs to have a PDP context to be used for IMS related signalling and optionally a secondary PDP context for the media related to the emergency session. 

The network identifies that a PDP context is being activated for emergency use (signalling and media context) when the UE provides the globally dedicated emergency APN in the PDP context activation procedure. This allows the network to apply special treatment (e.g. with respect to filtering, higher priority, routing, QoS) to IMS emergency sessions.

Whenever a UE is knowingly establishing an emergency service session using the PS domain (i.e., it has either recognized the request from the user or received a 380 response to an unrecognised request), it shall attempt to establish a primary PDP context for signalling, indicating that the context is for emergency use, and including a request for a P-CSCF assignment. This will be done even if the UE already has a PDP context for its use. This should allow for optimised establishment of the PDP context and for the IMS signalling path.

If the UE is not attached to GPRS network, then it shall first perform a GPRS attach. It shall be possible for the network to discriminate between a normal Attach and an Attach for emergency use.

The terminal handling for emergency session requests when some terminal resource is unavailable (e.g., all supported PDP contexts active), is for further study.

6.2

General Packet Radio Service (GPRS) for UICC case


6.2.1
GPRS Attach Function


Note: the term ‘emergency GPRS Attach’ refers to an attach procedure that is initiated for emergency use.

NEXT CHANGE
6.2.2
GPRS Detach Function


It is a network option whether to detach the MS for emergency use after the emergency PDP contexts have been deactivated (i.e. once the emergency use is finished). If the MS is detached after emergency use, an appropiate cause shall be sent to the MS.
6.2.3
Location Management Function


6.2.3.1

Routeing Area Update Procedure
NEXT CHANGE
6.2.5

Service Request Procedure (Iu mode)


The Service Request procedure is used by a 3G‑MS in PMM‑IDLE state to request the establishment of a secure connection to a 3G‑SGSN. The MS in PMM‑IDLE state initiates this procedure in order to send uplink signalling messages (e.g. Activate PDP Context Request), user data, or as paging response, or after the MS has regained radio coverage. This procedure is also used by an MS in PMM‑CONNECTED state to request resource reservation for active PDP contexts.

NEXT CHANGE
6.2.6
Intersystem Change


6.2.6.1

Iu mode to A/Gb mode Inter-SGSN Change

NEXT CHANGE
6.2.7
Session Management Functionality


A GPRS-attached MS can initiate the activation, modification, and deactivation functions at any time for a PDP context in the MS, the SGSN, and the GGSN. A GGSN may request the activation of a PDP context to a GPRS-attached subscriber. A GGSN may initiate the deactivation of a PDP context.

NOTE:
If the MS is in PMM‑IDLE state, it needs to perform a service request procedure to enter the PMM‑CONNECTED state before initiating these procedures.

NEXT CHANGE
6.2.8
Information Storage


6.2.8.1
SGSN

NEXT CHANGE
6.3
General Packet Radio Service (GPRS) for UICC-less case

6.3.1
GPRS Attach Function

The following procedure is valid if IMEI is used instead of the IMSI to identify the calling subscriber.
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Figure 6.17: PDP Context Activation Procedure in the UICC-less case

1)
In A/Gb mode, the MS initiates the attach procedure by the transmission of an Attach Request (IMEI, Classmark, Attach Type , DRX Parameters) message to the SGSN. IMEI shall be included, as the MS does not have a valid IMSI or P‑TMSI available. Classmark contains the MS's GPRS multislot capabilities and supported GPRS ciphering algorithms in addition to the existing classmark parameters defined in GSM 04.08. Attach Type indicates which type of attach is to be performed, i.e. GPRS attach only. DRX Parameters indicates whether the MS uses discontinuous reception or not. If the MS uses discontinuous reception, then DRX Parameters also indicate when the MS is in a non-sleep mode able to receive paging requests and channel assignments.

For Iu mode, the MS initiates the attach procedure by the transmission of an Attach Request (IMEI, Core Network Classmark, Attach Type, Follow On Request, DRX Parameters) message to the SGSN. IMEI shall be included, as the MS does not have a valid P‑TMSI available. Core Network Classmark is described in clause "MS Network Capability". The MS shall set "Follow On Request Pending" as it has pending uplink traffic (emergency PDP context activation towards emergency APN). The SGSN shall use the follow on request pending indication to keep the Iu connection after the completion of the GPRS Attach procedure. Attach Type indicates which type of attach is to be performed, i.e. GPRS attach only. DRX Parameters indicates whether or not the MS uses discontinuous reception and the DRX cycle length.

2)
The equipment checking functions are defined in the clause "Identity Check Procedures". Equipment checking is optional.

3)
The SGSN selects Radio Priority SMS, and sends an Attach Accept (P‑TMSI, P‑TMSI Signature, Radio Priority SMS) message to the MS.

4)
The MS acknowledges the received P-TMSI by returning an Attach Complete message to the SGSN.
At any time after receiving Attach Complete, SGSN may initiate LCS procedure (i.e. PS-NI-LR). A simulated IMSI or IMEI is used to identify the target UE.

5)
The MS sends an Activate PDP Context Request (NSAPI, TI, PDP Type, PDP Address, Access Point Name, QoS Requested, PDP Configuration Options) message to the SGSN. The MS shall use PDP Address to indicate whether it requires the use of a static PDP address or whether it requires the use of a dynamic PDP address. The MS shall leave PDP Address empty to request a dynamic PDP address. The MS shall use the globally dedicated emergency Access Point Name to indicate emergency access to the PS domain. Emergency PDP context activation towards any other APN other than emergency APN is not allowed after UICC-less Attach. Access Point Name is a logical name referring to the packet data network and/or to a service that the subscriber wishes to connect to. QoS Requested indicates the desired QoS profile. PDP Configuration Options may be used to transfer optional PDP parameters and/or request to the GGSN (see GSM 29.060 [26] and 24.229 [75]). PDP Configuration Options is sent transparently through the SGSN. The MS shall use the globally dedicated emergency Access Point Name.


6)
In A/Gb mode and if BSS trace is activated, the SGSN shall send an Invoke Trace (Trace Reference, Trace Type, Trigger Id, OMC Identity) message to the BSS. Trace Reference, and Trace Type are copied from the trace information received from the HLR or OMC.

NEXT CHANGE
Annex A:
Retrieval of Location Information for Emergency Services over Fixed Broadband Access

A.1 High Level Flows for the retrieval of location information for emergency services over fixed broadband access

When performing an emergency service, two possibilities for retrieving location information are considered.  These are the “UE retrieves the location information” and “the IMS core retrieves the location information”. The related high level procedures are described below. In both cases the access network needs to maintain and determine the location of the UE.


A.1.1 The UE acquires the location information

END OF CHANGES
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