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1. INTRODUCTION

TISPAN has introduced an Interconnection Border Control Function (IBCF) entity, which provide interconnect functions at the boundary between two operators’ domains.

The IBCF is defined as a generic entity, outside IMS, and TISPAN does not currently intend to add the IBCF into IMS as a new entity. The IBCF, however, does provide the functionality also provided by IMS, i.e. the IMS-ALG functionality.

So, even though the IBCF is not part of IMS, it may have impacts on the IMS behaviour (functionality, routing etc). The purpose of this document is to identity those impacts, in order to trigger discussions on how they can be solved in a desired manner.

See the picture in chapter 4 for an architectural overview.

NOTE: This document does not propose any text modifications to existing TISPAN or 3GPP specifications.

2. DEFINITIONS

2.1. IBCF

The Interconnection Border Control Function (IBCF) is an application level functional entity, which provides interconnect functions at the boundary between two operators’ domains. The IBCF interfaces with the IM Subsystem or other Service subsystems and provides functionalities such as Firewall control, NA(P)T or NA(P)T-PT control, and screening of signalling information based on source/destination, beyond what is already performed in the IMS by the THIG functionality of the I-CSCF. See References [1] for further details. In the context of IMS, the IBCF also acts as an Application Level Gateway (ALG) for SIP/SDP protocols. ALGs are application specific entities that modify application level payloads and perform whatever else is necessary to get the application running across disparate address realms of different IP version. See Reference [34] for more details.
(Source: WI02028)

2.2. BGF (I-BGF)

The BGF is a packet-to-packet gateway for user plane media traffic. The BGF performs both policy enforcement functions and NA(P)T functionality under control of the SPDF. An overview of the BGF functionality is given in table 1. The reference point between the SPDF and the BGF is Ia.

	RCEF
	C-BGF
	I-BGF

	Open / close gates
	Open / close gates
	Open / close gates

	Packet marking
	Packet marking
	Packet marking

	
	Resource allocation & bandwidth reservation (per flow)
	Resource allocation & bandwidth reservation (per flow)

	
	NAPT-PT
	NAPT-PT

	
	Hosted NAT traversal
	Hosted NAT traversal

	Policing of down/uplink traffic
	Policing of down/uplink traffic
	Policing of down/uplink traffic

	
	Usage metering
	Usage metering


Table 1. Functionality of RCEF, C-BGF and I-BGF

(Source: WI02020)
Editor’s note: Hosted NAT traversal functionality is not needed for the I-BGF.

2.3. RACS

RACS is the TISPAN NGN subsystem, responsible for elements of policy control, resource reservation and admission control.  RACS also includes support for Network Address Translator (NAT) and Firewall (FW) traversal. 

RACS provides to applications a mechanism to request and reserve resources from the access network. To achieve this, real-time multi-media services (VoIP, Videoconferencing, Video on Demand, on-line gaming) must be capable of triggering the QoS resource reservation, admission control and policy control capabilities of the network, which implies that appropriate interfaces must be defined between the application layer and the network layer of the multi-service bearer architecture. RACS provides the means for an operator to enforce admission control and set the respective bearer service policies. It provides the means for value-added services to obtain network resources that are necessary to offer services to the end-user.  RACS is session aware but service agnostic.

(Source: WI02020)
3. ARCHITECTURE
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(Source: WI02029)
4. IMS IMPACTS

This chapter describes the possible impacts on existing IMS functions, caused by the IBCF.

4.1. Functional differences between IBCF and I-CSCF

· The I-CSCF uses the Cx interface in order to find the correct S-CSCF to forward a SIP request.

· The I-CSCF does not insert itself (by inserting a Record-Route header instance in the SIP request) in the route set unless the THIG functionality is enabled. The IBCF provides more services and functions than the I-CSCF, so therefore it may insert itself in the service path for other reasons than the I-CSCF.

4.2. Functional differences between IBCF and IMS-ALG

· The IMS-ALG is currently specified to provide IPv4/v6 interworking only, and is inserted in the session path only when needed (unless a request is routed to it from the other network, a CSCF node may re-route/re-direct a request to the IMS-ALG).

· For each media session the IMS-ALG is using the TrGW. The IBCF may choose not to use the I-BCF (even if there is media associated with the session), if the services provided are not required for a specific session.

· The IMS-ALG communicates with the TrGW directly, while the IBCF/I-BGF communication goes via the RACS.

4.3. Impacts on IMS function entities

4.3.1. P-CSCF Impacts

The text below is from the latest version of the TISPAN “endorsement of 23.228” specification (WI02028).

Clause 4.6.1 (Proxy-CSCF)

The Proxy-CSCF (P-CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs using the mechanism described in section “Procedures related to Local CSCF Discovery ”. The P-CSCF behaves like a Proxy (as defined in RFC 3261 [12] or subsequent versions), i.e. it accepts requests and services them internally or forwards them on. The P-CSCF shall not modify the Request URI in the SIP INVITE message. The P-CSCF may behave as a User Agent (as defined in the RFC 3261 [12] or subsequent versions), i.e. in abnormal conditions it may terminate and independently generate SIP transactions.

The Policy Decision Function (PDF) maybe a logical entity of the P-CSCF or a separate physical node. If the PDF is implemented in a separate physical node, the interface between the PDF and the P-CSCF is the Gq' interface standardised in [TS 2XXXXXX TISPAN endorsement or equivalent 9]23.207 [9].

The functions performed by the P-CSCF are:

-
Forward the SIP register request received from the UE to an the entry point of the home domainI-CSCF determined using the home domain name via a local IBCF if required, as provided by the UE.

-
Forward SIP messages received from the UE to the SIP server (e.g. S-CSCF), via IBCFs if required whose name the P-CSCF has received as a result of the registration procedure.

-
Forward the SIP request or response to the UE.


Detect and handle an emergency session establishment request as per error handling procedures defined by stage-3.

-
Generation of CDRs.

-
Maintain a Security Association between itself and each UE, as defined in [TS 7XXXXXX TISPAN endorsement?]TS 33.203 [19].

-
Should pPerforms SIP message compression/decompression depending on the resources provided by the access technology in use.

-
Authorisation of bearer resources and QoS management. For details see [TS 2XXXXXX TISPAN endorsement TS 23.207 [9].

-
Act as an ALG by changing the appropriate SIP/SDP parameters in order to translate addresses into same or different IP version addresses, in case NA(P)T or NA(P)T-(PT) is required between the IP-CAN domain and the IM CN subsystem core network elements.

-
Request the RACS to provide the IP address bindings data upon session initiation, and release the bindings at session release.

4.3.2. S-CSCF Impacts

The text below is from the latest version of the TISPAN “endorsement of 23.228” specification (WI02028).

Clause 4.6.3 (Serving-CSCF)

Modify the text as follows:
The Serving-CSCF (S-CSCF) performs the session control services for the UE. It maintains a session state as needed by the network operator for support of the services. Within an operator’s network, different S-CSCFs may have different functionalities. The functions performed by the S-CSCF during a session are:

Registration

-
May behave as a Registrar as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts registration requests and makes its information available through the location server (eg. HSS).

Session-related and session-unrelated flows

-
Session control for the registered endpoint's sessions. It shall reject IMS communication to/from public user identity(s) that are barred for IMS communications after completion of registration, as described in subclause 5.2.1.

-
May behave as a Proxy Server as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts requests and services them internally or forwards them on, possibly after translation.

-
May behave as a User Agent as defined in RFC 3261 [12] or subsequent versions, i.e. it may terminate and independently generate SIP transactions.

-
Interaction with Services Platforms for the support of Services

-
Provide endpoints with service event related information (e.g. notification of tones/announcement together with location of additional media resources, billing notification)

-
For an originating endpoint (i.e. the originating user/UE, or originating AS)

-
Obtain from a database the Address of the entry pointI-CSCF for the network operator serving the destination user (e.g. IBCF or I-CSCF) from the destination name (e.g. dialled phone number or SIP URI), when the destination user is a customer of a different network operator, and forward the SIP request or response to that entry point (I-CSCF or IBCF if interconnection functions are needed towards this domain).

-
When the destination name of the destination user (e.g. dialled phone number or SIP URI), and the originating user is a customer of the same network operator, forward the SIP request or response to an I-CSCF within the operator’s network.

-
Depending on operator policy, forward the SIP request or response to another SIP server located within an ISP domain outside of the IM CN subsystem via an IBCF if interconnection functions are needed towards this domain.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or CS Domain.
-
In case the request is an originating request from an Application Server:

-
Verify that the request coming from the AS is an originating request, and apply procedures accordingly (e.g. invoke interaction with Service Platforms for originating services, etc…);

-
Process and proceed with the request even if the user on whose behalf the AS had generated the request is unregistered.

-
Process and proceed with other requests to and from the user on whose behalf the AS had generated the request.

-
Reflect in the charging information that an AS has initiated the session on behalf of a user.
-
For a destination endpoint (i.e. the terminating user/UE)

-
Forward the SIP request or response to a P-CSCF for a MT procedure to a home user within the home network, or for a user roaming within a visited network where the home network operator has chosen not to have neither an I-CSCF or and IBCF in the path and the visited network operator has chosen not have an IBCF in the path either.
-
Forward the SIP request or response to an I-CSCF for a MT procedure for a roaming user within a visited network where the home network operator has chosen to have an I-CSCF in the path.

-
Forward the SIP request or response to an IBCF in the home domain for a MT procedure for a roaming user within a visited network where the home network operator has chosen to have an IBCF and no I-CSCF in the path.

-
Forward the SIP request or response to an IBCF in the visited domain for a MT procedure for a roaming user within a visited network where the home network operator has chosen to have neither an IBCF nor I-CSCF in the path, but the visited network operator has chosen to have an IBCF in the path.

-
Modify the SIP request for routing an incoming session to CS domain according to HSS and service control interactions, in case the user is to receive the incoming session via the CS domain.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or the CS domain.
-
If the SIP request contains preferences for characteristics of the destination endpoint, perform preference and capability matching as specified in “draft-ietf-sip-callerprefs-10” [41].
Charging and resource utilisation:

-
Generation of CDRs

4.3.3. I-CSCF Impacts

The text below is from the latest version of the TISPAN “endorsement of 23.228” specification (WI02028).

Clause 4.6.2 (Interrogating-CSCF)

Modify the text as follows:
When the IBCF is not used, interrogating-CSCF (I-CSCF) is the contact point within an operator’s network for all connections destined to a user of that network operator, or a roaming user currently located within that network operator’s service area. There may be multiple I-CSCFs within an operator’s network. The functions performed by the I-CSCF are:

Registration

-
Assigning a S-CSCF to a user performing SIP registration (see section on Procedures related to Serving-CSCF assignment)

Session-related and session-unrelated flows

-
Route a SIP request received from another network towards the S-CSCF.

-
Obtain from HSS the Address of the S-CSCF.

-
Forward the SIP request or response to the S-CSCF determined by the step above

-
Forward the SIP request or response to the IBCF

Charging and resource utilisation:

-
Generation of CDRs.

4.3.4. IMS-ALG

No impacts on the IMS-ALG has been identified, since it is currently not planned to add the IBCF functionality to the existing IMS-ALG functionality.

4.4. Interconnection

The text below is from the latest version of the TISPAN “endorsement of 23.228” specification (WI02028).

4.10
Interconnection concepts

4.10.1
General

IM CN subsystems can make use of the IBCF in order to perform interconnect procedures at the boundary between to operator domains. There may be multiple IBCFs within an operator’s network. The use of the IBCF is optional in the architecture depending on operator's interconnect policy. IM CN subsystem entities insert the IBCF along the SIP signalling path if required by local policy.

The IBCF performs the following functions with regards to sessions involving one or more IM CN subsystems:

· Control transport plane functions performed by the I-BGF (e.g. firewall, and NA(P)T/NA(P)T-PT functions), via the resource and admission control subsystem, 

· Act as an ALG with regards to SIP/SDP application level signalling, 

· Insert an IWF in signalling route when appropriate 

· Screen signalling information based on source/destination, beyond what is already performed by the THIG functionality of the I-CSCF.

· Generation of CDRs.

Interconnection occurs either between two Home IMS domains (e.g. originating to terminating domain) or between a Visited IMS domain and a Home IMS domain. The figures below provide an overall view of the use of IBCFs in the signalling path. 

The doted line boxes are optional in the architecture.
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Figure 4x : Interconnect scenarios

The following figures illustrates the use of IBCFs through an example end-to-end signalling path for a session were the originating and terminating users are roaming and with different home network operators performing origination and termination.


[image: image3.emf] 

Originating v isited Network  

P - CSCF   IBCF  

Originating  Home Network  

S - CSCF   IBCF   I - CSCF   THIG   IBCF   I - CSCF   THIG  

Direction of the s ession  

UE  

 

Figure 4x : Example originating side SIP session path using IBCF entities
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Figure 4x : Example originating home to terminating home SIP session path using IBCF entities
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Figure 4x : Example terminating home to terminating visited SIP session path using IBCF entities

4.10.2
IP address realm / version interworking

The IBCF provides the necessary application function for SIP/SDP protocol stack in order to establish communication between domains using different IP versions (e.g. IPv4 and IPv6) or using same IP versions but different address realms.

The IBCF receives an incoming SIP message from CSCF or BGCF nodes or from an external SIP network. If required, it then changes the appropriate SIP/SDP parameters, translating the network addresses (e.g. IPv4 to IPv4 / IPv4 to IPv6 and vice versa). The IBCF needs to modify the SIP message bodies and headers that have IP address association indicated.

4.10.3
Interaction with the RACS

The IBCF interacts with the RACS in order to do the following:

· Request bindings data between the different IP addresses (NA(P)T or NA(P)T-PT) upon session initiation, 

· Release the bindings at session release,

· Open/close gates between domains (i.e. packets filtering depending on "IP address / port”),
· Perform paquet marking,
· Resource allocation and bandwidth reservation for upstream and downstream traffic,
· Policing of incoming traffic.
4.5. Co-location of IBCF and I-CSCF

NOTE: No decision has been made (it has not even been formally discussed) on any co-location of the IBCF and I-CSCF functions, and therefore this text shall only be used to trigger possible discussions.

Currently the IBCF and I-CSCF are defined as separate logical functions (vendors can of course choose to implement them in the same physical entity).

In case there is a desire to add the I-CSCF functionality to the IBCF function it will have the following architectural impacts:

· The IBCF must be able to communicate with the UPCF, using the Cx (or identical) interface

5. PROPOSAL

We propose that the issues raised in this contribution are discussed, and that future contributions (in the appropriate standardization bodies/working groups) are invited for possible agreements made during the discussions.
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