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ABSTRACT

This contribution proposes the addition of the TISPAN IBCF functionality to the IMS-ALG function.

DISCUSSION

TISPAN has introduced an Interconnection Border Control Function (IBCF) entity, which provide border interconnect functions at the boundary between two network domains.

In TISPAN the IBCF is defined as a generic entity, outside IMS, and TISPAN did not initially intend to add the IBCF into IMS as a new entity. One reason for that was to allow IBCFs to be used by other sub-systems than IMS (e.g. a PSTN emulation sub-system, as defined by TISPAN).

The IBCF, however, does provide and extend the functionality already provided by IMS, i.e. the IMS-ALG functionality. Initially the idea was that, when an IBCF is used in an IMS environment, the IMS-ALG would never be used.

At the previous TISPAN WG2/3GPP SA2 joint meeting (12-13th July 2005, Sophia Antipolis) the contributions 07TD278 and 07TD292 were presented. It was discussed that in order to be consistent with 3GPP IMS, the IBCF functionality, when used in an IMS environment, should be added to the current IMS-ALG function, and be described in the appropriate 3GPP specifications (currently the description exists only in the TISPAN endorsement documents). This contribution proposes new stage 2 text for TS 23.228.
Note: The architectural issues related to the interfaces between the IBCF and the transport plane, and how they will match the IMS architecture, are handled separately, and are out of the scope of this contribution. This contribution only focuses on the functions themselves.

Note: This contribution does not propose text changes to chapter 5 of 23.228 (except for chapter 5.18). Future contributions will be provided for that part if the generic concepts are accepted.
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Currently in IMS, network terminating requests are sent to the IMS-ALG only if IPv4/v6 translation is required. The neighbour network may contact the IMS-ALG directly, or the I-CSCF may send (using either message forwarding or re-direction) the request to the IMS-ALG.

With the IBCF/IMS-ALG functionality, however, the IBCF/IMS-ALG may, if the operator chooses, be a network entry point for other reasons (even if IP version translation is not needed), which means the neighbour network may send the request the IBCF instead of I-CSCF. This can be reached by appropriate DNS entries.

The IBCF may also be used for network originating messages, i.e. SIP requests destined for a given neighbour network may be forwarded via a local IBCF/IMS-ALG, instead of directly to the entry point (e.g. I-CSCF or IBCF/IMS-ALG) of the neighbour network. A local IBCF/IMS-ALG may also be inserted in the path by a P-CSCF prior to sending an originating request towards the home domain entry point (e.g. I-CSCF or S-CSCF).

Note: In order to have a single entry point the IBCF/IMS-ALG and I-CSCF may be co-located.
Functions

Currently the IMS-ALG provides the necessary application function SIP/SDP protocol stack in order to establish communication between the IPv6 IMS application and non-IMS IPv4 applications. The following optional functions, performed by the IBCF, would be added to the IMS-ALG:

1. Firewall control (pinholing)

2. NA(P)T control

3. NA(P)T-PT control (no assumption made on the IP version on either side of the connected networks)
4. Screening of signaling information, e.g. based on source/destination (signaling validation)
5. Act as an Application Level Gateway (ALG) for SIP/SDP for NAT traversal and IP version interworking
6. Generate call data records for statistical and charging purposes

7. Lawful interception
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