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1.
Introduction
This contribution addresses Inter-AS mobility aspects for the “B-2” architecture in [1]. Roaming and policy control are covered in companion papers [3, 4].

In summary this paper proposes for the B-2 architecture:

· that Mobile IP be used as proctocol for Inter-Access System Mobility Management, and;

· that the Inter-AS MM function be materialised as a Mobile IP Home Agent (MIP HA).
2.
Inter-Access System Mobility with Mobile IP
Depicted in Figure 1 is the refined B-2 architecture as proposed in [2] and referred to as B-2+. With respect to the original B-2 architecture in [1] the following changes have been made:

· the Inter-AS MM function has been replaced by a Mobile IP Home Agent (MIP HA);

· a “layer-2” connectivity (L2) between GPRS Core and Evolved PS Core, depicted with a thick blue line;

· PCRF(2) functionality is split into a Home PCRF and proxy PCRF functions;

· HSS (Home AAA server) is connected to all access systems;

· Plain Internet access has been ommitted for clarity;

· A Non-3GPP Access System has been added to the figure;

· A roaming interface added in the figure.
Only the first bullet is relevant for this paper. The presence of “layer-2” connectivity (second bullet) is only relevant for assisting seamless inter-RAT mobility when simultaneous connections are not possible (refer to discussion in [2]).
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Figure 1. B-2+ architecture: Mobile IP for Inter-Access System Mobility Management
The choice of Mobile IP as a mobility management protocol mechanism is a natural choice, because it is so far and to the best of our knowledge the only mobility mechanism operating at the IP level. As such, it should provide mobility support even across non-3GPP Access Systems.

Interestingly, Mobile IP support (MIPv4 only) has already been specified in the 29.061 specification (refer to section 11.2.1.4 in [5]), however, not completely. Following is a list of missing items that would have to be specified should Mobile IP be used as an Inter-AS MM mechanism:

· Dynamic assignment of a Home Agent in the “external PDN”;

· Means for dynamic establishment of secure tunnels towards the “external PDN” in order to protect the traffic;

· Full support for MIPv6.

These missing features are depicted in Figure 2. Note also that we are using the “Home IP network” terminology, instead of “external PDN”, in accordance with the companion paper on IP roaming aspectes (refer to [3]).
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Figure 2. Provisions for MIPv4 and MIPv6 support for Inter-AS MM
Section 3 provides more details on how these missing features could be provided.
3.
Details on the Proposed Use of MIPv4 and MIPv6
Depicted in Figure 3 is a simplified view on the proposed use of MIPv4 in the 3GPP AIPN. The term Access System Gateway (AS GW) will be used to designate any of the AS GW, PDG or other “default” IP gateway.

The Home AAA function is likely to be collocated with the HSS (or the 3GPP AAA server) and the user authentication procedure shall be SIM-based. In fact, the interface between the Local AAA and the Home AAA server should be very similar, if not identical, to the existing Wd interface (cf. Wd handles EAP-SIM or EAP-AKA within RADIUS/Diameter authentication today). The Mobile IP specific signalling between the AAA servers described below is actually the only enhancement needed wrt existing Wd interface, which is why we refer to it here as Wd+.
Following is a description of a possible procedure when the Mobile IPv4 client in the UE registers with the HA:
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Figure 3. Proposed use of MIPv4 in 3GPP AIPN
1) UE establishes a layer-2 connection with the AS GW;

2) The MIP Foreign Agent (MIP FA) function in the AS GW sends a FA advertisement;

3) MIP client in UE sends a MIPv4 Registration Request (RRQ);

4-7) The AS GW interrogates the user’s “Home AAA” function in order to authenticate and authorise the user. The Home AAA allocates a Home Agent (HA) and provides the address of the assigned HA to the AS GW. In addition it generates a pre-shared secret for the purpose of FA-HA IPsec tunnel establishment and forwards it to the AS GW.

8) AS GW starts IKE negotiation with the assigned HA in order to establish an IPsec tunnel. This step is required only if it is necessary to protect the FA-HA traffic (e.g. if the FA and the HA are located in different AIPNs). The IPsec tunnel is not UE-specific i.e. it can be re-used for all traffic between this pair of FA-HA;

9) The HA fetches a pre-shared key from the Home AAA for the purpose of IKE negotiation and proceeds with the establishment of the IPsec tunnel. This step is required only if there is no IPsec tunnel already established between this pair of FA-HA;

10) Once the IPsec tunnel is setup, the FA forwards the MIPv4 RRQ to the MIP HA.

11) The HA fetches a pre-shared key for UE-HA authentication. This step is required only at session establishment. Specifically, it is not required for UE-HA authentication when the UE subsequently connects to other FAs.

12-13) The HA accepts the mobile registration by replying with a MIPv4 Registration Response (RRP).

Depicted in Figure 3 is a simplified view on the proposed use of MIPv6 in the 3GPP AIPN. The main difference wrt IPv4 is the absence of Foreign Agent in the AS GW.
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Figure 4. Proposed use of MIPv6 in 3GPP AIPN
1) UE establishes a layer-2 connection with the AS GW and begins authentication;

2-5) The AS GW interrogates the user’s “Home AAA” function in order to authenticate and authorise the user. In addition, the Home AAA provides “MIPv6 bootstrap” information i.e. information allowing the Mobile IP client in the UE to configure itself for MIPv6 service and identify the assigned HA;

6) AS GW completes the user authentication;

7) The MIPv6 client in the UE carries out a DHCPv6 procedure for MIPv6 bootstrap;

8-9) The MIPv6 client in the UE sends a Binding Update (BU) to the MIPv6 HA (this is the equivalent of the MIPv4 RRQ);

10-11) HA authenticates the user and fetches keying material for subsequent Binding Updates;

12-13) HA accepts the mobile registration by replying with a Binding Acknowledgement (BA).
4.
Conclusion and Proposal

This paper has shown how Mobile IP can be used for Inter-Access System Mobility Management.

It is proposed to create a new section in the “Key Architectural Issues” section in TR 23.882:

· “7.x

Inter-Access System Mobility with Mobile IP”,

and include text based on Sections 2 and 3, in the following way:

· Sections 2 goes into a new subsection “7.x.1 Description of Inter-Access System Mobility with Mobile IP”;

· Sections 3 goes into a new subsection “7.x.2 Solution for Inter-Access System Mobility with Mobile IP”.
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