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1. Introduction

In SA2#46 the Work Item “Evolution of policy control and flow based bearer level charging” was agreed, which considered the creation of a new TS “Policy Control and Flow-based Charging architecture”.

The initial skeleton for the new TS 23.cde is presented in a separate contribution.

This contribution aims to equip the skeleton with some content based on the discussions and agreements of TR 23.803.
2. Proposal 

It is proposed to add the following text to the draft TS.

*****First Modification*****
1
Scope

This clause shall start on a new page.

The present document specifies the functionality and architecture of Policy and Charging Control.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[<seq>]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

[1]
3GPP TR 41.001: "GSM Release specifications".

[2]
3GPP TR 21 912 (V3.1.0): "Example 2, using fixed text".

[x]
3GPP TS 23.207: “End-to-end Quality of Service (QoS) concept and architecture”

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

Definition format

<defined term>: <definition>.

Authorised QoS: The maximum QoS that is authorised for IP flow(s). In case of an aggregation of multiple IP flows within one bearer (e.g. for GPRS a PDP context), the combination of the "Authorised QoS" information of the individual IP flows is provided as the "Authorised QoS" for the bearer. It contains the QoS class and the data rate.

Binding: The association between an IP flow, described in a service data flow template, and the bearer (for GPRS the PDP context) transporting the IP flow.

Binding mechanism: The method for creating, modifying and deleting bindings.
Gating control: The process of blocking or allowing packets, belonging to a service data flow, to pass through to the desired endpoint. 
IP network connection: The association between an UE and an IP network (for GPRS, APN) and the allocated UE IP address. 

Packet flow: A specific user data flow carried through the PCEF. A packet flow can be an IP flow. 

PCC rule: A set of information enabling the detection of a service data flow, defining the kind of flow and providing parameters for policy control and/or charging control. 

Service data flow: An aggregate set of packet flows. In the case of GPRS, a service data flow is not necessarily restricted to a single PDP context. 

Service data flow filter: A set of IP header parameter values/ranges, when applied identifying one or more of the packet flows constituting a service data flow. A PCEF predefined service data flow filter may use parameters that extend the packet inspection beyond the IP 5 tuple.

Service data flow template: The set of service data flow filters, in a PCC rule, required for detecting a service data flow. 

Session event: The notification of an application event (such as session termination and modification) to trigger the appropriate PCC action. 

User data flow:
<t.b.c>

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

Abbreviation format

<ACRONYM>
<Explanation>

4
High level requirements

4.1 General requirements
Editors’ note: The PCC architecture shall be able to be adopted by any operator in one step (i.e. without a previously deployed infrastructure), or alternatively, PCC architecture shall be able to be migrated from any possible combination of existing implementations: e.g. policy control only architecture towards a PCC architecture or independent SBLP and FBC architectures as specified in TS 23.207 [xx] and TS 23.125 [xy] respectively towards a PCC architecture.

It shall be possible for the PCC architecture to base decisions upon subscription information. 

It shall be possible to apply policy and charging control to any kind of 3GPP IP-CAN. Applicability of PCC to other IP-CANs is not restricted.

The PCC architecture shall allow the policy control to be applied on a per service data flow basis, regardless of the charging control.

The PCC architecture shall have a binding method that allows the unique association between AF IP flows and their bearer. 

A single service data flow template, applied in the user plane, shall suffice, to detect a service data flow, for the purpose of both policy control and flow based charging.

PCC rules may be predefined or dynamically provisioned upon bearer establishment/modification.

The number of realtime PCC interactions shall be minimized. This requires a single optimized interface between the PCC nodes.

4.2 Charging control requirements
Charging control shall be enabled on a per IP Network basis.
In order to allow for charging control, IP flows shall be identified and processed based on the information in the matching PCC rule. The PCC rule information may depend on subscription data. The information for charging control within the PCC rule may be predefined or dynamically provisioned.

For the purpose of charging correlation between application level and bearer level, applicable charging identifiers shall be passed along within the PCC architecture.
4.3 Policy control requirements
Policy control shall be enabled on a per IP Network basis.
The policy control features, except the bearer QoS control, shall be applied on a per service data flow basis.
It shall be possible to apply gating control of service data flows that may otherwise be prohibited by operator policy and irrespective of the charging applied. An example of this is the opening and closing of specific connections for peer-to-peer sessions.
To enable gating control, AF session events shall be reported (e.g. session termination, modification). For example, session termination, in gating control, may trigger the blocking of packets or "closing the gate".
It shall be possible for the PCC architecture to grant, deny or change the "Authorised QoS" of a bearer. Criteria such as the QoS subscription information may be used.
Editor's note:
Separate IP-flow-level QoS and minimum QoS authorization are FFS.
A QoS policy can be service-based, subscription-based, or a default policy. 
Editors’ note:
QoS enforcement shall be supported in line with PEP capabilities defined for SBLP in TS 23.207 [xx]. 

QoS enforcement includes downgrading of the requested bearer QoS as part of bearer establishment. 
Editor's note:
the ability to upgrade the requested bearer QoS as part of bearer establishment is FFS.
*****Next Modification*****
6
Functional description

6.1 Overall description

6.1.a
Binding method

The binding is an association between an IP flow, and the bearer deemed to transport the IP flow. The binding method creates bindings.
For an IP-CAN with a single bearer per IP network connection, there is no traffic mapping to consider. For such IP-CAN, the binding mechanism may use equality between one or more of the following parameters to create the binding:

a) The UE IP address.

b) The UE identity (of the same kind).

c) The UE identity in the IP-CAN matches the application level identity for the user. This method requires the PCRF to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.

For an IP-CAN that may provide multiple bearers for each IP network connection, the binding mechanism must consider the traffic mapping in the binding method. 

The service data flow filter defines the detection parameters for an IP flow. The binding mechanism shall associate the service data flow filter with the bearer that will carry any packet of that IP flow. 
Editor’s note: The service data flow template maps the downlink packets of the IP flow to the bearer in the binding association.

The UE dictates what bearer shall be used for uplink IP flows. The PCRF shall however assume that:

-
For a bi-directional IP flow, both downlink and uplink packets travel on the same bearer.

Editor’s note: An  AF providing an accurate IP flow authorization minimises the risk for the authorization being split on multiple bearers. 

6.2 Functional entities

*****End of Changes*****


