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1. Introduction 
The solution and description provided here can be viewed as filling gaps in 3GPP TR 23.867 (“Internet Protocol (IP) based IP Multimedia Subsystem (IMS) emergency sessions”) and thus, if deemed suitable, portions of this solution could be provided in the form of CRs to TR 23.867 in future meetings. However, the solution and issues dealt with here go beyond the scope of the SA2 WI and attempt to define a fairly  complete solution for VoIP emergency calls (and other types of IMS emergency call). A main reason for the broad coverage is to ensure that a complete solution is possible when the more specific areas being dealt with by different standards bodies (e.g. IETF, 3GPP, 3GPP2, OMA, regional SDOs) are all put together.

The solution described here provides support for emergency VoIP calls in which location support is added to VoIP call support in order to route the call to the most appropriate PSAP and provide the PSAP with accurate location estimates after the call is established. The solution primarily supports mobile VoIP wireless users although portions of it should be applicable to fixed and nomadic users. The solution is conceptually access network neutral although it is described in detail specifically for access from 3GPP WCDMA and GSM networks and from WLANs (wireless local area networks) that are associated with 3GPP networks. The solution attempts to fulfill the US National Emergency Number Association (NENA) I3 requirement for VoIP E911 support in the US using a fully end-to-end IP solution. The solution also supports legacy PSTN capable PSAPs and is intended to be an extension to the current draft NENA I2 solution for fixed and nomadic VoIP users. The solution could be compatible with the solution being developed by IETF Ecrit, which is mainly focused on the procedures and signaling for querying a PSAP identity given a suitably accurate caller location rather than on the procedures for obtaining the location. The solution can also be seen as a development of the current ongoing 3GPP solution given in 3GPP TR 23.867.
For 3GPP, the solution supports location using OMA SUPL and the 3GPP control plane (CP) solution defined in 3GPP TS 23.271. A PLMN operator would have the choice of using either or both of these solutions in the case of VoIP emergency access using GPRS or UMTS and call setup using IMS. In the case of WLAN access, only SUPL could be used. The use of SUPL versus 23.271 is mostly transparent to non-location supporting entities (e.g. access network, IMS, PSAP). If preferred, only the SUPL solution might be kept, since this is the only one that seems to apply to all types of access network. 
In the following description, the term UE (User Equipment) is used to refer to the (e.g. mobile) terminal equipment used by the VoIP end user which is sometimes also referred to as Mobile Station (MS). The terms P-CSCF (Proxy Call Session Control Function) and S-CSCF (Serving Call Session Control Function) are used to refer to SIP call servers that handle the establishment of a VoIP call (using SIP) in the 3GPP IMS (IP Multimedia Subsystem). These entities are applicable to call setup via the 3GPP IMS but might be replaced by different though similar entities in a non-3GPP environment. The term HPLMN (Home PLMN) or home network is used to refer to the home network operator of the UE while the term VPLMN (visited PLMN) or visited network refers to the network that sets up the emergency VoIP call and in which the UE initially registers (or announces presence).
2. Limitations and Restrictions of other Solutions

No existing solutions claim (yet) to fully support VoIP emergency calls for fixed, nomadic and mobile users, although there are solutions that support some of the requirements (partial solutions) or that are still being evolved towards this goal (incomplete solutions). In addition, some solutions have a restricted scope and are intended to be partial (e.g. IETF Ecrit). For these reasons, all solutions have limitations and restrictions when assessed against all possible requirements for VoIP emergency call support. These are summarized below.
DRAFT NENA Standard for VoIP/Packet Migration i2 Solutions

Source

NENA (National Emergency Number Association in the US)
Scope
Support VoIP emergency calls in the US (E911) for fixed and nomadic VoIP users and for legacy PSTN capable PSAPs
Summary
Defines a SIP/IMS based solution in which a call server (e.g. S-CSCF) or proxy queries a VoIP positioning center (VPC) in order to convert location information received in the SIP INVITE into a PSAP identifier (ESRN) and an ESQK (similar to an ESRK) used to identify the UE, PSAP and VPC. The E911 call is forwarded to the PSAP together with the ESQK. The PSAP subsequently queries the VPC for location information across the existing E911 E2 interface using the ESQK as a query key.

Benefits
Supports fixed and nomadic users where accurate location information can be provided immediately in the SIP INVITE.

Does not need to impact the PSAP, selective routers or PSTN.

Compatible with IETF Ecrit solution.
Limitations
Does not support mobile users whose location is not known initially.

Does not address unregistered users (e.g. UICC-less case).

Does not address selection of the call server.

Provides no simple solution for a call server remote from the UE where PSTN routing to the PSAP may not be possible.

Solution is US specific and not global.

IETF Ecrit Solution

Source

IETF Ecrit Working Group

Scope
Route a VoIP call to the correct PSAP using already provided or available location information.

Summary
The solution is still being developed and envisages a directory service to map caller location to a PSAP when a user makes an emergency call using some global (or locally well known) SIP URL or TEL URI (e.g. sos@local-domain). The service would be invoked preferably by the first SIP server using location information provided by the UE (or possibly an initial SIP server). Location information could be provided directly or a key could be provided (in the SIP INVITE) requiring a location query to a location information server. The call might be routed through several SIP servers (with several PSAP queries) on its way to the PSAP. Call setup and subsequent voice communication is entirely via IP.

Benefits
Supports fixed and nomadic users.

May support much of the US NENA I3 solution.

Could support mobile users if further extended (e.g. by solutions defined outside IETF)

Global solution

Limitations
Positioning of users is mostly outside scope - thus, no explicit support of mobile users.

Will probably not address access network details (e.g. unregistered user access to a WLAN or GPRS or UMTS network).

Does not address legacy PSAPs (PSTN solution).

3GPP VoIP emergency call solution (TR 23.867)
Source

3GPP SA2

Scope
define “architectural impacts on IM CN subsystem and on IP-Connectivity Access Network for establishing an emergency session via IM CN subsystem”
Summary
TR 23.867 defines support of emergency calls over IMS including some support for user location. The current TR has 2 partially uncoordinated solutions. In one, an IMS emergency call is routed by the S-CSCF in the visited network to a PSAP (either IP based or via the PSTN) using location information provided by the UE. In the second, accurate location is obtained using a PS-NI-LR (packet switched network induced location request) instigated from the SGSN (for GPRS or UMTS access) and forwarded to a GMLC associated with the PSAP where it can later be retrieved by the PSAP or (possibly) immediately pushed to the PSAP. Provided the SGSN and S-CSCF use the same location information (e.g. CGI) and routing algorithm to choose the PSAP, the solution could work.

Benefits
Supports accurate location for mobile users.

Supports IP capable and PSTN capable PSAPs.

Supports GPRS and UMTS VoIP access.

Supports UICC-less users.

Compatible with IETF Ecrit solution.

Aims to be a global solution.

Limitations
No capability for interim location to select a better PSAP.

No explicit support for access other than GPRS or UMTS (e.g. WLAN).

CP solution (PS-NI-LR) for GPRS/UMTS not easily applicable to a WLAN.

Lack of coordination between call routing and location solutions means US E911 cannot be supported without further changes (e.g. ESRK has no role in the SA2 solution).

3. Proposed Solution
This section describes the properties and novel features of the solution to help clarify and justify the more detailed description later. The solution builds on features and capabilities already supported in the partial solutions described above and is not in conflict with them (but is just more complete). 
3.1 Properties of the Solution

The solution described here to support VoIP emergency calls (and other types of SIP/IP based emergency sessions) supports the following properties. The justification for some of these will be self-evident. Others (marked with an asterisk) are explained further down.
(a) applicable to wireless mobile users (application to fixed and nomadic users does not require the whole solution and could use a subset)

(b) support of end-to-end IP connectivity to SIP/IP capable PSAPs

(c) support of connectivity to legacy PSTN capable PSAPs

(d) support of connectivity to geographically remote PSTN capable PSAPs

(e) support of routing to the correct PSAP using an interim location capability*
(f) intended to be compatible with IETF Ecrit solution and an extension to the draft NENA I2 solution

(g) support of VoIP emergency calls from UEs not containing a UICC (universal integrated circuit smart card or any equivalent subscriber module that is specific to one subscriber and not common to a particular model of handset) or whose home network (HPLMN) has no roaming agreement with the local visited network (VPLMN)

(h) support of call back from the PSAP to a UE without a UICC or with no roaming agreement in the VPLMN

(i) provision of accurate location to the PSAP
(j) applicable to VoIP calls using 3GPP WCDMA or GPRS access or with WLAN access to 3GPP IMS
(k) support of initial and updated location using either a user plane (UP) solution (OMA SUPL) or a control plane solution (3GPP TS 23.271) to provide extra flexibility to operators*

(l) minimal impacts and requirements to home networks (HPLMN)*

3.2 Dual Support for Control Plane and User Plane Location Solutions

With a control plane (CP) location solution, interaction between network entities and the UE to support positioning procedures employs signaling over network interfaces defined for control rather than transport of user data and voice. With a user plane (UP) solution, interaction between network entities and the UE employs signaling over network interfaces and transport capabilities normally assigned to carry user data and voice traffic. Both CP and UP location solutions have been defined to support commercial LCS applications (e.g. friend finder, navigation, asset tracking). Currently, only CP solutions are used to support location of emergency calls in the circuit switched domain. Both types of solution are being deployed and operators who have one but not both types of solution may have a preference for extending this to support emergency VoIP calls rather than deploying a new solution. Both types of solution are thus allowed here. For UP, the SUPL solution defined in OMA is selected and for the CP, the solution defined in 3GPP 23.271. Extension to other solutions should be possible, with certain changes, for other operators.
It should be noted that only the UP solution (SUPL) can realistically be used for WLAN access as use of a CP solution would require extensive impacts to WLANs. However, both solutions apply to WCDMA and GPRS access.

3.3 Support of Interim Location
Current solutions and draft solutions for VoIP emergency call support (e.g. draft NENA I2 solution, IETF Ecrit) anticipate that location information with sufficient accuracy to select the correct PSAP will generally be available (from the UE or from a local location server) when the call is setup. This may generally be true for fixed and nomadic subscribers but will not typically apply to mobile wireless users due to insufficient accuracy in the location related data that is immediately available. In the case of emergency calls in the circuit domain, for example, current standards (e.g. Joint TIA/EIA/ATIS standard J-STD-036 rev.B entitled “Enhanced Wireless 9-1-1 Phase II” and 3GPP TS 23.271) allow for subsequent interim positioning of a subscriber over a short period (typically not exceeding 5 or 6 seconds) in order to obtain a location estimate with enough accuracy to reliably determine the correct PSAP. The solution described here contains the same capability for VoIP emergency calls. 

3.4 Impacts to Home Networks

Support of emergency calls is primarily a local responsibility (particularly for roaming users) that may have different requirements and different associated procedures in different countries and regions. For that reason, requirements that go beyond normal roaming support of subscribers should be avoided if possible. In the solution described here, no special requirements are mandated for home networks (although some additional requirements are allowed) and support is defined for UEs whose home networks have no roaming agreement with a visited network and for UEs with no home network (UICC-less UEs). The same principles are supported (e.g. in 3GPP TS 23.271 and J-STD-036) for support of emergency calls in the circuit domain.

3.5 UE Location Capabilities
If more than one location solution is allowed to support VoIP emergency calls (e.g. both SUPL and 3GPP CP solution), different UEs may sometimes support all solutions or sometimes only a subset or none at all. It will then be useful, if not essential, for the network to know which solutions are supported by a particular UE when a call is made. This information cannot be obtained reliably from subscription data, as a user could switch the identity module (e.g. UICC) from one terminal or handset to another and, in some cases, there may be no identity module (UICC-less case). The information has to come instead from the UE or be transferred by the UE to a local server (e.g. location server) for retrieval by the network. In the solution described here, it is proposed that UE location capabilities be included (as an option) in a SIP INVITE and/or SIP REGISTER. However, should only one location solution be defined, then it might be assumed that all UEs that were capable of initiating a VoIP emergency call were also capable of supporting the location solution. In that case, there would be less need to transfer the UE location capabilities – e.g. in SIP messages.
4. VoIP Emergency Call Solution using SUPL
4.1 Network Architecture

The principal elements and interfaces in the network architecture relevant to support of emergency VoIP calls using SUPL are shown below.
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Figure 1 – Network Architecture Applicable to SUPL Location
A brief summary of the network elements and interfaces follows.
Access Network
For GPRS or UMTS access, this would contain the RAN (radio access network - GERAN or UTRAN) and the SGSN and GGSN in the VPLMN. For WLAN access, it would contain the WLAN, WAG (WLAN Access Gateway) and PDG (Packet Data Gateway). Some or all of all of these elements may also be considered as part of the VPLMN.

V-PLMN
This contains the P-CSCF, S-CSCF and MGCF to support IMS (VoIP) and may contain an S-SLP (Surrogate SLP) and V-SLP. The S-SLP and V-SLP could instead be in other networks.

S-SLP
The S-SLP (Surrogate SUPL Location Platform) substitutes for the H-SLP (Home SLP) in the case of location of emergency calls. A rationale is provided further down.

J-STD-036 E2’
For a PSTN capable PSAP in the US, this interface can be the same as the E2 interface defined in J-STD-036 rev. B. For a SIP capable PSAP, this can be an extension of the E2 interface.
Li / ILP
This denotes a new location related interface (Li = LCS IMS interface, ILP = IMS Location Protocol) which might be developed by OMA LOC and could be similar to RLP. It corresponds to, and could be an extension of, the v2 interface defined in the “draft NENA Standards for VoIP/Packet Migration i2 Solutions”.

Some additional network elements might also be present (e.g. as described in the “draft NENA Standards for VoIP/Packet Migration i2 Solutions”) but are not shown or discussed here since the intent is to define the main elements of a solution which may be later expanded with extra detail and/or merged into or referenced by other solutions.
4.2 SUPL specific impacts
4.2.1 Summary 
A few new impacts to SUPL are needed which might be added in SUPL 2.0. The principle followed here is to avoid new impacts when possible. The new impacts are summarized here and, for the first two, clarified further down.

(a) Addition of an S-SLP address in a SUPL_INIT which will override and replace the H-SLP address configured in the UE.

(b) Conveyance of a SUPL INIT using IMS signaling (instead of SMS or WAP Push)

(c) Addition of an emergency services indication in the SUPL_INIT – e.g. in the Notification IE.

(d) Preference for addition of new location measurements in a SUPL POS INIT containing, for example, the signaling levels of neighboring GSM or WCDMA cells or WLAN APs, GPRS timing advance, WCDMA Rx-Tx time difference. This could assist derivation of a fast interim location estimate and avoid extra SUPL POS signaling. In particular, measurements could be included that are not currently defined for RRLP, RRC and IS-801. As an alternative (or in addition), the measurements could be added as new parameters to a SUPL POS message. This item may not be essential initially and thus might be deferred to a later version of SUPL.

(e) Addition of a new ILP protocol between the S-CSCF in the V-PLMN and the S-SLP, possibly similar to the existing OMA Roaming Location Protocol (RLP). This might not be part of SUPL 2.0 but could be associated with it.

4.2.2 S-SLP

It is proposed to bypass the H-SLP in the UE’s HPLMN and employ one or two SLPs in (or associated with) the visited PLMN. This implies some changes to SUPL – e.g. the H-SLP configured in the UE has to be overridden for emergency services location. The reasons for this are as follows:

(a) As a general principle, specialized emergency call support mandated or agreed in particular regions or countries should only require support from networks in those regions and not from all other networks.

(b) For a UICC-less UE, SLP support from the V-PLMN is essential.

(c) For a UE (containing a UICC) where the HPLMN has no roaming agreement with the VPLMN, it may be very awkward (though perhaps not impossible) to make use of the H-SLP.

(d) The H-SLP will not normally support a location request coming from some remote PSAP (e.g. in another country) due to signaling differences and lack of registration. Although the location request might be received in the VPLMN and passed to the H-SLP using RLP, this also requires roaming agreements and support of RLP by both networks.

(e) The H-SLP will not always be able to obtain the best location estimate (e.g. if geographically remote from the UE) without the assistance of a V-SLP in the VPLMN. But there may be issues associated with roaming agreements (and trustworthiness of the V-SLP from the perspective of the H-SLP).

(f) The procedure described further down requires support of an additional signaling interface (the Li interface) by the S-SLP which might not be supported by all H-SLPs.
4.2.3 V-SLP

It is proposed to include support for a separate V-SLP (as allowed by SUPL) in the case that the chosen S-SLP is not able to support optimal positioning for the UE’s current location. This will be useful in cases where the SIP call servers (e.g. S-CSCF) are remote from the UE and select a S-SLP that is also remote, which could easily occur when an operator uses a small number of call servers to service a large region or an entire country. To enable the S-SLP to determine the appropriate V-SLP, 2 mechanisms are proposed either or both of which could be used.

(a) The UE discovers the V-SLP IP address or name when attaching to the access network or establishing IP connectivity and includes this in the initial REGISTER message to the IMS and in any subsequent re-REGISTER following handover to a new access network. The IMS (e.g. S-CSCF) then transfers the V-SLP address to the S-SLP. The UE could also discover the V-SLP IP address by a DNS query following the establishment of IP connectivity – this would be applicable if the DNS server used by the UE was more local to the UE than the S-CSCF.
(b) The V-SLP address is determined by the S-SLP based on location information (e.g. GPRS or UMTS cell ID, WLAN access name identity) provided by the UE in the initial SIP INVITE.

4.2.4 Conveyance of a SUPL INIT using IMS signaling

When SUPL is used as the location solution, sending the initial SUPL INIT message from the S-SLP to the UE would normally require use of a WAP Push or SMS which may result in longer delay. To reduce delay, it is proposed to transfer the SUPL_INIT via the IMS (e.g. S-CSCF) using the IMS Immediate message capability or some other IMS message (e.g. a new message) or in a SIP 1xx response (e.g. 183 Session Progress). The usage of the existing secure associations between the IMS (e.g. S-CSCF and P-CSCF) and the UE will enable immediate transfer and will avoid additional delay to setup new associations and/or transfer the message through additional entities (e.g. SMS service center). In addition, this method may be essential when the UE cannot be registered in the HPLMN (e.g. has no UICC).

4.3 Call Flow Details
The figure below shows the procedure to support VoIP emergency call setup, PSAP selection and delivery of location information in the case that positioning is performed by SUPL. Elements that are less relevant are not shown (e.g. access network, P-CSCF, S/R) but are included in the more detailed step descriptions further down. It is assumed here that the UE has a UICC and that there is a roaming agreement between the HPLMN and VPLMN. The case otherwise is described in section 6.
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Figure 2 – VoIP Emergency Call Setup using SUPL Location Solution
1) The UE discovers an AN (access network - e.g. 802.11 WLAN, GPRS or UMTS PLMN), performs any low level connection (e.g. 802.11 association), attaches to the AN (e.g. via GPRS Attach or WLAN AAA procedure), establishes IP connectivity (e.g. via GPRS PDP context activation in an SGSN/GGSN or I-WLAN tunnel establishment to a PDG) and may discover a local SIP server address (e.g. P-CSCF in a serving GPRS or UMTS PLMN as provided during PDP context activation or P-CSCF in a V-PLMN associated with a WLAN as obtained from a DNS query on a W-APN). For GPRS access, as already defined in 3GPP TR 23.867, the procedures will employ an emergency indication in the GPRS Attach and a global emergency services APN for PDP context activation – which can ensure provision of a GGSN and P-CSCF in the VPLMN. For access via a WLAN, the UE should select service from the VPLMN by using a roaming NAI (Network Access Identifier) indicating both the HPLMN and a VPLMN in the request for authentication and authorization. This ensures that the UE can obtain IP access to IMS services from a PDG (packet data gateway) in the VPLMN rather than from a PDG in the HPLMN (which would restrict PSAP access in the case the HPLMN was remote). A global emergency services W-APN could also be used for PDG discovery and tunnel establishment. As an option, the UE might discover the IP address or name of a local V-SLP while accessing the AN and establishing IP connectivity (e.g. during GPRS Access or PDP Context activation or I-WLAN AAA or tunnel establishment). V-SLP address discovery could also be supported using the same mechanism applicable to P-CSCF discovery – e.g. using a DNS query with the known VPLMN domain name and V-SLP identification (e.g. supl_vslp@domain_name).
2) The UE sends a SIP REGISTER to the P-CSCF discovered in step 1 (not shown). This contains an emergency services indication, a special emergency public user ID (as already agreed in TR 23.867), the private user ID, H-PLMN domain name and the UE IP address obtained in step 1. Due to the presence of the emergency services indication or the emergency public user ID, the P-CSCF forwards the REGISTER to an S-CSCF in the same network (and not to an I-CSCF in the HPLMN as in other cases). The REGISTER could also carry location information (e.g. GPRS or UMTS cell ID or WLAN MAC address) and/or any V-SLP address discovered by the UE in step 1. The REGISTER could also carry the UE’s location capabilities (e.g. support of SUPL, support of 3GPP control plane).
3) The S-CSCF forwards the REGISTER to the H-PLMN where normal IMS registration occurs. The S-CSCF in the HPLMN treats the S-CSCF in the VPLMN like a P-CSCF. Implicitly registered with the emergency public user ID would be a public user TEL URI (e.g. derived from the MSISDN) for PSAP callback from the PSTN. It is possible that not every H-PLMN would support the additional registration of the emergency public user ID – e.g. if the UE had already registered a normal public user ID or if the emergency public user ID concept is not implemented. To support this possibility, the S-CSCF in the V-PLMN can maintain a list of H-PLMNs for which step 3 is to be skipped (or not skipped). When step 3 is skipped, callback from the PSAP will still be possible using the UE’s normal public user ID which should be registered by the UE separately. If necessary, the S-CSCF can assign the UE a temporary public user ID, as described in section 6, to enable callback from the PSAP directly via the V-PLMN and not via the H-PLMN. This may be particularly useful for a foreign roaming UE since both the delay and reliability of callback could be improved.
4) After the HPLMN returns a 200 OK to the S-CSCF in the VPLMN, a 200 OK is returned to the UE. In order to update location and V-SLP information, the UE should also re-register (by repeating steps 2-4) if, following setup of the emergency call, there is a handoff within the same VPLMN to a different SGSN (GPRS access) or different WLAN (WLAN access). If the UE re-registers using its emergency public user ID, the S-CSCF may transfer any new location information and/or any new V-SLP address to the S-SLP. The re-registration enables a different V-SLP to be chosen if the UE has moved out of the geographic area supported by the previous V-SLP.
5) The UE sends a SIP INVITE to the SIP server (e.g. P-CSCF) discovered in step 1. This carries some global SIP URL or TEL URI indicating an emergency call (e.g. sos@local-domain or “911” as being proposed by IETF Ecrit). It also carries any preliminary location data that is already available to the UE – e.g. GPRS or UMTS cell ID or WLAN AP MAC address – and may carry the basic location capabilities of the UE (e.g. SUPL 2.0 capable, 3GPP control plane capable) if not provided during registration.  Possibly the first SIP server may forward the INVITE to another server (e.g. S-CSCF). There may be more than one forwarding – e.g. an S-CSCF might forward the INVITE to a routing proxy (Application Server) dedicated to emergency calls. In the figure above, the server that finally handles the emergency call is assumed to be an S-CSCF in  the V-PLMN. The UE also includes contact information for the purposes of callback – this should include a TEL URI (e.g. derived from the MSISDN) and possibly a SIP URL (e.g. emergency public user ID used in step 2). 
6) Based on the UE support of SUPL (either explicitly indicated or assumed), the S-CSCF sends a routing request to a surrogate SLP (S-SLP), either in the same network or in some other network. If possible, an S-SLP shall be chosen that has a geographic coverage that includes the approximate location of the MS, but this is not essential. The routing request includes the UE public identities (e.g. emergency public user ID from step 5, TEL URI), any location data that was received and the V-SLP address if provided previously during registration. Instead of choosing an S-SLP, the S-CSCF could instead choose a generic location server capable of acting as an S-SLP as well as other types of server (e.g. GMLC). In that case, the location server would determine the use of SUPL based on the UE location capabilities transferred by the S-CSCF (or simply by assumption).
7) If the location data provided in step 6 enables a location estimate to be derived that is accurate enough to select a PSAP without ambiguity, the S-SLP shall proceed to step 10. Otherwise, the S-SLP determines from the received location data whether a separate V-SLP is needed to assist location. If so, the V-SLP is chosen based on the location data and/or any V-SLP address received from the S-CSCF. The S-SLP will then act as the H-SLP in performing subsequent SUPL location using either roaming procedures if a V-SLP was chosen or non-roaming procedures if not. In the non-roaming case, the S-SLP assembles a SUPL_INIT message to instigate a network initiated location procedure with the UE (using either proxy or non-proxy modes) and returns this to the S-CSCF inside an Immediate message (e.g. an IMS Immediate Message). In the roaming case, additional RLP signaling occurs between the S-SLP and V-SLC portion of the V-SLP, as defined for SUPL, which is not shown or further described here. The SUPL_INIT passed to the S-CSCF contains the S-SLP address (SUPL 2.0 impact), an S-SPC or V-SPC IP address for non-proxy mode, QoP accuracy/delay for a fast interim position estimate, a proxy/non-proxy mode indication and possibly authentication data. (Note that if the UE discovers a V-SLP address in step 1, it may need to discover distinct V-SPC and V-SLC addresses for non-proxy mode.) The SUPL_INIT should also indicate (e.g. in the Notification IE) that the location is needed for emergency services (SUPL 2.0 impact). The S-SLP address conveyed in the SUPL_INIT will override the H-SLP address configured in the UE. 
8) The S-CSCF forwards the SUPL_INIT to the UE via the P-CSCF using the IMS Immediate message capability, some other IMS message (e.g. a new message) or in a SIP 1xx response (e.g. 183 Session Progress) or in some other IP based message that uses the secure IP associations between the S-CSCF, P-CSCF and UE that were established in steps 2-4.
9) The UE establishes a secure IP connection to the S-SLP. For non-proxy mode, the UE obtains authentication data from the S-SLP (not shown) and establishes a secure IP connection to the S-SPC or V-SPC with mutual authentication. (The S-SLC will also convey UE information to the S-SPC or V-SPC – not shown here – for non-proxy mode.) The UE may obtain location related measurements (e.g. signal levels and/or timing of neighboring cells) or a location estimate (e.g. using standalone GPS) consistent with the received QoP. The UE then returns a SUPL POS INIT to either the S-SLP (proxy mode) or S-SPC or V-SPC (non-proxy mode). The POS INIT contains an authenticatable hash code in the case of proxy mode, the UE positioning capabilities and may include either a location estimate or a request for certain A-GPS assistance data (in the case of IS-801 support, this would be included in an embedded SUPL POS message). It would also be useful if the POS INIT could include location related measurements (e.g. signaling level of neighboring cells or WLAN APs, GPRS timing advance, WCDMA Rx-Tx time difference) to assist derivation of a fast interim location estimate (SUPL 2.0 impact) and avoid further SUPL POS signaling. If a suitable location estimate (or location measurements) was not received, the S-SLP, S-SPC or V-SPC exchange further SUPL POS messages with the UE each containing an embedded RRLP, RRC or IS-801 positioning message. This continues (typically just one message exchange) until adequate positioning measurements or a location estimate have been provided to the S-SLP/S-SPC/V-SPC, after which a SUPL END is returned to the UE to close the SUPL transaction.
10) The S-SLP, S-SPC or V-SPC computes an interim location estimate from the location information received in step 9. For non-proxy mode, the V-SPC or S-SPC conveys this to the S-SLC (part of the S-SLP). Based on the location estimate, the S-SLP selects a PSAP and, for a PSTN accessible legacy PSAP, obtains an ESRD that can be used to route to the PSAP and an ESRK that identifies the PSAP, SLP and, temporarily, the UE. For each PSAP, there would be one ESRD but a pool of ESRKs that can be assigned individually to any emergency calling UE for the duration of the emergency call. Note that some of these functions (e.g. ESRD/ESRK management) might not be considered part of SUPL and could be supported in a separate physical or logical entity that was queried by the S-SLP (e.g. as defined in the draft NENA I2 solution). The ESRD and ESRK correspond to the same named numbers used for emergency call support in circuit mode (e.g. J-STD-036). They also correspond, respectively, to the ESRN and ESQK defined in the draft “NENA Standards for VoIP/Packet Migration i2 Solutions” being considered for E911 VoIP support in the US.
11) The S-SLP returns a Routing Response to the S-CSCF containing the PSAP identity for an IP capable PSAP – either SIP URL or IP address. For a legacy PSTN capable PSAP, the Routing Response contains the ESRD and ESRK. The Routing Response also contains the interim location estimate. This may be expressed in geographic and/or civic form. The S-SLP also stores a call record for the UE containing all the information collected.
12) 12a: For an IP capable PSAP, the S-CSCF routes the SIP INVITE to the PSAP indicated by the S-SLP in step 11. The S-CSCF shall include any interim location estimate and the IP address or name of the S-SLP (possible changes to SIP).
12b: For a PSTN capable legacy PSAP, the S-CSCF forwards the SIP INVITE to an MGCF (via a BGCF – Breakout Gateway Control Function) and includes the ESRD and ESRK (but possibly not an interim location estimate).
12c: For a PSTN capable PSAP, the MGCF routes the call to the PSAP over the PSTN, possible via a selective router, using SS7 ISUP and/or MF signaling. The ESRD or ESRK are used as routing numbers and the ESRK (at least) is passed to the PSAP (e.g. via MF CAMA signaling) as the identity of the UE and as a key to obtain more information.

13) 13a: For an IP capable PSAP, further SIP signaling occurs to establish the call.

13b: For a PSTN capable PSAP, further SIP signaling and interworking with SS7 ISUP and/or MF at the MGCF occurs to establish the call.

The actual call path for both cases is established separately. In the case of a PSTN capable PSAP, interworking between VoIP (e.g. RTP/IP) and circuit mode (e.g. PCM) would occur at an MGW (media gateway) controlled by the MGCF. In the case of an IP capable PSAP, the call path would be end-to-end IP.
14) Some time after the call is established, the PSAP may send a location request to the S-SLP indicated in either step 12a (by an IP address or name) or in step 12c (by an ESRK). The PSAP identifies the UE using either the UE’s public user address (IP capable PSAP) or ESRK (PSTN capable PSAP). The location request indicates a requirement for an accurate location estimate. For a US VoIP emergency call, the location request could be identical to the Emergency Services Position Request defined in J-STD-036 in the case of a PSTN capable PSAP and an extension to this in the case of an IP capable PSAP.
15) If the S-SLP does not support location for a geographic area containing the UE’s last known position or if using a V-SLP might provide more accurate and reliable location, the S-SLP derives a V-SLP address from the most recent location estimate obtained for the UE and/or from the most recent V-SLP address provided by the S-CSCF. In order to assure the correct V-SLP, the S-SLP may query the location of the UE and/or the V-SLP address from the S-CSCF (not shown) if the S-CSCF does not automatically transfer this information following any re-registration of the UE according to step 4. The S-SLP then opens a new SUPL transaction with the UE by sending an immediate message (e.g. IMS Immediate message) to the S-CSCF containing a SUPL INIT message with the same type of parameters as those described in step 7.
16) The S-CSCF transfers the SUPL INIT to the UE inside an IMS Immediate message, some other IMS message (e.g. a new message) or in a SIP message (e.g. re-INVITE) or in some other IP based message that uses the secure IP associations between the S-CSCF, P-CSCF and UE that were established in steps 2-4..
17) The UE establishes a secure IP connection to the S-SLP and an exchange of SUPL messages takes place (as in step 9) between the UE and S-SLP and, in the case of non-proxy mode, between the UE and the S-SPC or V-SPC in order to obtain an accurate location estimate.

18) The accurate location estimate is returned to the PSAP. For a US emergency call, the response message could be identical to the Emergency Services Position Response defined in J-STD-036 for the E2 interface in the case of a PSTN capable PSAP (and could thus include additional information such as the MSISDN of the UE). 
19) When the call is later released (not shown in the figure), the S-CSCF may send an indication immediately to the S-SLP. The S-SLP may then release any record of the call. The S-CSCF (or UE) may also de-register the emergency public user ID registered in steps 2-4. Alternatively, the S-CSCF, S-SLP (and UE) could allow the registration and call records to persist for some period to support possible later callback from the PSAP to the UE and possible further location requests. 
5.  VoIP Emergency Call Solution using 3GPP CP Solution (not applicable to WLAN access) 

5.1 Network Architecture

The principal elements and interfaces in the network architecture relevant to support of emergency VoIP calls with GPRS or UMTS access and 3GPP CP location solution are shown below and are very similar to those in Figure 1.
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Figure 3 – Network Architecture Applicable to 3GPP CP Location Solution
A brief summary of the network elements and interfaces follows.

Access Network:
This contains the RAN (radio access network) – either GERAN or UTRAN. 

V-PLMN
This contains the P-CSCF, S-CSCF and MGCF to support IMS (VoIP) and may contain an S-SLP (SUPL Surrogate SLP) and V-SLP. It also contains the SGSN and GGSN (not shown).
GMLC
The GMLC replaces the S-SLP used for SUPL and is an enhanced version of the GMLC defined in 3GPP 23.271 in Release 6 (e.g. needs to support the new Li interface).
J-STD-036 E2’
For a PSTN capable PSAP in the US, this interface is the same as the E2 interface defined in J-STD-036 rev. B. For a SIP capable PSAP, this can be an extension of the E2 interface. This interface is the same for both a SUPL solution and the 3GPP CP solution – making the location solution transparent to the PSAP.
Li / ILP
This denotes a new location related interface (Li = LCS IMS interface, ILP = IMS Location Protocol) which might be developed by OMA LOC. This interface is the same as that used for SUPL in Figure 1 with some small differences that might be supported by variants in a few optional parameters. The use of the same interface hides most location solution differences (e.g. between SUPL and 3GPP CP) from the S-CSCF.
Lg / MAP
This is the existing Lg interface already defined in 3GPP TS 23.271 between the GMLC and SGSN. 

5.2 Impacts to 3GPP CP Solution
The procedure described here requires no additional impacts to the 3GPP CP solution defined in 3GPP TS 23.271 in release 6, nor are extra LCS impacts needed in the RAN (GERAN or UTRAN) or UE. 

5.2.1 Use of a PS-NI-LR

Once the serving SGSN becomes aware of the initiation of an emergency call (e.g. from the emergency indication in the GPRS Attach or global emergency APN in the subsequent PDP context activation), it is proposed that the SGSN optionally initiate a PS-NI-LR (Packet Switched Network Induced Location Request) as currently defined in 3GPP TR 23.867 to obtain either an interim or final location estimate. This enables a faster response than if the SGSN waits for a request (e.g. MAP PSL) from the GMLC to obtain the location estimate. The PS-NI-LR for an interim location estimate would only be carried out by the initial SGSN. In the case of handover to a new SGSN, the new SGSN is aware of the handover and need not perform another PS-NI-LR. 
5.2.2 Association of the SGSN and GMLC
The SGSN is pre-determined by the location (e.g. serving cell) of the UE while the GMLC will be chosen by the S-CSCF possibly based on the location of the UE also. The problem is that depending on whether the first location estimate is pushed to the GMLC by the SGSN or pulled from the SGSN by the GMLC, one of these entities has to be correctly determined by the other. This implies two alternative modes of operation as follows.
(A) SGSN pushes initial location to the GMLC
The SGSN would obtain a location estimate via a PS-NI-LR, determine a GMLC address according to the current UE location (e.g. current cell ID) and send the location to the GMLC using a MAP Subscriber Location Report (SLR). The GMLC would be separately queried by an S-CSCF for a PSAP address (in order to route the emergency call). If an interim location is obtained by the SGSN to assist PSAP selection, the GMLC would wait (if needed) for the MAP SLR from the SGSN in order to determine the PSAP address from the interim location estimate. This case corresponds more closely to the method currently employed for circuit switched emergency calls (e.g. in 3GPP TS 23.271 and J-STD-036) and is already partly defined in 3GPP TR 23.867 (e.g. the MAP SLR is included although the PSAP query on the Li interface is not yet included).
(B) GMLC pulls initial location from the SGSN
The SGSN may still perform a PS-NI-LR but the resulting location estimate would not be sent to the GMLC until the GMLC queried it using a MAP Provide Subscriber Location (PSL) request. Here the GMLC must determine the SGSN address using the following alternatives.

(a) The GMLC queries the SGSN address from either the HPLMN HSS (UE with UICC and roaming supported in the VPLMN) or VPLMN HSS (UICC-less UE or no roaming agreement in the VPLMN). For the latter case, the UE would need to employ a pseudo-IMSI to attach to the VPLMN and not an IMEI (see later description in section 5). 

(b) The UE includes either the current SGSN address or location information from which this can  be derived (e.g. GPRS or UMTS cell ID) in each REGISTER and re-REGISTER message sent to the IMS (e.g. S-CSCF). The S-CSCF transfers this to the GMLC. The UE is required to re-REGISTER in IMS following any inter-SGSN handover. This option avoids impacts to and reliance on the HPLMN but has more impacts to the UE.
A main issue in deciding which method is preferable concerns the reliability of determining the GMLC address at the SGSN versus determining the SGSN address at the GMLC. If the association of SGSNs to GMLCs is many-to-one (meaning each SGSN has one associated GMLC but each GMLC may have many associated SGSNs), then method (A) will be reliable. If the association is one-to-many, method (A) may not be reliable since the information and/or algorithms used by the S-CSCF to determine the GMLC may not be the same as those used by the SGSN – e.g. movement of the UE between performing a  GPRS attach and sending out the call could cause a difference in the cell ID used by the SGSN and that used by the S-CSCF. Method (B), on the other hand, has a better chance of being reliable for all types of SGSN-GMLC associations since the information available to the GMLC (cell ID, SGSN address itself, result of HSS query) can be more extensive. Other disadvantages of method (A) include the following

(a) There could be instances where the IMS (e.g. P-CSCF) recognizes an emergency call but the SGSN does not (e.g. if the emergency call is indicated only at the SIP level by a particular destination address whose significance the UE is not aware of). In that case, the SGSN would not push a location estimate to the GMLC (but the GMLC might not be aware of that and could thus spend unnecessary time waiting).

(b) One of the functions performed by pushing location (using a MAP SLR) for circuit mode emergency calls is to make the GMLC aware of the call and provide data (e.g. UE identity, serving MSC address) for an initial call record. This function is now performed by the routing request from the S-CSCF and is no longer needed from the SGSN. 

For the reasons above, method (B) seems preferable, but both are included (as mutually exclusive alternatives) in the following call flow to show more clearly their respective impacts.
5.3 Call Flow Details
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Figure 4 – VoIP Emergency Call Setup using 3GPP CP Location Solution
1) If not yet GPRS attached, the UE performs a GPRS attach with an emergency services indication. 

2) The UE performs a PDP context activation using some global APN denoting emergency services. The PDP context is assigned to some local GGSN in the VPLMN but not (generally) in the H-PLMN. The UE obtains an IP address in this step and would normally discover a local SIP server address (e.g. P-CSCF in the VPLMN) during PDP context activation.
3) Based on the emergency indication in step 1 or the global emergency services APN in step 2, the SGSN may initiate a PS-NI-LR to obtain either an interim location estimate for the UE or a more accurate location estimate. 
4) Once the location estimate has been obtained, the SGSN may determine a GMLC address (e.g. from the current cell ID) and may send the location estimate to the GMLC in a MAP SLR together with the UE identity (e.g. IMSI, IMEI). This step and steps 10 and 11 are mutually exclusive. 

5) In parallel with step 3 (if this is executed), the UE sends a SIP REGISTER to the P-CSCF discovered in step 2 (not shown). This contains an emergency services indication, a special emergency public user ID (as already agreed in 3GGP TR 23.867), the private user ID, H-PLMN domain name, the UE IP address obtained in step 2. Due to the presence of the emergency services indication or the emergency public user ID, the P-CSCF forwards the REGISTER to an S-CSCF in the same network (and not to an I-CSCF in the HPLMN as in other cases). As an option, the REGISTER could carry location information (e.g. GPRS or UMTS cell ID) and/or the SGSN address if steps 10 and 11 apply. The REGISTER could also carry the UE’s location capabilities (e.g. support of SUPL, support of 3GPP control plane).
6) The S-CSCF forwards the REGISTER to the H-PLMN where normal IMS registration occurs. The S-CSCF in the HPLMN treats the S-CSCF in the VPLMN like a P-CSCF. Implicitly registered with the emergency public user ID would be a public user TEL URI (e.g. derived from the MSISDN) for PSAP callback from the PSTN.
7) After the HPLMN returns a 200 OK to the S-CSCF in the VPLMN, a 200 OK is returned to the UE. The UE could also re-register if, following setup of the emergency call, there is a handoff within the same VPLMN to a different SGSN. If the UE re-registers using its emergency public user ID, the S-CSCF may transfer any new location information and/or any new SGSN address to the GMLC. 
8) The UE sends a SIP INVITE to the SIP server (e.g. P-CSCF) discovered during PDP context activation in step 2. This carries some global SIP URL or TEL URI indicating an emergency call (e.g. sos@local-domain or “911” as being proposed by IETF Ecrit). It also carries some preliminary location data that is already available to the UE – e.g. GPRS or UMTS cell – and may carry the basic location capabilities of the UE (e.g. whether the UE is SUPL capable and/or 3GPP CP capable).  Possibly the first SIP server may forward the INVITE to another server (e.g. S-CSCF). There may be more than one forwarding – e.g. an S-CSCF might forward the INVITE to a routing proxy (Application Server) dedicated to emergency calls. In the figure above, the server that finally handles the emergency call is assumed to be an S-CSCF. The UE also includes contact information for the purposes of callback – this should include a TEL URI (e.g. derived from the MSISDN) and possibly a SIP URL (e.g. emergency public user ID used in step 2). 
9) Based on the UE support of the 3GPP control plane LCS solution for packet mode, the S-CSCF sends a routing request to a GMLC indicated by the serving cell (or by other received location data). The routing request includes the UE public identities (e.g. emergency public user ID from step 5, TEL URI), any location data that was received and the SGSN address if provided previously during registration. Instead of choosing a GMLC, the S-CSCF could choose a generic location server capable of acting as a GMLC as well as other types of server (e.g. SUPL SLP). In that case, the location server would determine the use of the 3GPP control plane solution based on the UE location capabilities transferred by the S-CSCF.
10) If the location data provided in step 9 enables a location estimate to be derived that is accurate enough to select a PSAP without ambiguity, the GMLC shall proceed to step 12. Otherwise, the GMLC may wait until it receives the MAP SLR in step 4 from the SGSN containing a location estimate before proceeding to step 12. If step 4 is not used, the GMLC determines the SGSN from any explicit address or equivalent location information (e.g. cell ID) received in step 9. If no such information was received or if the SGSN initially chosen is incorrect (error response received in step 11), the GMLC could query the HSS indicated by the UE’s IMSI or pseudo-IMSI to obtain the SGSN address. The GMLC then sends a MAP PSL to the SGSN. The MAP PSL contains LCS QoS accuracy/delay for a fast interim position estimate.

11) The SGSN returns any location estimate that it has already obtained from step 3, or waits until step 3 is completed before returning the location estimate or, if step 3 was not yet started, obtains and then returns a location estimate from the RAN. Steps 10, 11 and step 3 are mutually exclusive.
12) Based on the location estimate, the GMLC selects a PSAP and, for a PSTN accessible legacy PSAP, obtains an ESRD that can be used to route to the PSAP and an ESRK that identifies the PSAP and GMLC and, temporarily, the UE. For each PSAP, there would be one ESRD but a pool of ESRKs that can be assigned individually to any emergency calling UE for the duration of the emergency call. The ESRD and ESRK correspond to the same named numbers used for emergency call support for circuit mode (e.g. J-STD-036) but might need to be assigned from separate pools. They also correspond, respectively, to the ESRN and ESQK defined in the draft “NENA Standards for VoIP/Packet Migration i2 Solutions” being considered for E911 VoIP support in the US.
13) The GMLC returns a Routing Response to the S-CSCF containing the PSAP identity for an IP capable PSAP – either SIP URL or IP address. For a legacy PSTN capable PSAP, the Routing Response contains the ESRD and ESRK. The Routing Response also contains the interim location estimate. This may be expressed in geographic and/or civic form.

14) The call is sent to the PSAP as described for steps 12a, 12b and 12c in Figure 1.

15) The remainder of the call setup proceeds as described for steps 13a and 13b in Figure 1.

16) The PSAP sends a location request to the GMLC indicated in step 14 (by either an IP address/name or an ESRK). The PSAP identifies the UE using either the UE’s public user address (IP capable PSAP) or ESRK (PSTN capable PSAP). The location request indicates a requirement for an accurate location estimate. The location request could be identical to the Emergency Services Position Request defined in J-STD-036 in the case of E911 and a PSTN capable PSAP.
17) The GMLC sends a MAP PSL to the SGSN requesting an accurate location. The GMLC obtains the SGSN address from the most recent location information obtained for the UE or from an update of the SGSN address from the S-CSCF provided when the UE includes the SGSN address in subsequent re-REGISTER messages. The GMLC could alternatively query the SGSN address from the S-CSCF if it is received in re-REGISTER messages but not transferred. If the GMLC cannot obtain the SGSN address in this way or chooses the wrong SGSN address, it could query the address from the HSS indicated by the UE’s IMSI or pseudo-IMSI.

18) The SGSN instigates positioning of the UE by the RAN.

19) The SGSN returns the location estimate to the GMLC

20) The GMLC returns the location estimate to the PSAP. For a US emergency call, the response message could be identical to the Emergency Services Position Response defined in J-STD-036 for the E2 interface in the case of a PSTN capable PSAP (and could thus include additional information such as the MSISDN of the UE). 

21) When the call is later released (not shown in the figure), the S-CSCF may send an indication immediately to the GMLC. The GMLC may then release any record of the call. The S-CSCF (or UE) may also de-register the emergency public user ID registered in steps 5-7. Alternatively, the S-CSCF, GMLC (and UE) could allow the registration and call records to persist for some period to support possible later callback from the PSAP to the UE and possible further location requests. 

6. Support of UICC-less UEs and UEs with no roaming agreement in the VPLMN
The procedures so far described assume that the UE contains a UICC (universal integrated circuit card) and that the HPLMN and VPLMN have a roaming agreement (permitting UE registration in the VPLMN and subsequent emergency call access to a PSAP). If this is not the case, special procedures are needed to enable UE access to and registration in the VPLMN, call setup to the PSAP and possible callback from the PSAP. These are described below. It should be remarked that callback from the PSAP in the UICC-less case is a capability possible for VoIP but not possible for circuit mode emergency access due to an inability in circuit mode to page an unregistered UE (without substantial changes to the air interface).
6.1 Access to GPRS or UMTS
3GPP TR 23.867 already describes procedures for enabling GPRS access and PDP context activation for emergency services from a UE with no UICC or no roaming agreement in the VPLMN. For GPRS attach, the procedures make use of a pseudo IMSI containing a special unique MCC-MNC combination and digits from the IMEI. Alternatively, GPRS attach can be achieved using the IMEI as an identification. The first alternative (pseudo-IMSI) has the advantage of registering the UE in an HSS in the VPLMN which could help support inter-SGSN handover. 
6.2 Access to a WLAN

As for GPRS and UMTS access, a pseudo IMSI could be used to facilitate WLAN access – preferably the same pseudo IMSI used for GPRS/UMTS made up of a unique MCC-MNC combination and digits from the IMEI. The pseudo-IMSI can then be used to create the following pseudo NAI to be used for initial access and AAA procedure. 

Pseudo NAI 
=
“n<pseudo IMSI>@VPLMN_network_domain”


where n (n # 0 or 1 as these are already taken for normal NAIs) is a fixed digit in the range 2-9 indicating use of a non-authenticable pseudo NAI for an emergency call

In the case of a UE containing a UICC but with no roaming access to the VPLMN, the pseudo-IMSI might be constructed using digits from the IMSI rather than IMEI which can avoid possible duplicate pseudo-IMSIs if all IMSI digits are used. However, this increases the impacts to both the UE and network.
VPLMNs advertised by the WLAN could either all be capable of supporting AAA using the pseudo NAI for emergency services or might be presented to a UE in a prioritized order indicating capability and willingness to support this. The VPLMN would then treat the UE as a temporary home subscriber and either skip authentication and authorization (AAA) or ensure that it succeeds. It would be preferable to follow normal procedures as far as possible, for maximum transparency, and to register the UE in some HSS in the VPLMN in order to better support WLAN reselection and handover.
6.3 IMS Access
One alternative, in the case of a UICC-less UE or a UE with no roaming agreement in the VPLMN, would be to skip the SIP registration process as currently described in 3GPP TR 23.867. This still enables outgoing emergency call setup to a PSAP but would not support callback. It is thus proposed to define a second option in which the UE is allowed to register by sending a SIP REGISTER message containing the VPLMN domain name and a special emergency private user ID created using the VPLMN domain name and the pseudo-IMSI described above. This would be recognized in the S-CSCF and V-PLMN HSS but could be transparent to other entities.
The registration procedure would then proceed as far as conveying the REGISTER message from the UE to an S-CSCF (or other IMS server – e.g. AS) in the VPLMN. There would then be no registration in an HPLMN, but the S-CSCF would register the UE in an HSS in the VPLMN. The HSS could then assign a temporary TEL URI and/or SIP URI (from a pool contained in the HSS) as temporary public user identities. These could be conveyed in the call setup to the PSAP (either the TEL URI if signaling was over the PSTN or the SIP URI for SIP call setup). This would enable callback from the PSAP provided the IMS registration and IP connectivity were maintained by both the VPLMN and UE for some period following termination of the emergency call. The temporary public TEL URIs and SIP URIs would need to be recognized by the PSAP as temporary and not permanent addresses (since they could not be used to globally identify the UE) and the HSS might need to “quarantine” any such address for some period after each assignment to avoid mis-routing PSAP callbacks to the wrong UE.
6.4 Support of PSAP Callback

If the UE can be registered in the HPLMN, callback from the PSAP would use the SIP URI or TEL URI public user identity of the UE and would be routed initially to the HPLMN as described in 3GPP TS 23.228. In the case of a SIP capable PSAP, the SIP INVITE would be routed to an I-CSCF in the HPLMN (based on the HPLMN domain name in the UE’s SIP URI) which would query the HSS for the S-CSCF in the HPLMN in which the UE was registered. The I-CSCF would then route the call to this S-CSCF which, based on previous registration information, would route the call to the S-CSCF in the VPLMN (treated by the HPLMN S-CSCF as a P-CSCF). The call would then be routed to the UE via the P-CSCF in the VPLMN. In the case of a legacy PSTN capable PSAP, call routing would be the same once the call reached an I-CSCF in the HPLMN. In order to get there, the call would be routed through the PSTN to an MGCF in the HPLMN based on the TEL URI of the UE. The MGCF would interwork between PSTN and SIP signaling and send on a SIP INVITE to the I-CSCF. This functionality is already existing (e.g. see 3GPP TS 23.228) and hence is only summarized here.

If the UE cannot be registered in an HPLMN (e.g. UICC-less UE or no roaming agreement between the HPLMN and VPLMN), the UE can be registered instead in an HSS in the VPLMN as described in section 6.3. The VPLMN HSS can then assign the UE a temporary TEL URI or SIP URI public user identity as also described above. Callback from the PSAP would then be routed to either an I-CSCF in the VPLMN in the case of SIP capable PSAP or an MGCF in the case of a PSTN capable PSAP. Call routing to the UE would then be similar to the normal case except that no HPLMN would be involved. The complete registration procedure, call setup and call back procedures are described below in more detail.
6.5 Call Flow Details for Call Setup and Callback for the UICC-less case
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Figure 5 – VoIP Emergency Call Setup and PSAP Call Back for a UICC-less UE 

1) The UE discovers and attaches to an AN, establishes IP connectivity and may discover a local SIP server address (e.g. P-CSCF) as described for step 1 of Figure 2. For a UICC-less UE or a UE with no roaming agreement in the V-PLMN, the UE may employ a pseudo-IMSI for GPRS attach and a pseudo-NAI for WLAN access and AAA. Preferably, the UE is registered in an HSS in the VPLMN during GPRS attach or WLAN AAA using the pseudo-IMSI. 
2) The UE attempts to register in the VPLMN IMS by sending a SIP REGISTER to the P-CSCF discovered in step 1 (not shown). For the UICC-less or non-roaming case, this contains an emergency services indication, the V-PLMN domain name, the UE IP address obtained in step 1 and a special emergency private user ID created using the VPLMN domain name and the pseudo-IMSI. For a re-registration, any temporary public user ID assigned in the initial registration would also be included. Due to the presence of the emergency services indication and/or the special emergency private user ID, the P-CSCF forwards the REGISTER to an S-CSCF in the same network that supports emergency service calls. The REGISTER could carry location information (e.g. GPRS/UMTS cell ID or WLAN MAC address) and/or a V-SLP or SGSN address.

3) The S-CSCF forwards the registration information to an HSS – e.g. in a Cx-Put/Cx-Pull. 
4) The HSS verifies if the emergency private user ID is already registered (e.g. UE already registered or another UE registered with the same private user ID). The HSS can make use of the temporary public user ID, if provided, both to distinguish UEs that have the same emergency private user ID due to common IMEI digits and to distinguish an initial registration (no temporary public user assigned) from a re-registration. For an initial registration, the HSS stores the emergency private user ID and the S-CSCF address and assigns a temporary public user SIP URI and/or TEL URI, which are returned to the S-CSCF.

5) The S-CSCF returns a 200 OK to the UE via the P-CSCF. This can include the temporary public users IDs assigned by the HSS. The UE should re-register if, following setup of the emergency call, there is a handoff within the same VPLMN to a different SGSN (GPRS access) or different WLAN (WLAN access). 

6) The UE sends a SIP INVITE to the SIP server (e.g. P-CSCF) discovered in step 1. This carries some global SIP URL or TEL URI indicating an emergency call (e.g. sos@local-domain or “911” as being proposed by IETF Ecrit). The P-CSCF forwards the INVITE to the S-CSCF. For a UICC-less UE or a UE with no roaming access to the VPLMN, the UE includes the temporary public user IDs received in step 5. 
7) The S-CSCF interacts with a location server to obtain PSAP routing information for the call – e.g. PSAP SIP URI or an ESRD and ESRK. The details of this are as described for Figures 2 and 4.

8) 8a: For an IP capable PSAP, the S-CSCF routes the SIP INVITE to a PSAP using a SIP URI. The S-CSCF shall include any interim location estimate, the IP address or name of the location server used in step 7 and the temporary public user SIP URI assigned to the UE.

8b: For a PSTN capable legacy PSAP, the S-CSCF forwards the SIP INVITE to an MGCF (via a BGCF) and includes the ESRD, ESRK and possibly temporary public user TEL URI assigned to the UE.

8c: The MGCF routes the call to the PSAP over the PSTN, possible via a selective router, using SS7 ISUP and/or MF signaling. The ESRD or ESRK are used as routing numbers and the ESRK is passed to the PSAP (e.g. via MF CAMA signaling) as the identity of the UE and as a key to obtain more information. The temporary public user E.164 number may also be passed to the PSAP if allowed by the signaling capabilities.
9) 9a: For an IP capable PSAP, further SIP signaling occurs to establish the call.

9b: For a PSTN capable PSAP, further SIP signaling and interworking with SS7 ISUP and/or MF at the MGCF occurs to establish the call. The actual call path for both cases is established separately.

10) The PSAP may obtain an accurate UE location by querying the location server indicated by a SIP URI or ESRK in the call setup. The response from the location server can include any temporary public user E.164 number assigned to the UE (in the case of a legacy PSAP) – e.g. in case this was not passed to the PSAP in the call setup. Some time later, the call is released – e.g. drops due to temporary loss of radio coverage. The S-CSCF may then wait for some temporary period before informing the location server in order to support location of the UE by the PSAP for the subsequent callback described next.
11) The PSAP attempts to call back the UE using its temporary public user ID.

11a: For a SIP capable PSAP, a SIP INVITE is sent to an I-CSCF in the VPLMN indicated by the network domain part of the temporary public user SIP URI assigned to the UE.
11b: For a PSTN capable legacy PSAP, an ISUP IAM (or MF call setup) is sent to an MGCF in the VPLMN indicated by the first digits in the temporary public user E.164 number assigned to the UE.

11c: In the PSTN case, the MGCF sends a SIP INVITE to the I-CSCF containing a TEL URI constructed from the E.164 number received in step 11b.

12) The I-CSCF sends a location query to the HSS with the temporary public user SIP URI received in step 11a or temporary public user TEL URI received in step 11c.
13) The HSS finds the UE registration information and returns the address of the S-CSCF.

14) The I-CSCF forwards the SIP INVITE to the S-CSCF.

15) The S-CSCF locates the P-CSCF address and sends the SIP INVITE to the UE via the P-CSCF. 
16) Call setup continues as in a normal case. 

17) When the call is later released (not shown in the figure), the S-CSCF may send an indication to the location server used in step 7. The location server then releases any record of the call.
7. Support of a geographically remote legacy PSAP

In some cases, the visited PLMN, or at least the SIP call server (e.g. S-CSCF), may be geographically remote from the UE. In such cases, it may not be possible to route the call via a local MGCF to a PSTN capable PSAP if the PSTN does not support access to remote PSAPs. Three alternative solutions are described below for this.

7.1 Solution 1 – Redirect call to a different VPLMN

Early in the processing of the SIP INVITE, the S-CSCF or location server (e.g. SUPL S-SLP, 3GPP GMLC) may determine that the call should be redirected to a call server in another network. In that case a SIP 3xx Redirect response (e.g. 305 use proxy) is returned to the UE containing the SIP URI(s) of the preferred alternative server(s). The UE then reattempts the call procedures as described previously although the access and IP connectivity procedures may not need to be repeated if the same access network can still be used. 

If the procedure has advanced as far as determining an interim location estimate and/or the correct PSAP (e.g. ESRD, SIP URI or IP address), the S-CSCF may include these in the redirect response. The UE should then include this information in the INVITE sent to the new PLMN which may avoid extra delay (to obtain the same information) and enable support from PLMNs without the capability to obtain this information. The original S-CSCF would also need to notify the location server (e.g. S-SLP or GMLC) in order that the call record be removed.

7.2 Solution 2 – Forward call to a different PLMN

Instead of redirecting the call back to the UE, the S-CSCF could forward the call to a SIP server in another network (or the same network) closer to the PSAP from where it can be better forwarded into the PSTN. The VPLMN would continue to support all the functions previously described including location support and support for any UICC-less UE. This means that the forwarded SIP INVITE must include the PSAP identity (e.g. SIP URI or ESRD), any ESRK assigned by the location server and any temporary public user IDs assigned for a UICC-less UE. The PSAP would thus continue to query the location server in the VPLMN for location information and any callback would be sent via the HPLMN to the VPLMN for the normal case or direct to the VPLMN in the UICC-less case. The continuing support of these functions in the VPLMN avoids demands on the subsequent SIP server and should enable a larger number of other networks to support the forwarding service. 
7.3 Solution 3 – Use of Number Portability

For North America, one solution is to make use of Local Number Portability. In addition to returning an ESRD and ESRK, the location server (e.g. SUPL S-SLP or 3GPP GMLC) should return an LRN (Location Routing Number) to the IMS (e.g. S-CSCF) that corresponds to a LEC exchange or PSAP selective router from which the PSAP can be reached directly. As an alternative, the IMS (e.g. S-CSCF or MGCF) may obtain the LRN itself from the ESRD. The LRN is included in the information sent to the MGCF (if not obtained by the MGCF) and the MGCF sends an ISUP IAM into the PSTN containing the following parameters.


Called Party Number = LRN


Generic Address Parameter (GAP) = ESRD

FCI parameter bit M set to “number translated”


Calling Party Number = UE MSISDN or ESRK


Calling Party’s Category set to “emergency service call” (optional)

Due to support of number portability throughout the US PSTN, the call (ISUP IAM) would be correctly routed to the intended LEC CO or selective router provided SS7 rather than MF trunks can be used throughout. Provided the destination LEC CO or selective router supports number portability, it will recognize the LRN as its own when it receives the call and will obtain the true called party number (the ESRD) from the GAP. Uniqueness of the ESRD or the Calling Party’s Category setting can tell the LEC CO or selective router that this is an emergency call. At that point, the call can be routed to the PSAP as if it had originated locally.

This solution avoids new impacts to PSTN toll switches (e.g. no routing changes) but requires some impact to LEC COs or selective routers.
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