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1. Introduction

This contribution provides some supplements of the procedures for the off-path model in TR23.802.

2. Discussion

In current off-path IP QoS model, the PDF should send a resource request to the BCF for each received session for AF. But for the non real time service, the best effort or DiffServ is enough. There is unnecessary to send resource request to the BCF for those services. That case should be described in the TR.
The following proposal describes some supplements of the procedures for the off-path model in TR23.802.

3. Proposal

We propose that the following additional texts be add to the TR23.802.
6
Procedures

Editor's Note:
This section will describe the procedures for the functional elements contained in the different enhanced E2E QoS architectures.

6.1
QoS procedures in functional elements

6.1.1
General
This section describes the main procedures for each involved network element that is used for the end-to-end QoS management. Procedures to ensure end-to-end QoS may be required. Various scenarios and architectures need to be studied in order to determine if new procedures would be needed to be added to the existing functional elements in order to meet the requirements of end-to-end QoS management.
6.1.2
Procedures in the off-path model
6.1.2.1
Procedures in the PDF

When the PDF received the bearer authorization request from the GGSN, the PDF shall authorize the bearer resources by checking the stored SBLP for the session. 

After this, for some services with strict end-to-end QoS requirement, it is necessary for the PDF to check if there are enough resources.  The PDF shall send the authorized QoS request signalling to the BCF when interacting with the external IP network when the PDF decides to send the QoS request to the BCF based on the bearer/session information or the operator’s policy. That is to say, the PDF can also determine not to send an authorized request to the BCF based on the bearer/session information (e.g. some non-real time QoS services) or the operator’s policy. One way in which the PDF can discover the BCF is by using a static configuration mechanism in the PDF. For example the PDF can find the appropriate BCF through static configuration of the FQDN or IP address of the BCF(s) which manages the external gateway router which interacts with the GGSN.

If the PDF has sent an authorized QoS request to the BCF, the PDF receives the response from the BCF, containing the information that the requested QoS can be guaranteed, that only lower QoS can be guaranteed, or that no QoS can be guaranteed.

Finally, the PDF shall send the authorization decision to the GGSN containing the QoS negotiated with the external IP network. This informs the UE about the QoS available on the end-to-end path for the concerned flow(s).

Editor's Note:
It is FFS how to signal to the UE that no QoS can be guaranteed, e.g. the QoS class could be reduced to the lowest value indicating best effort.
If, during the established session, the BCF detects that the negotiated QoS cannot be maintained in the external IP network (link failure, congestion …) for some of the media flows, the BCF reports the information to the PDF. The PDF sends an unsolicited authorization decision to the GGSN that triggers a GGSN initiated bearer modification. This informs the UE about the fact that the QoS is decreased or even no more guaranteed for the concerned flow(s).

When the PDF received update or revoke request from the AF, the PDF shall send the appropriate update and revoke request to the GGSN and the BCF if needed. The original resource may be modified or released.
Editor's Note:
The static configuration mechanism may only work with a single BCF. Other mechanisms to select BCF are FFS. This includes selecting BCF in an external IP network with multiple BCFs.

6.1.3
Procedures in the feedback based call admission control on-path model

6.1.3.1
General

As part of session establishment, the current congestion condition of the external backbone IP network shall be obtained by the media function (e.g. GGSN or another node in the IMS core).

The congestion condition indication is then provided to the CAC function which could be allocated to the media function (e.g. GGSN, MRF) or to another IMS core node (e.g. PDF). 
7
Message flows

Editor's Note:
This section will describe the message flows between functional elements contained in the different enhanced E2E QoS architectures.

7.1
Message flows for the off-path IP QoS model
Editor's Note:
The procedures in this section should be aligned with PCC [i.e. 3GPP TR 23.803] once it is finalized.
7.1.1
Authorize QoS resources, AF session establishment
Same as 6.3.1 in 3GPP TS 23.207 [4].
7.1.2
Authorize QoS resources, bearer establishment

This section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and external network inter-working.
The following figure is applicable to both the Mobile Originating (MO) side and the Mobile Terminating (MT) side.
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Figure 7.1.2.1: Authorize QoS resources, bearer establishment

1)
The GGSN sends a REQ message with the Binding Information to the PDF in order to obtain relevant policy information. 

2)
A PDF generated authorization token enables the PDF to identify the authorisation status information. If the previous PDF interaction with that AF had requested this, or if the previous interaction with the AF did not include service information, the PDF sends an authorisation request to that Application Function.

3)
The AF sends the service information to the PDF. 
4)
The PDF shall authorize the required QoS resources for the AF session if the session description is consistent with the operator policy rules defined in the PDF, and install the IP bearer level policy in its internal database. This is based on information from the Application Function. If the PDF decides (based on bearer/session information or operator’s policy) to send a request for QoS resources of the external IP network to the BCF, the step 5 shall be done.
5)
The PDF sends a request for QoS resources of the external IP network to the BCF with service information, which may include session description information based on the AF session signalling.

6)
When step 5 is happened, the PDF will receive the result of allocation resources from the BCF.
7)
The PDF sends a DEC message back to the GGSN.

8)
The GGSN sends a RPT message back to the PDF, which may also trigger a report message to be sent from the PDF to the AF.
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