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Introduction

The main traffic use case when the connection and routing methods of the current PS domain were defined was user-to-server communication. However, user-to-user communication is expected to increase more and more as services and service usage diversifies; for example voice call over IP, chat, and online gaming.
Discussion

As described section 6.2.1 of TR 22.978, AIPN shall provide the ability to efficiently handle a variety of different types of IP traffic and shall have optimized routing mechanisms, in particular for user-to-user traffic. Optimized routing for mobile communication means that traffic is not routed via home network, instead user packets should be routed between visited networks directly (of course there may be intermediate networks). Consequently, the local gateway in the visited network should in most cases be used in the case of optimal routing.

AIPN shall support policy control for the service even in the case when the IP flow goes through the local gateway.

In addition to that, location privacy is an important requirement, and concealment of visited country from peer user is required. In order to satisfy both the optimal routing requirements and the location privacy requirements the IP address allocated by visited network should not be known and used by the peer terminal. 
Proposal

It is proposed to add the following text in subclause 5.X of TR 23.8de 
5
Requirements on the Architecture

5.x
Optimal routing

AIPN shall provide the ability to efficiently handle a variety of different types of IP traffic. This should include mechanisms for optimized routing, in particular for user-to-user traffic.
· AIPN shall support the use of a local gateway, placed in the visited network, to inter-work with external networks, e.g., the Internet and PSTN.

· AIPN shall have the capability to select the gateway in the visited network or the gateway in the home network for each service.

· AIPN shall have the capability to control the policy of the gateway function and the gateway function towards the external networks, e.g., IMS-MGW in the visited network from the application function, which may not be in the visited network. The control can be done indirectly or directly.

5.x.1 optimal routing with location privacy

The AIPN should support both the optimal routing between the visited networks of each peer terminal, and location privacy (i.e., not to disclose the user and terminal location, including country and visited network, to peer terminals without the approval of the user).
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