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Introduction

As per the WI: voice call continuity between CS and IMS, seamless voice service should be guaranteed when vertical handover happens. The handover includes two directions: from IMS to CS or reverse. The present document is to discuss the handover control model from IMS to CS, including system model, control mode, session establishment. Because there is no IMS entity involved in traditional CS call and solutions proposed in this document are controlled by entities in IMS network, so the handover between traditional CS call and IMS VoIP call is not included in present document.
Notes: handover form CS to IMS is also partially supported, for example, a CS-IMS IW call can be switched to a pure IMS call.
The solutions provided in present document are all based on SIP, and in most of modes service control is executed by the S-CSCF allocating to the UE performing HO or by the AS. So these solutions are suitable generally to HO from IMS to CS. The figure 1 shows the session connection when user equipment switches between IMS-controlled VoIP call and CS call (CSI call or CS-IMS interworking call).
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Figure 1: handover between IMS-controlled VoIP call and CS call                     Figure 2: system model
Discussion

I.
System Model

To address the issues above, a system model to support IMS session mobility based on multiple access technologies is proposed shown in the figure 2. In the figure, HOCF, HOSF, HODF and HOAF are abstract modules and will be mapped onto actual IMS entities and/or CS entities after function introduction of them.
HandOver Source Function (HOSF): HOSF is the functional unit by which a user accesses IMS domain and establishes IMS session to an opposite user before handover, including connection at control plane to HOAF-CP and connection at user plane to HOAF-UP. In addition, in different control modes described later HOSF may also include:
· Handover detection and sending handover request to HOCF

· Handling authentication result for handover returned by HOCF

· Indicating to HODF to perform session handover

· Indicating to HOAF-CP to perform session handover

HandOver Destination Function (HODF): HODF is the functional unit by which a user establishes CS-IMS IW session to an opposite user during handover including connection at control plane to HOAF-CP and connection at user plane to HOAF-UP. The session between HODF and HOAF will replace the session between HOSF and HOAF after handover. In addition, in different control modes HODF may also include:
· Perform session handover assisted by HOSF/HOAF

· Assisting HOAF-CP to perform session handover
Notes: In the handover between CS and IMS, HOSF and HODF are located in the same terminal with different RAT. In different domains HOSF and HODF have different subscription IDs which are associated to a single subscriber at operator level, for example, HOSF in IMS domain has IMPU/IMPI and HODF in CS domain has MSISDN/IMSI, and IMPU/IMPI and MSISDN/IMSI are associated to a single subscription of a user. 
HandOver Anchor Function (HOAF): HOAF is the functional unit that establish connection with HOSF before handover and with HODF after handover. HOAF consists of two parts: control plane (HOAF-CP) and user plane (HOAF-UP), which may reside in the same entity or in the different entities.
· HOAF-CP: HOAF-CP is to establish connection at control plane with HOSF and HODF separately before/after handover. During the course of handover, HOAF-CP is able to establish new session control connection with HODF while maintaining the control connection with HOSF, and when new control connection with HODF is established successfully, HOAF-CP can replace the control connection with HOSF by new-established control connection.
HOAF-CP can be located either in opposite user equipment or in the user’s home network. In the latter control plane connection between the user equipment which is performing handover and opposite user equipment is split into two segments, one between the user equipment and HOAF-CP and another between HOAF-CP and opposite user equipment. In this case, HOAF-CP is assigned and controlled by HOCF.
· HOAF-UP: HOAF-CP is to establish media connection at user plane with HOSF and HODF separately before/after handover. During the course of handover, under the control of HOAF-CP, HOAF-UP can replace the media connection with HOSF by new-established media connection.
HOAF-UP can be located either in opposite user equipment or in the user’s home network. In the latter control plane connection between the user equipment which is performing handover and opposite user equipment is split into two segments, one between the user equipment and HOAF-UP and another between HOAF-UP and opposite user equipment. In this case, HOAF-UP is assigned and controlled by HOAF-CP.

HandOver Control Function (HOCF): HOCF is an optional unit and is to enable:
· Authenticating handover request

· Allocating and Controlling HOAF-CP

II.
Control Mode
Based on the above system model, four different control modes may be adopted according to …….In this section these four control modes will be introduced in detail and mapped onto actual IMS entities:
· End-to-end mode, including terminal-controlled mode and network-controlled mode
· Segmented mode, including CP-segmented (control-plane-segmented) mode and CP&UP-segmented (control-plane & user-place segmented) mode

1. Terminal-controlled Mode

[image: image3.wmf]UE after HO

UE before HO

Opposite UE

HOSF

HODF

HOAF-CP

HOAF-UP

[image: image4.wmf]Siganlling

Data


In this mode HOAF resides in opposite UE and the UE performing handover establishes sessions with HOAF through HOSF before HO and HODF after HO, and indicates to the opposite UE to replace the old session between HOSF and HOAF by the new session between HODF and HOAF. Detailed behaviour includes:
· Initial session establishment (before HO): HOSF completes IMS access and sets up session with HOAF. HOSF may be either the call originating part or the call terminating part.
· Handover procedure, including handover detection, handover initiation and handover execution.

· Handover detection is executed by HOSF

· Handover initiation: HOSF indicated to HODF or HOAF to perform handover

· Handover execution: either HODF or HOAF may be the master controller of handover. Session between HOSF and HOAF is replaced by the session between HODF and HOAF in this step.
2.
Network-controlled Mode
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In this mode HOAF resides in opposite UE and the UE performing handover establishes sessions with HOAF through HOSF before HO and HODF after HO, and indicates to the opposite UE to replace the old session between HOSF and HOAF by the new session between HODF and HOAF. Different to the previous mode, HOCF is included which resides generally in IMS networks serving the UE performing handover. Detailed behaviour includes:
· Initial session establishment (before HO): HOSF completes IMS access and sets up session with HOAF. During the session establishment HOCF is triggered.
· Handover procedure, including handover detection, handover authentication, handover initiation and handover execution.

· Handover detection is executed by HOSF

· Handover authentication: HOSF sends handover request to HOCF and HOCF authenticates the request. 
· Handover initiation: After completion of handover authentication, HOCF may either indicate directly to HOAF/HODF to perform handover, or return authentication ack to HOSF and then HOSF sends handover indication. 
· Handover execution: the old session between HOAF and HOSF is replaced by the new session between HOAF and HODF. In this procedure session re-negotiation may be needed because of difference between the old and the new sessions.
3.
CP-segmented Mode
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In this mode HOCF is included and HOAF-CP and HOAF-UP are located in different entities. HOAF-CP and HOCF are in the IMS network serving the HO UE. Under control of HOCF, HOAF-CP terminates the session with HOSF, and re-establishes the session between HODF and HOAF-CP. At control plane HOAF-CP splits the control session between the HO UE and opposite UE into two parts and controls these two sessions in 3PCC mode. Since HOAF-UP still resides in the opposite UE, media flow between the HO UE and opposite UE still works in end-to-end mode. Detailed behaviour:
· Initial session establishment (before HO): 
· HOSF completes IMS access and sets up session with HOAF.
· HOCF is triggered during the initial session establishment procedure.
· HOCF allocates the HOAF-CP for present session. Under the control of HOCF, HOAF-CP splits the control session between UE performing HO and opposite UE into two parts and controls these two sessions in 3PCC mode. Media flow between HOSF and HOAF-UP communicates directly.
· Handover procedure, including handover detection, handover authentication, handover initiation and handover execution.

· Handover detection, handover authentication, handover initiation and handover execution procedure is same to that in end-to-end/network-controlled mode.
· Any time connection at control plane between HOAF-CP and opposite UE remains unchanged, IMS service control relation upon this session is not affected by handover. Session re-negotiation may be needed because of difference between the old and the new sessions.
4.
CP&UP-segmented Mode

[image: image9.wmf]IMS network serving the

UE proforming HO

UE before HO

UE after HO

Opposite UE

HOSF

HODF

HOAF-

CP

HOCF

HOAF-

UP

[image: image10.wmf]Siganlling

Data


In this mode HOCF is included and HOAF-CP and HOAF-UP/CP are all located in the IMS network serving the HO UE. Under control of HOCF, HOAF-CP terminates the session between HOSF and HOAF-CP, and re-establishes the session between HODF and HOAF-CP. At control plane HOAF-CP splits the session between UE performing HO and opposite UE into two parts and controls these two parts of session in 3PCC mode. Meanwhile under the control of HOAF-CP, IMS network allocates HOAF-UP for present session, and then media flow at user plane between UE performing HO and opposite UE is split into two parts, too. Detailed behaviour:
· Initial session establishment (before HO): 
· HOSF completes IMS access and sets up session with HOAF.

· HOCF is triggered during the initial session establishment procedure.

· HOCF allocates the HOAF-CP for present session. Under the control of HOCF, HOAF-CP splits the control session between HO UE and opposite UE into two parts and controls these two sessions in 3PCC mode. 

· HOCF/HOAF-CP applies media resource in network as HOAF-UP and establishes media flows between HOSF and HOAF-UP, and between HOAF-UP and opposite UE.

· Handover procedure, including handover detection, handover authentication, handover initiation and handover execution.

· Handover detection, handover authentication, handover initiation and handover execution procedure is same to that in end-to-end/network-controlled mode.
· Any time connection at control plane and user plane between HOAF-CP/UP and opposite UE remains changeless and IMS service control relation upon this session is not be affected by handover. In this procedure session re-negotiation may be needed because of difference between the old and the new sessions.
5.
Brief summary
From the discussion above, in segmented mode, session between HOAF-CP and the opposite UE is only to support re-negotiation, and other aspects, e.g. IMS service control and charging for the opposite user, will not be affected. In segmented mode the opposite UE is not required to maintain the old session while establishing new session.

III.
Direction of Session Establishment after HO
During HO, to maintain service continuity, new session between HODF and HOAF-UP is established to replace old session. There are two ways to establish the new session: HODF-initiated session establishment and HOAF-initiated session establishment.
1. HODF-initiated new session establishment Req.
HODF sends new session establishment Req. to HOAF-CP through CS and CS/IMS IW gateway. In request message old session-related information and HO indication are delivered. According to the information receiving in the request message, HOAF sets up new session to replace old session. In this procedure session re-negotiation may be needed because of difference between the old and the new sessions.
According to the information receiving in the request message, entities involved in HO between HOAF and HODF can perform some specific operations, e.g. avoid of duplicated service trigger, specific charging handling. HOAF can also perform some specific operations, e.g. avoid of ringing.
2. HOAF-initiated new session establishment Req.

HOAF sends new session establishment Req. to HODF through CS/IMS IW gateway and CS to set up a IMS-CS IW call. In the new session establishment request message, HO indication and HOSF-related information is included. On receiving the session establishment request, HODF sets up new session with HOAF-CP and performs media negotiation with HOAF-CP based on its capabilities.
According to the information receiving in the request message, HODF can also perform some specific operations, e.g. avoid of ringing, and entities involved in HO between HOAF and HODF can perform some specific operations, e.g. avoid of duplicated service trigger, specific charging handling. 
IV.
Analysis

1. Analysis of Control Modes
	Control Mode
	Pros.
	Cons.

	End-to-End / Terminal-Controlled Mode
	· This scheme is the simplest one 

· Network resource utilised to implemented this scheme is the smallest in all modes
	· Increase more Requirements for the UE
· The whole procedure is not under control of network. 
· For a network, session before HO is different from the one after HO, the service logic upon old session can not be maintained on the new session

· From charging aspect, the old session and new one are regarded as different sessions, which is not reasonable.

	End-to-End / Network-Controlled Mode
	· This scheme is simpler and utilised resource is also small
· A network can control the procedure at a certain extent and handling of HOCF is simple
	· Increase more Requirements for the UE

· A networks is lack of controlling the whole procedure 
· For a network, session before HO is a different one to the session after HO, then service logic upon old session can not be maintained on the new session

· From charging aspect, the old session and new one are regarded as different sessions, which is not reasonable.

	CP-Segmented Mode
	· Only operation between HOAF and opposite UE is re-negotiation. Service logic and charging handling upon the session segment is not be affected. 
· Requirements for the UE is low: Opposite UE is only needed to support re-negotiation
· Utilised network resource is also small
	· More complicated and 3PCC  need to be supported by AS

	CP&UP-Segmented Mode
	· Only operation between HOAF and opposite UE is re-negotiation. Service logic and charging handling upon the session segment is not be affected 

· Requirements for the UE is low: Opposite UE is only needed to support re-negotiation

· Users’ feeling is best when MRF provides media duplication / filter function
	· More complicated and 3PCC is needed to be supported by AS and AS needs to control MRF
· Need more network resource, especially media resource


2. Analysis of  Direction of Session Establishment

	Direction
	Pros.
	Cons.

	HODF Initiation
	· It’s easy to avoid affecting ongoing services
· CS CDR may be picked out to be handled distinguishingly
· In segmented mode, HOAF-CP is implemented in network, so it is easy to avoid ringing when new session is establishing to provide better service feeling
· It has low dependency to the old session
	· Specific E.164 number need to be allocated to HODF
· Routing info. need to be configured to this specific E.164 number.

	HOAF Initiation
	· A user’s MSISDN can be used to address the user and no Routing info. is needed to be configured to this specific E.164 number
· An operator can determine whether provides E.164 number or not to call originator. If so CS CDR may be picked out to be handled distinguishingly
	· It’s not easy to avoid affecting ongoing services
· In end-to-end mode, it increases requirements for a UE (e.g. supporting REFER)
· It is not easy to avoid ringing when new session is establishing

· In this case, it is HOSF that sends HO indication to HOAF and provides HODF-related info. In environment where attenuation of signalling is rapid, e.g. in a WLAN, the steady connection is not easy to be guaranteed. 


Notes:

1. Avoid the effects from other services

To insure establishment of new session, effects from some services which may result in call transfer or call reject should be avoid. In IMS domain, benefiting from the flexibilities of SIP and powerful service control capabilities of IMS network, effects from these services can be avoided with configuration of iFC or little modifications to network entities. But in CS domain, it is not permitted to modify network entities and the extensibility of CS signalling is limited, so only existing mechanism in CS domain can be considered to resolve the above problems. In CS domain, to meet requirements from emergency call and special number service, the mechanism of elusion of calling part services is mature according to the called number. On the contrary, for elusion of called part services, no appropriate mechanism is available. So when handover happens from IMS to CS, it is easy for HODF-initiation new session establishment to provide elusion of effects from other services.
2. Routing optimisation in CS domain (avoiding utilisation of long distance trunk)

In segmented mode, if a user handover from IMS to CS, HOSF resides in the user’s home network, so:
· If the new session is initiated by HOAF and BGCF is not extended to select an IW gateway based on the place where the user is roaming, the call will be routed from MGCF in home network to CS domain the user is roaming, then resource of long distance trunk is utilised unnecessarily.

· If the new session is initiated by HODF, according to the routing information configuration of the specific E.164 number, target CS domain is able to select an IW gateway local to route the call to IMS, unnecessary utilisation of long distance trunk/toll can be avoided.
Conclusions
Based on the discussion above, it is proposed to adopt the CP-segmented mode and HODF-initiated session establishment procedure.

