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1. INTRODUCTION

This contribution discusses the NNI issues to address for CSI services to work between different operators. 

2. DISCUSSION

For CSI services to take off, there should not be any barriers to stop one IMS user from setting up a CSI-related session with another IMS user, even if the users have their IMS service from different operators. 

A CSI service is characterized by its ability to generate accounting records for different IMS Service Content, and to be able to apply network policy to the IMS Service Content exchanged. This is only possible if one and possibly two AS’s are inserted between the users. To be able to use CSI services across operator domains these AS’s must be in place so that enough accounting information is provided for the operators to create roaming agreements for CSI Services. 

Thanks to these AS’s, each operator is able to set and enforce his own network policy on the IMS Service content being transferred.

Therefore, it is expected that for a CSI session, at least one AS should be involved for both the signaling session and the related media sessions. 

If both parties of the IMS session are in the same operator’s network, only one AS is needed. 

Each AS generates the accounting data within a session for the sender and the receiver of each IMS Service content exchanged. 

During the lifetime of a CSI session, both the initiator and the recipient of the session setup request may be at times the sender of IMS Service content and at times the receiver of IMS Service content. It should be possible to set up the session in such a way that both users know that they can each send and receive IMS Service content at the same time, or it may be negotiated that each user can send and receive content but cannot do both at the same time. 

Accounting data is expected to be generated per IMS Service content transmission (e.g. image size, image encoding type, duration of video stream, …), on both the sender’s side and the receiver’s side. 

2.1 Mechanisms for ensuring that at least one AS is included in the CSI Session

One way to ensure that there is at least one AS included in every CSI session is to ensure that there is an originating trigger for CSI services configured in the user profile for each IMS user stored in HSS. However, it may be difficult for an operator to guarantee that this is the case.

Another way to ensure that there is at least one AS included in every CSI session is to ensure that all CSI sessions be initially addressed to a Public Service Identity (PSI) for the CSI Service (e.g., the Request-URI would be set to csi@csi.op1.net or csi@op1.net). 

If the session setup request uses a CSI PSI, the operator can guarantee that the originating network shall insert an AS through one of these methods: 

· the INVITE to the CSI PSI would fail because there is no user defined that matches the CSI PSI, or 

· the operator could configure a DNS entry for the AS hosting the CSI PSI which would case the INVITE to be routed  to an AS, or 

· there would be a PSI user defined in the HSS with a terminating unregistered trigger that would cause the INVITE to be routed to an AS.  

Using a PSI means that the Request-URI of the INVITE is set to the CSI PSI, and the actual recipient is encoded in the body of the INVITE using a body part (for example the way PoC does this for ad-hoc PoC sessions). The AS takes the recipient out of the body of the INVITE and uses it in the Request-URI of the INVITE it sends to the recipient.

2.2 Mechanisms for including an AS in a CSI session using IP Multimedia Service Control (ISC) and Initial Filter Criteria (IFC)

IMS initial filter criteria (IFC) is used to ensure an AS is inserted in the CSI session for both signaling and media.

The following sections give examples of the IFC each IMS user using CSI Services would require. This IFC should be configured for each user at the same time as the user is given an IMS subscription.

2.2.1 Originating Trigger for each IMS user

Phase: Mobile Originating for the user in the P-Asserted-Identity header field;

SIP method: Initial SIP INVITE request; 

Request-URI = the pre-configured CSI Public Service Identity (PSI) parameter (e.g., csi@csi.op1.net or csi@op1.net);

Accept-Contact =*;+g.3gpp.csi=”TRUE”;require;explicit.

Either the Request-URI or the Accept-Contact header field is required in this originating trigger, not both. 

As stated in section 2.1, the advantage of using a CSI Public Service Identity (PSI) is that it guarantees that the originating network shall insert an AS.

2.2.2 Terminating Trigger for each IMS user

Phase: Mobile terminating for the user in the Request-URI header field;


SIP method: Initial SIP INVITE request; 

Accept-Contact = *;+g.3gpp.csi =”TRUE”;require;explicit.

2.2.3 Terminating Unregistered Trigger for a PSI user 

This trigger could be used if it were not guaranteed that each IMS user would have an originating trigger for CSI services. It could also be used if there were no originating triggers for CSI services at all, but only if the originating network had one CSI AS used by all its users (not scalable).

Phase: Mobile Terminating Unregistered for the CSI PSI User (e.g., csi@csi.op1.net, or csi@op1.net) in the Request-URI header field;

SIP method: Initial SIP INVITE request. 

2.3 NNI Use Cases

This section provides flows for these 3 use cases:

· When the terminating network supports CSI services;

· When the terminating network does not have CSI services at all, just IMS;

· When the terminating user is roaming in a network without CSI services;

· Exchanging of OPTIONS for capability discovery.

2.3.1 When the terminating network supports CSI services
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Figure 1a: When the terminating network supports CSI services
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Figure 1b: When the terminating network supports CSI services
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Figure 1c: When the terminating network supports CSI services – MSRP
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Figure 1d: When the terminating network supports CSI services - RTP

2.3.2 When the terminating network does not have CSI services at all, just IMS

tbd – same as above, but remove AS-B from signaling flows

2.3.3 When the terminating user is roaming in a network without CSI services

tbd

2.3.4 Exchanging of OPTIONS for capability discovery
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NOTE 1: The CSI feature tag is used by the IMS Core to route the OPTIONS request to the terminal that has already registered with the CSI feature tag.

NOTE 2: TBD of the OPTIONS request could carry sdp for the requestor. If so, the second OPTIONS exchange could be skipped.
Figure 4: Exchanging of OPTIONS for Capability Discovery
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