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	Tdoc #
	Source
	Title
	Summary
	Proposed Conclusion

	S2-041708
	N1-040752
	Use of pres and im URIs in IMS
	To: SA1, SA2
A number of referenced IETF documents for Presence and Instant Messaging (examples draft-ietf-impp-cpim-pidf-08.txt, draft-ietf-impp-pres-04, draft-ietf-simple-presence-10) mandates the use of the URI Schemes “pres:“and “im:". We think there is a need to specify how these schemas shall be used in an IMS system. In addition, it shall be clarified how the pres: and im: URI schemas relate to the SIP:URI schema in a IMS SIP domain.


Actions: CN 1 is asking SA 1 to answer the following questions: 

1) Can an IMS subscriber be addressed using a “pres” and “im“ URIs ? 

2) Can an IMS subscriber originate a request with a “pres” or “im” URI? 

CN 1 is asking SA 2 to answer the following question:

If the answers to the above questions are yes, do SA2 see any architectural implications?
	Open, Handle on Agenda point 9.2 (IMS)

	S2-041723

	OMA-POC-2004-0228-LS-Reply-3GPP-3GPP2
	LS Reply to 3GPP and 3GPP2on principles for overlapping issues with OMA regarding PoC
	To: 3GPP TSG-SA WG2, 3GPP2 TSG-S CC: 3GPP TSG-SA, TSG-SA WG1, TSG-CN WG1, 3GPP2 TSG-X

OMA POC WG thanks 3GPP TSG-SA WG2 and 3GPP2 TSG-S for their respective replies to the LS to 3GPP(/2) on principles for overlapping issues with OMA regarding PoC and notes the information contained in their responses to the original questions asked by OMA POC WG. 

OMA POC WG would like to inform 3GPP TSG-SA WG2 and 3GPP2 TSG-S that they have now agreed some text regarding the QoS requirements for media bearers for PoC and would like to inform 3GPP TSG-SA WG2 and 3GPP2 TSG-S of this as a part of their response to the respective questions on QoS and Charging requirements for media bearers for PoC contained in the Liaisons from 3GPP TSG-SA WG2 and 3GPP2 TSG-S.

In clause 8.20 of the POC AD on Quality of Service Traffic Classes the currently agreed text is as follows:
The selection of QoS traffic classes for the PoC control and user plane is dependent on the QoS traffic classes supported by a PoC network.

For the case when different PDP contexts or Service Instances are used for PoC signalling and user plane, it is recommended that the OMA PoC Clients SHOULD separately utilize the traffic class that is best suitable for signalling (.e.g., Interactive traffic class) and the traffic class that is best suitable for the user plane (e.g. Streaming or Conversational traffic classes). If the requested level of QoS or traffic classes for the control plane and/or user plane are not available, the system should attempt to use the negotiate QoS or request an alternative QoS traffic class.  The details of the QoS used are described in [TS 23.107]. 

For the case when one single PDP context or Service Instance is used for both PoC signaling and media the PoC Client SHOULD utilize the QoS traffic class that is determined to be the best available considering the overall needs of the PoC Service (.e.g, Interactive traffic class). 

OMA POC WG is still discussing charging related issues but currently no charging requirements have been identified for media bearer level charging for PoC and the currently agreed text only identifies service level charging. The currently agreed full text on charging can be found in the OMA-POC-AD (attached) clause 8.12 but a subset of the text on session related charging requirements has been extracted from clause 8.12 and is included here for information:

The charging of the PoC participant can be based on the following:

· PoC session time: Time spent by the PoC participant in a PoC session.

· Sent talk-bursts: Amount of talk-bursts sent by the PoC participant. Amount of talk-bursts shall be measured as a number of talk-bursts and/or as a length of talk-bursts.

· Received talk-bursts: Amount of talk-bursts received by the PoC participant. Amount of talk-bursts shall be measured as a number of talk-bursts and/or as a length of talk-bursts.

· Total PoC session time: Total time PoC session is up, i.e. the time that there is at least one PoC participant in a PoC session.

· Amount of PoC participants as function of time: In order to do this following need to be measured, times when PoC participants join and leave the PoC session.

· Talk-bursts distributed to the PoC participants: When one of the PoC participants sends talk-burst in a session, then this talk-burst needs to be distributed to all PoC participants in a PoC session. The amount of distributed talk-bursts shall be measured as a number of talk-bursts and/or as a length of talk-bursts.

In the PoC architecture the Controlling PoC server measures and sends charging reports to the charging system for the charging of the PoC session owner.

It is hoped that for the time being this response adequately addresses the charging requirements of media bearers part of the question asked in the liaisons. OMA POC WG will inform 3GPP and 3GPP2 of any relevant enhancements to this information if they occur as a result of the conclusion on discussions on charging for PoC.

In addition OMA POC WG would like to respond to the additional question asked by 3GPP2 TSG-S regarding the definition of extremely long lived sessions. Currently OMA POC does not have such a definition nor is it likely that one will be defined. Pre-established Session is currently defined in the POC AD as "A mechanism to negotiate media parameters between the PoC Client and the home PoC Server before establishing a PoC session". However these Pre-established Sessions which are initiated by a SIP INVITE request from the PoC Client are likely to be established soon after the PoC Client registers with the SIP/IP core and remain established for many hours or even days, most of that time being inactive in terms of transfer of media. Currently there has been no discussion on placing a limit on the duration of a Pre-established Session or whether it is necessary to periodically refresh the Pre-established Sessions or on procedures to recover from the loss of a Pre-established Session. These additional details may be considered as part of the stage 3 PoC work which is just starting. OMA POC WG welcomes any comments from 3GPP and 3GPP2 on issues with long lived Pre-established Sessions as they impact the IMS/MMD particularly any comments related to the appropriate point for the establishment of media bearers by the PoC Client for PoC talk sessions when using Pre-established Sessions.
Finally OMA POC WG would like to inform 3GPP and 3GPP2 that OMA POC WG now assess that the OMA-POC-AD is now at a level of maturity to undergo review by the OMA Architecture WG. The attached zip file contains the package being sent to the OMA Architecture WG for review and is included here for the information of 3GPP and 3GPP2. It should be noted that in addition to the POC Architecture Document itself, the package includes a diagram showing how the PoC Architecture integrates with the overall OMA architecture, and a separate revised figure 5 that contains new reference point labels that align with the naming convention used by OMA Architecture WG as well as a table that maps the OMA Architecture reference point labels to those currently used in the OMA-POC-AD. It has been agreed by the OMA POC WG that the OMA-POC-AD will be revised soon to include the revised figure 5 and use the OMA Architecture reference point naming.

OMA POC WG would like to provide Proposal

That 3GPP TSG-SA WG 2 and 3GPP2 TSG-S:

· Take account of the new reference point labels and PoC architecture diagram for use in their documentation on PoC.

· Take note of the information contained in latest version of the OMA-POC-AD

· Take note of the latest version of the OMA-POC-RD which has been approved by the OMA Technical Plenery and is now a candidate specification under change control.

Requested Action(s)

OMA POC WG kindly requests 3GPP TSG-SA WG2 and 3GPP2 TSG-S to study the OMA-POC-AD and provide OMA POC WG with any comments they have on the OMA PoC Architecture as it impacts IMS/MMD and to update OMA POC WG on any additional information as a result of their studies in response to the original questions asked by OMA POC WG in the original liaison on these issues.
Conclusion

OMA POC WG thanks 3GPP and 3GPP2 for their continued support and cooperation in development of PoC. Please note that the next face to face meetings of OMA POC WG are 24-27 May 2004 in Helsinki, Finland and 21-23 June 2004 in Bangkok, Thailand.

	Open, Handle on Agenda point 9.3 (PoC)

	S2-041729
	R3-040932
	LS on Answer to MBMS ARP Support in UTRAN
	To: RAN2, SA2, SA4 Cc: GERAN, CN1

RAN3 would like to inform RAN2, SA2 and SA4 that the assumption 5a on ‘MBMS Support in UTRAN’ taken during the MBMS adhoc was particularly discussed and questioned: 

Assumption 5a:

In Rel99/4/5, the UTRAN will in congestion situations decide which PTP RAB’s to provide to the UE based on a signalled “allocation/retention priority”. 
In order to make the same kind of decision across PTP RAB’s and MBMS PTP RAB’s, RAN2 assumes it is necessary to receive from the CN a UE specific allocation/retention priority for each MBMS service the UE has joined. This priority should be included in the MBMS UE LINKING REQUEST sent over Iu.

It was questioned during RAN3#42 whether the allocation/retention priority for each MBMS service could effectively be UE specific i.e. the UTRAN would manage the priority and the pre-emption (ARP) differently for all the UEs interested in MBMS services in a cell. It was questioned in particular how it would affect the PTP/PTM decision in a cell.

RAN3 would like to indicate that it has considered so far such an ARP only per MBMS service. Consequently this parameter is provided only once in the Session Start message compared to the multiple sending in the UE Linking Request messages required by the assumption.

Before going further with the mentioned assumption, RAN3 would therefore be happy if it could receive more information on how these different ARPs per MBMS Bearer Service and per UE would be managed for a given cell and in particular if and how it would interact with the PTM/PTP decision process.

Actions to RAN 2, SA2, SA4.

To provide more information and final feedback on the assumption 5a so that RAN3 can finalise the ongoing specification of the protocol on Iu.
	Open, Handle on Agenda point 9.6 (MBMS)

	S2-041739

	N4-040751
	Reply LS to Request for Comments on Wi-Fi Alliance Public Access MRD draft v1.0
	To: Wi-Fi Alliance Cc: SA2

CN4 would like to thank Wi-Fi Alliance for their Liaison Statement and Request for Comment on the Marketing Requirement Document Draft Version 1.0.

CN4 would like to suggest some improvements to the above document in order to make sure that the mobile market requirements are fully taken into account in Wi-Fi Alliance certifications. CN4 suggestions can be found in the attached MRD Comment Form, according to your request.

Action to SA2: None
	Noted

	S2-041746

	S1-040467
	LS on UE connection to I-WLAN should not be standardized in 3GPP
	To: SA2, CN1 
Overall Description
There has been discussion which may indicate uncertainty whether 3GPP should standardize the UE to WLAN connection. SA1 is of the opinion that this connection is standardized by organisations other than 3GPP. A good example is 802.11b which is standardized by the IEEE.


The goal of SA1 is to enable the interworking with WLANs which are “out of the box”, i.e. with WLANs that simply meet the specifications of the SDO which standardizes that WLAN technology.


Discussion
Some of the reasons for avoiding such 3GPP standardization of the UE-WLAN connection include: 

a. delay in deployment of I-WLANs, since many WLANs are not under the control of 3GPP operators

b. complications (both of resources required and time to accomplish) that follow when two entities are each standardizing a single interconnection.

SA1 also notes that it is presently clarifying this topic in TS 22.234

WLAN interworking should impose as few requirements as feasible on the UE – WLAN connection as the standardisation work would need to be done in organisations other than 3GPP. It is desirable to enable the easy use of WLANs as I-WLANs for provision of 3GPP services.
Actions to SA2 and CN1 groups: SA1 kindly requests that SA2 and CN1 note that it is the view of SA1 that the UE – WLAN connection is not standardized by 3GPP. 
	Forward to WLAN DG 

	S2-041748

	S1-040500
	LS on PLMN selection in I-WLAN
	To: CN1, T3, SA2

Overall Description:

SA1 would like to inform CN1 and T3 that a change request clarifying the requirements on PLMN selection when a user is connected via I-WLAN has been agreed at meeting #24 and is attached.

In particular SA1 would like to draw the attention of T3 on the fact that it is required that two PLMN selector lists are introduced in the USIM, namely the “User Controlled PLMN selector list for I-WLAN” and the “Operator Controlled PLMN selector list for I-WLAN”. SA1 would like to invite T3 to study how to introduce these lists. SA1 would like to observe that such lists are not required to be supported on pre Rel-6 UICCs.

SA1, would like to invite CN1 to study the requirements for PLMN selection in I-WLAN and promptly advise SA1 if problems preventing the fulfilment of the requirements are detected during the development of Stage 3 as well as if CN1 believe that further clarifications are needed. It is otherwise expected that CN1 will be able to align the stage 3 work with the SA1 requirements within the timeframe of Rel-6.

SA1 considers the requirements for discovery and selection of WLANs by a WLAN UE to be outside the scope of 3GPP. 


Actions to SA2: SA2 is also invited to take note of these requirements in case some similar requirements have been introduced in TS 23.234 so that duplication can be avoided. 
	Forward to WLAN DG

	S2-041750
	S1-040532
	Current UICC for W-LAN interworking
	To: SA2 Cc: T3, SA3, CN1

S1 thanks S2 for the Liaison Statement (S2-040467) on this subject. SA1 recognize the relevance of this issue for the T3 and S3 work.

S1 has a stable requirement on the issue in TS 22.234 clause 5.1.2
; it asserts the backward compatibility for UICC (and therefore USIM/ISIM) and SIM:

“Access via an I-WLAN shall be possible using earlier releases (than the current release) of the UICC or using a SIM.”

Actions: SA1 would like SA2 to consider the clause 5.1.2 of TS 22.234 and provide guidance to the relevant groups accordingly.

	Forward to WLAN DG

	S2-042159
	S3-040396
	LS on non-compliance to IMS security
	To: SA2 Cc: CN4, ETSI TISPAN

Overall Description:

SA3 would like to respond to the following action from SA2: 

ACTION: 
SA2 kindly asks SA3 to consider and if necessary provide feedback on possible security mechanisms that take into account early implementations of IMS that do not fully support TS 33.203. Any mechanism should be such that impacts on existing entities, especially on the UE, are minimised and would be quick to implement.

SA3 has acknowledged the need for an interim security solution for “early” IMS implementations and has agreed that a solution should be specified by 3GPP. SA3 intends to base the development of a solution on the requirements identified in section 2 of S3-030264. In addition to the requirements in S3-030264, harmonisation with 3GPP2 should also be considered.

SA3 understands that non-compliance with TS 33.203 security features is expected to be a problem mainly at the terminal side, because of the potential lack of support of USIM/ISIM authentication (especially in 2G-only devices) and because of the potential inability to support IPsec on some terminal platforms.

Regarding the development of a solution, SA3 has considered the proposed mechanism in S3-040265 and has agreed to adopt it as a working assumption. The interim solution is based on the already deployed 3GPP PS domain security infrastructure. The proposed solution is intended for, and limited to, IMS access through the 3GPP PS domain. Alternative proposals may also be considered if they are shown to be better than the proposed mechanism.

The proposed mechanism has potential impacts on SA2, SA3 and CN4 specifications. SA3 will progress the development and specification of the interim solution at its meeting in July and keeps the involved 3GPP WGs informed about progress.

Actions to SA2 and CN4: SA3 kindly asks SA2 and CN4 to take note of the above decisions.
	Noted

	S2-042405
	03bTD098r2
	Mapping between ITU-T and 3GPP QoS Classes and Traffic Descriptors
	To: ITU T SG13 (Q.6/13), ITU-T SG12, 3GPP (SA2), T1A1

At its ETSI TISPAN#3 meeting (26-30 April, Sophia Antipolis), WG5 (QoS) discussed in detail liaisons from ITU-T SG13 and T1A1 on the subject of mapping between ITU-T and 3GPP QoS classes and traffic descriptors.

TISPAN WG5 recognises finding a satisfactory standardised solution to the problems outlined by SG13 and T1A1 is essential if good quality of service for conversational services is to be achieved in the emerging 3GPP and NGN environment.

WG5 is particularly concerned that it seems that “fixed” networks (including NGNs) will not be able to predict the amount of IP packet jitter that will have been inserted during 3GPP legs of a call. Knowing this is important for the control of total network jitter, the dimensioning of jitter buffers and the control of total network delay.

TISPAN WG5 believes that the harmonisation (at least the mapping) of the two sets of classes as highly desirable. In the shorter term WG5 has identified two possible approaches that could be considered in TISPAN_NGN Release 1 specifications:

· support of both sets of classes (giving ten in all)

· defining an interworking/mapping function(where 3GPP class x would map to ITU-T class y as a call passes from a 3GPP to an NGN domain)

This issue will be discussed further at future WG5 meetings and the subject will be raised at the 3GPP-ETSI TISPAN Workshop (22-23 June, Sophia Antipolis).

ETSI TISPAN WG5 looks forward to co-operating with ITU-T, 3GPP and T1A1 in working towards a satisfactory solution to this important issue and will keep you informed of the progress we make in the resolution of the related issue.
	Open

	S2-042406
	G2-040491
	Reply to LS on Session Repetition
	To: SA WG2 Cc: RAN WG2, RAN WG3

TSG GERAN WG2 would like to thank TSG SA WG2 for their previous liaison on the repetition of MBMS sessions (S2-042302). 

TSG GERAN WG2 understands the repetition of any given session is performed by the BM-SC and assumes that the same mechanisms are used to transmit or to repeat a session: hence the session repetition is transparent to the GERAN. 

However, means must be available to prevent/avoid mobile stations that have already acquired a session, from acquiring the same data again if the session is repeated. The reason for this is two-fold:

· In a given cell, the establishment of the bearer used to transmit the session data can be based on the number of mobile stations interested in a session. Therefore, a non radio-efficient bearer could be established in the case where mobile stations that have already acquired the session are not excluded (with the probable worst case of a bearer being established in a cell only for these mobiles).

· It wastes the mobile station’s battery life to acquire data that has already been acquired.

To this end TSG GERAN WG2 recommends that the MBMS Session Identifier is included in the MBMS SESSION START REQUEST message. The GERAN would pass the MBMS Session Identifier at notification to the mobile stations, allowing mobile stations to determine whether they need to acquire a session or not.

TSG GERAN WG2 also recommends the MBMS Session Identifier be defined as small as possible in order to limit the capacity required for notification. TSG GERAN WG2’s current assumption is that the MBMS Session Identifier is no more than 8-bits long.

TSG GERAN WG2 would also like to take this opportunity to inform TSG SA WG2 of the further working assumptions for the contents of the MBMS SESSION START REQUEST message passed to the GERAN. TSG GERAN assumes the following non-exclusive list is provided to the GERAN:

· Session ID.

· TMGI.

· QoS information. 

· An indication of the expected time between reception of session start and the commencement of the MBMS Data flow.

· An indication of whether this is Broadcast or Multicast Service.

· An indication of the Session duration/size (amount of data to be transferred).

Actions to SA2: TSG GERAN WG2 kindly requests that TSG SA WG2 discusses the above information, and provides TSG GERAN WG2 with the length of the Session ID and a list of contents for the MBMS SESSION START REQUEST message
	Open, Handle on Agenda point 9.6 (MBMS)

	S2-042407
	GP-041697
	LS on Generic Access to A/Gb Interface
	To: TSG SA WG1, TSG SA WG2

TSG GERAN would like to inform TSG SA WG1 and TSG SA WG2 that a Work Item, to carry out a feasibility study to investigate the possibility to introduce generic access to the A/Gb interface, has been approved at TSG GERAN meeting #20.

The expected completion date for the feasibility study is January 2005. At this early stage in the work TSG GERAN does not have any particular questions or issues to raise but will liaise any issues relating to service requirements and architecture if needed.

The approved WID is attached for information.

Actions: None
	Noted

	S2-042408
	IETF LEMONADE
	LEMONADE for MMS over 3GPP Interworking WLANs
	To: SA2, T2, OMA TP Cc: SA3

The IETF LEMONADE work group (WG) is tasked to provide a set of enhancements and profiles of Internet email submission, transport, and retrieval protocols to facilitate operation on platforms with constrained resources, or communications links with high latency or limited bandwidth. A primary goal of this work is to ensure that those profiles and enhancements continue to interoperate with the existing Internet email protocols in use on the Internet, so that these environments and more traditional Internet users have access to a seamless service.

The full description of the LEMONADE Charter, including documents and milestones, can be found here:

http://ietf.org/html.charters/lemonade-charter.html
Response to SA:

IETF LEMONADE has reviewed your liaison and TS 23.234.  We would like to provide the following comments on the questions asked in your liaison:

1. What is the status of the two MM1 implementations (WAP-based or IP-based) and which would be most appropriate for MMS support over WLAN?

The IETF LEMONADE group has for some time been working on extensions to the standard Internet Mail protocols referenced in TS 23.140 (in particular SMTP and IMAP) which would make these appropriate for working with 'thin' clients on low-bandwidth and/or high-latency links. This would then fulfil the requirements for the MM1 interface. This work is nearing completion with stable drafts expected in Q4 2004 and RFCs to be published in early 2005.

In addition, some of the work items undertaken by the LEMONADE group address issues raised in the MM3 interface, such as notification from legacy messaging and e-mail systems.

2. Whether they consider the architecture and procedures described in TS 23.234 enable a WLAN UE to send and receive MMS while connected to a Public Land Mobile Network (Home or Visited) via a–WLAN which supports interworking with a 3GPP system (an Interworking WLAN or I-WLAN) using the procedures for tunnelled access to external IP networks? Also, whether they see any difference in this respect between the WAP-based and IP-based implementations?

TS 23.234 describes how a WLAN terminal can establish a secure VPN connection to a private network of a 3G operator. The specification expects this traffic to be routed over some private inter-operator backbone, rather than the Internet, but there is nothing to stop it being done over the Internet.

LEMONADE protocols can work over any IP connection and as a result we see no problem operating those protocols over the IP VPN connections described in the TS. Furthermore, security solutions for these protocols exist which would make them suitable for use over the Internet, i.e., without the IP VPN techniques described in the TS, only using the basic WLAN connectivity to the Internet.

LEMONADE protocols are designed to support whatever level of authentication, authorization and privacy are desired. The protocols provide encryption, authentication, and verification services, applied as needed. Much of these facilities are transparent to the application.

Another benefit of running directly on IP protocols is that LEMONADE could be used to extend the MMS system to non-3G wireless handsets, namely personal computers (PC), personal digital assistants (PDA), or any other IP-based devices. In particular, LEMONADE does not require HTTP or WSP.

We understand that the WAP-based implementation assumes that the network connection is itself secure, as is the case with GPRS, and that the user can be authenticated by means of a binding between their user identity and IP address. Such techniques could equally be applied to SMTP and IMAP by supplying the IP address/identity binding to the SMTP/IMAP servers in a similar fashion to the WAP case.

3. Whether they foresee any work needed on specifications under their control to enable this, and if so, what timescales are foreseen for the completion of this work?

Please refer to the IETF LEMONADE Charter Page for an overview of the work scope and delivery dates of the various documents.

4. Whether any work is ongoing to allow these protocols to be used over insecure networks, such as the Internet?

As noted above, the design of LEMONADE assumes a hostile, insecure, open environment such as found in the WLAN environment. Security solutions leverage existing SMTP and IMAP facilities, as well as new features, as needed.

Feel free to contact us for further information.
	Open

	S2-042409
	N1-041272
	Reply LS on Request for Information on Presence work in 3GPP
	To: OMA PAG Cc: SA2
1. Overall Description:

CN1 thanks OMA PAG for its liaison statement requesting information about Presence work in 3GPP.

CN1 would like to make the following points about the scope of Presence in 3GPP:

· It is largely based on IETF SIMPLE work, and therefore is very interoperable; 

· 3GPP CN1 is happy that OMA will re-use as much Presence work as possible;

· 3GPP Presence is "bearer agnostic" apart from the Presence Network Agent that has interfaces to 3GPP specific elements;

· Is interoperable with Internet SIP and based only on SIMPLE IETF drafts, apart from the extension of PIDF for location provided by IETF GEOPRIV.

a) What are the relevant documents that cover the aforementioned work?

Presence documents written by 3GPP are as follows:

· TS 22.141 (from 3GPP SA1) specifies the user requirements for the presence service;

· TS 23.141 (from 3GPP SA2) specifies the functional architecture for the presence service;

· TS 24.141 (from 3GPP CN1) specifies the presence service protocols, including SIP signalling, manipulation of user groups, subscription authorization policy, resource lists, hard state presence publication, MIME objects referenced from the hard state presence information, and a presence information model 

· TS 24.229 (from 3GPP CN1) specifies the IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP) 

· TR 24.841 (from 3GPP CN1) is the working document used to produce TS 24.141 and is unlikely to be maintained after TSGN #24 (June 2004). It is decided to remain a Rel-6 TR only, and not carried forward to later releases. 

· TS 33.141 (from 3GPP SA3) specifies the security mechanisms for presence.

Various other 3GPP specifications, e.g. TS 29.228, TS 29.328 have been extended to cover their applicability as provided of availability information to the Presence Network Agent, which translates it to presence information.

A list of the IETF dependencies may be obtained by inspection of the normative references clause of TS 24.141.

Additional security mechanisms for the presence service is described in TS 24.109, TS 29.109, TS 33.220, TS 33.221, TR 33.919.

b) What are the timelines of completion of the current work on Presence by 3GPP?

Currently CN1 is working on Presence as the PRESNC work item. TS 22.141, TS 23.141, TS 24.141 and TS 33.141 are all under formal change control and this work item is envisaged to complete within the release 6 time frame (September 2004) and fulfil all the stage 1 requirements within 3GPP TS 22.141. It is worth noting that the 3GPP specifications for Presence in an IMS Application Server are substantially a packaging, by use of normative references, of IETF SIMPLE specifications. Some of these IETF references may appear late due to other dependencies (e.g. XCAP may be delayed due to work on conferencing to support CPCP).

c)
What are the plans for future work on Presence by 3GPP after the completion of current stage of the work?

There will obviously be work that will continue beyond the lifetime of release 6 on the maintenance of the specifications, in accordance with 3GPP rules for correction to existing releases.

As yet there are no new stage 1 requirements for any Presence work beyond that currently included in the work item, and therefore no plans for such work, or a work item description, in release 7. 

No actions to SA2
	Noted

	S2-042410
	N1-041282
	Reply to LS on Early media session establishment in IMS
	To: SA2 Cc: CN3

CN1 have considered the Liaison Statement from SA2 regarding support of the SIP extension draft (“draft-ietf-sipping-early-disposition-01”). CN1 has made the following conclusions:
· Early media is already supported in Release 6 (also in Release 5). Support of draft-ietf-sipping-early-disposition-01 is not required in order to support early media.

· draft-ietf-sipping-early-disposition-01 defines extensions which can be used together with early media but none of those are required for Release 6, neither would they provide support for any new functionality in Release 6.

· CN1 sees no need for any architectural changes for Release 6.
Action to SA2 group: CN1 kindly asks SA2 to take this response into account for the forthcoming work.
	Open, handle on agenda point 9.2 (IMS)

	S2-042411
	N1-041283
	LS on provision of configuration data to a UE
	To: SA2

CN1 is working on presence and conferencing as part of rel-6. In order to complete this work, CN1 has experienced that no standardised mechanism has been found to provide the UE with certain configuration data. 

Specifically, the address of the data manipulation server (DMS) and the conference policy server (CPS) as well as the DMS root directory and the conferencing factory URI must by some means be available in the UE.

As no standardised mechanism has been proposed, CN1 has currently stated in 24.141 and 24.147 that standardisation of the above mentioned parameters are outside the scope of release 6.

CN1 has concerns about using a non-standardised mechanism (e.g. static configuration or proprietary OTA configuration of said parameters), but has not been able to find a better solution. 

Action: CN1 kindly asks SA2 to consider the above and guide CN1 in case CN1s current assumption is not acceptable.
	Open, Handle on agenda point 9.2 (IMS)

	S2-042412
	N1-041284
	IP-CAN transport for additional IMS capabilities
	To: SA2 Cc: SA5, CN3
3GPP CN1 consider that it is appropriate for their specifications to define the usage of the various IP-CAN transport (e.g. PDP context used for signalling, PDP context used for media) for the additional IMS capabilities defined in release 6, i.e. Conferencing, Presence and IMS Messaging.

Protocols for which decisions need to be made are:

1. XCAP. The protocol used at the Ut reference point. 

2. BFCP. The protocol for floor control in conferencing. 

3. MSRP. The protocol used for the transfer of messages in session-based messaging. 

Actions to SA2: WG SA2 is asked to indicate their requirements for the IP-CAN transport of these protocols.

	Open, handle on agenda point 9.2 (IMS)

	S2-042413
	N1-041296
	Response LS on P-CSCF discovery
	To: SA2

CN1 thanks SA2 for the incoming LS on P-CSCF discovery.

Unfortunately, CN1 is not able to provide an answer to the question, as the IPv6 addresses with embedded IPv4 address types are maintained by the ipv6 and v6ops WGs in IETF. The IETF WGs plan changes to the usage of some of the IPv6 addresses with embedded IPv4 addresses defined in RFC3513 and RFC2893. Work in progress may be found in draft-ietf-v6ops-mech-v2-03, and possibly some other Internet Drafts.

Actions: None.
	Noted

	S2-042414
	N1-041297
	Application Identifiers for Presence
	To: SA2

TS 23.141 recommend in section 6.2 the usage of application identifiers for applications which are using presence capabilities. CN1 has decided that the presence attributes defined in draft-ietf-simple-prescaps-ext, draft-ietf-simple-rpid and draft-ietf-impp-cpim-pidf documents fulfil this function and therefore no new attributes need to be defined.

Actions to SA2 group: CN1 kindly asks SA2 to review section 6.2 from TS 23.141 and make appropriate changes, if seen necessary.
	Open, Handle on agenda point 9.2 (IMS)

	S2-042415
	N1-041314
	Reply LS on the flexibility of filtering of register request
	To: CN4, SA2
CN1 thanks SA2 for its liaison statement on the flexibility of filtering of register request.

CN1 have taken note of this liaison and have discussed and revised a CR to TS 23.218 (N1-041310) which requires a corresponding change being agreed by CN4 to implement the change advocated by SA2.

The proposal discussed in CN1 is to extend the Session Case entry values in the Filter Criteria in order to implement the register filtering optimisation, However the Session Case definition is in TS 29.228 and hence this requires a corresponding CR to be agreed against CN4 specifications.  CN1 will await the outcome of discussions in CN4 before making a final decision on this CR.

Actions to CN4 group: Consider the changes to the Filter Criteria in the proposed CR against TS 23.218, and consider the appropriate update to their specifications and inform CN1 and SA2 of the outcome.


	Noted

	S2-042416
	N1-041316
	Reply LS on UE connection to I-WLAN should not be standardised in 3GPP
	To: SA1, T3 Cc: SA2
CN1 thanks SA1 for its liaison statement on UE connection to I-WLAN.

CN1 have taken note of this liaison and also CR 004r1 against TS 22.234 approved by TSG SA. CN1 has agreed the attached contribution on WLAN network selection to align with the guidance received from SA1 and the approved CR004r1.

CN1 however would like to seek some additional clarification from SA1 on the following points:

· CN1 has taken a working assumption that the WLAN PLMN selection depends on support of VPLMN advertisement procedure by the serving WLAN infrastructure. To support roaming scenarios, it is necessary that also the visited WLAN infrastructure supports the procedure. Does SA1 see that this complies with their goal of using “out of the box” WLAN technology?

· With regard to the WLAN identities preference lists that are provisioned by the operator in the USIM introduced by CR 004r1, CN1 would like to indicate that it has made the assumption that there is a single list which is provisioned by the operator and can be modified by the user. Additionally, CN1 currently assumes that it is permissible for the ME to contain a similar list for use in the event that no such list is contained in the USIM.

· CN1 has agreed, and would like to draw the attention of SA1 to this, that the same distinction should exist between the manual selection and the automatic selection as exists for 3GPP access defined in 23.122, i.e. that the available PLMNs for automatic selection excludes PLMNs in the forbidden list, whereas available PLMNs for manual selection includes such PLMNs.

CN1 also would like to bring to the attention of T3 the changes to the USIM stored lists in the attached contribution and in particular the definition of the 'Preferred WSID list' that contains a list of WLAN identities related to I-WLAN preferred by the operator and user. This list replaces the previously defined 'User controlled SSID list' and 'Operator controlled SSID list' by CN1, and introduced into TS 31.102 by the approved CR in T3-040321. Additionally, CN1 would also like to point out the Note Requirements for the presence of the "User Controlled PLMN Selector for I-WLAN access" data file and the "Operator Controlled PLMN Selector for I-WLAN access" data file are defined in TS 31.102 [13] which is the assumption of CN1.

No actions to SA2
	Forward to WLAN DG

	S2-042417
	N4-040834
	Authorization Logic and the Entities Involved.
	To: SA2

In the current SA2 GUP stage 2 document, the authorization is the responsibility of the GUP server and the RAF: "The GUP Server shall take care of the authorization of the access to the user profile data. The authorization itself may be handled by a separate entity in the network, or alternatively by the RAF or GUP Data Repository."

In most cases, authorization involves some complicated authorization logic that involves some context information such as requestor identity, purpose of the request, etc.

It appears to CN4 that having both GUP server and RAF handle authorization creates an un-needed complication and will result in some overhead.

The advantages of a solution where the authorization logic is only handled by the GUP servers have the following advantages.

Simplicity

Authorization logic and authorization data are only handled by one entity.  RAF implementations do not need to implement authorization logic and interfaces.

Consistency

Having authorization logic and authorization data handled by one entity avoids conflicts or inconsistencies (e.g. conflicting authorization rules available at different RAFs). This is also more in-line with the "single point of access" philosophy of GUP.

Overload avoided at the RAF

This proposal reduces the functionality of the RAF to a strict minimum which is valuable, since the RAF is going to live next to core network components,

More efficient in terms of bandwidth

Authorization decisions require some context information (e.g. purpose of the request, etc.). In the case where the authorization logic is handled by the GUP server and by the RAF, messages containing context information needs to be passed to both.

During CN4 internal discussions related to this issue, two important-use cases related to this change have been raised. CN4 wishes to share with SA2 how the proposal addresses these the following two important cases: (1) non-proxy mode and (2) visited network.

1. Use case: GUP server in non proxy mode

In the case where the GUP server does not behave according to the proxy mode, authorization can be handled as follows. The application sends a request to the GUP server.

The GUP server performs the authorization logic and rewrites the request accordingly. The request is signed by the GUP server (using any form of cryptographic certificate).

The signed request is sent back to the application. The application forwards the request to the corresponding RAF. The RAF checks that the signature corresponds to the GUP server. If the check fails, the request is denied. If the check is valid, the data is sent back to the application.

2. Use case: Visited Network application

As defined in TS 23.240, visited network applications will access Home Network GUP data through the Home Network GUP server. The Home Network GUP server will apply the authorization logic for inter network authorization policies.

Actions to SA2: CN4 kindly asks the opinion of SA2 on the proposal where the authorization logic would be only handled by the GUP server but could be applied in the RAF by the means explained above. CN4 does not see any conflict with the current TS 23.240 but seeks clarification that the intended architectural requirements are fulfilled by the mechanisms proposed by CN4.
	Open, handle on agenda point 9.1 (GUP)

	S2-042418
	N4-040848
	LS on On-line charging Disconnection Procedure
	To: SA2

Section 7.3 in TS 23.234 indicates that when a user is disconnected by the OCS system due to credit request denial, the 3GPP AAA Server informs the HSS by Wx procedures that the WLAN registration for the user in the 3GPP AAA server has been cancelled.

CN4 would like to ask guidance to SA2 on the way that the 3GPP AAA Server should perform such a notification. A question has been raised in CN4 whether the 3GPP AAA Server should clearly indicate in the de-registration notification that the cause is on-line charging failure, i.e., whether or not the HSS is expected to perform any specific action when receiving a de-registration notification due to on-line failure. Otherwise CN4 shall use a general de-registration code.

Actions to SA2 group:
CN4 kindly asks SA2 to provide an answer on the question raised above.
	Forward to WLAN DG

	S2-042419
	OMA BAC
	Liaison Statement on Mobile Broadcast Services to 3GPP and 3GPP2
	To: 3GPP SA, SA1, SA2, SA4 

3GPP2 TSG-X Chair, Betsy Kidwell. ekidwell@lucent.com 

3GPP2 TSG-S Chair, Richard Robinson, Richard.W.Robinson@mail.sprint.com 

3GPP2 TSG-A Chair, George Turnipseed, Georg.A.Turnipseed@mail.sprint.com
1 Overview

The purpose of this liaison statement is to make contact between Open Mobile Alliance (OMA) and both Partnership Projects (3GPP and 3GPP2) in the context of mobile broadcast services. OMA would like to inform both 3GPP and 3GPP2 that a new work item has recently started in OMA on Mobile Broadcast. Organizationally, the ownership of the work belongs to Mobile Broadcast Services sub working group of Browser and Content working group – hereafter abbreviated as BAC-BCAST. 

Broadly described, the scope of Mobile Broadcast Service work is as follows. The BAC-BCAST SWG will examine possible mobile broadcast services and the environments needed for their delivery. The term "Mobile Broadcast Services" refers to a broad range of broadcast services, which jointly leverage the unidirectional one-to-many broadcast paradigm and the bi-directional unicast paradigm in a mobile environment. The implications on service and client provisioning, network infrastructure, and mobile terminals will be identified. Hereon, the set of necessary enablers for mobile broadcast services will be compiled, including but not limited to service discovery, charging and content/service protection. These service enablers must be bearer independent in order to be applicable in a diverse and heterogeneous infrastructure. The specifications must ensure the interoperability of all components required to provide mobile broadcast services, and take into account any existing infrastructure. The new mobile broadcast services will likely involve enhancements or extensions of existing technologies being developed by other groups in OMA. 

The new BAC-BCAST SWG will also engage with the groups progressing related work outside OMA.  For these groups existing outside OMA, liaison procedures will be utilized.

OMA is aware that both 3GPP and 3GPP2 are working on mobile multicast/broadcast services – an item that is closely related to work on Mobile Broadcast Services currently undertaken in BAC-BCAST SWG. Therefore OMA proposes to proceed as described in the next chapter.

For the motivation and background of the OMA Mobile Broadcast work, please see the report of Mobile Broadcast Services BoF at http://www.openmobilealliance.org/tech/BoF/OMA-WP-BcastSvcsBOF-20040330-A.zip
Currently, OMA BCAST is in the process of collecting requirements for the Mobile Broadcast work.
2 Proposal

Within this liaison statement BAC-BCAST SWG proposes to start information exchange between OMA and 3GPP/3GPP2 to better understand possible synergies in the area of mobile multicasting/broadcasting. The proposed concrete actions in this first step are outlined in the following section. Further, more detailed and concrete liaison relation between 3GPP/3GPP2 and OMA will be determined later if seen feasible.

3 Requested Action(s)

Within this liaison statement, BAC-BCAST SWG requests 3GPP and 3GPP2 to provide the following information: 

· Scope of the work on mobile multicast/broadcast enablers and services being undertaken

· Status and schedule of the work on mobile multicast/broadcast

· Both high-level as well as detailed requirements related to work areas in mobile multicast/broadcast

The BCAST kindly asks 3GPP and 3GPP2 to make the requested information available as soon as possible. 

OMA BCAST works via continuous mail discussions and regular bi-weekly conference calls. Thus, we are ready to receive and process information at any time. Our next so far scheduled face to face meetings are

21-25 June 2004, Bangkok

16-20 August 2004, Hawaii
4 Conclusion

Open Mobile Alliance, through its active sub-working group BAC-BCAST in broadcast area, wishes to express its gratitude to both 3GPP and 3GPP2 for considering this liaison statement.


	Open, handle on agenda point 9.6 (MBMS)

	S2-042420
	Location WG of the Open Mobile Alliance
	Availability of MLP 3.1
	To: 3GPP SA2 LCS
5 Overview

Notifying 3GPP about release of Mobile Location Protocol V3.1

6 Proposal

Specification work on the Mobile Location Protocol has been started in the Location Interoperability Forum on behalf of 3GPP to define the stage 3 specification for the Le reference point. After providing MLP 3.0, maintenance and evolution of this specification was transferred to the OMA Location WG. OMA recently released the Mobile Location Protocol V3.1 as a Candidate Enabler and would like to notify 3GPP, especially 3GPP SA2 LCS, of its existence for future reference. MLP 3.1 can be found on the public OMA web site at http://www.openmobilealliance.org/release_program/enabler_releases.html
Note that MLP 3.1 is mostly a bug-fix release. Full compliance to 3GPP Release 6 LCS will be accomplished by the future MLP 3.2 release.
7 Requested Action(s)

None

8 Conclusion

OMA thanks 3GPP for the continued and productive cooperation of 3GPP SA2 LCS and OMA Location WG.


	Noted

	S2-042421
	R2-040832
	MBMS support in UTRAN
	To: SA2, SA4
Cc: GERAN, RAN3, CN1

1. Introduction
Recently RAN2 has discussed several issues w.r.t MBMS support in the UTRAN. In this liaison, the assumptions of RAN2 w.r.t. these issues are documented. 

RAN2 would kindly like to ask SA2 and SA4 to review the indicated assumptions and inform RAN2 if any of the indicated assumptions is considered incorrect.

2. MBMS Bearer service

Assumption 2a:

RAN2 assumes that the UTRAN is providing a bearer service for MBMS, i.e. a transport service for which the UTRAN attempts to deliver every IP packet received on the Iu to all UEs that have joined the concerning MBMS bearer service.

3. MBMS Repair actions

Assumption 3a:

The UTRAN is transparent for any information sent on the MBMS bearer. E.g. no functionality is implemented in the UTRAN to distinghuish a first transmission from a retransmission, or handle a first transmission differently from a retransmission.

Assumption 3b:

In Rel-6, the UTRAN will not perform any “repair actions” by itself based on UE feed-back. Repair actions will have to be arranged at the NAS level, and will result in a (from the UTRAN point of view) new transmission on either a PTP or PTM radio bearer.

Assumption 3c:

The UTRAN will not implement any mechanism w.r.t. preventing UE’s that have received sufficient information for a certain MBMS bearer service, from receiving further repair transmissions performed for this MBMS bearer service.

4. Session

Assumption 4a:

UTRAN only needs to be aware of the UEs interest in MBMS on the granularity of the MBMS bearer service. I.e. the UTRAN is not aware of a UE’s interest on any smaller granularity like e.g. session level.

Assumption 4b:

The UTRAN does not need to be aware of the session-id applicable for a specific session, nor does it need to inform the UE about such a session id.

5. Allocation/Retention priority

Assumption 5a:

In Rel99/4/5, the UTRAN will in congestion situations decide which PTP RAB’s to provide to the UE based on a signalled “allocation/retention priority”. 
In order to make the same kind of decision across PTP RAB’s and MBMS PTP RAB’s, RAN2 assumes it is necessary to receive from the CN a UE specific allocation/retention priority for each MBMS service the UE has joined. This priority should be included in the MBMS UE LINKING REQUEST sent over Iu.

6. Service selection

Currently, no procedures exist on AS level to allow the UE to signal a (temporary) non-interest in a specific MBMS bearer service. 

Assumption 6a:

In line with the architecture split used in Rel99,4 and 5, RAN2 assumes that service selection is handled on NAS level (e.g. by service joining/deactivation). 

Assumption 6b:

As a result, if a UE is (temporarily) no longer interested in a specific MBMS bearer service, the UE will have to use NAS level signalling to indicate this (temporary) non-interest. 

RAN2 had a long discussion whether to allow AS-level signalling for (temporary) service selection, but could not come to any agreement on this issue.


Actions to SA2: RAN2 would kindly like to ask SA2 to indicate for each of the indicated assumptions whether this assumption is correct or should be modified.

Actions to SA4: RAN2 would kindly like to ask SA4 to indicate for each of the assumptions3a, 3b, 3c, 4a and 4b whether this assumption is correct or should be modified.


	Open, Handle on agenda point 9.6 (MBMS)

	S2-042422
	R2-041395
	LS on Answer to MBMS ARP Support in UTRAN
	To: RAN3, SA2  Cc: GERAN, CN1, SA4

1. Overall Description:

RAN2 would like to thank RAN3 for their LS on ‘MBMS ARP support in UTRAN’. 

The service priorities RAN2 proposed to introduce in our previous LS was intended to be defined per UE.

For MBMS, UE capability limitations may affect which of the concurrently transmitted services a UE can receive. During RAN2 #41bis, a concern was raised specifically on the case of PTP transmissions. Given that UEs are not required to be able to receive the MTCH in CELL_DCH, the UE may not be able to receive MBMS services sent in PTM if any one service is transmitted in PTP. Hence, the decision on the service transmission mode would essentially determine what services the UE will receive.

At a high level, RAN2 agreed that, in accordance to our architecture, service selection would only be handled at NAS level. Hence, UEs for which the simultaneous reception of two services is impossible (e.g. sent on different carriers, or one sent in PTP and the other in PTM) would de-join from the non-preferred services. In order to reduce the impact of such signalling, it was proposed to consider introducing “lighter”, temporary, joining and de-joining mechanisms at NAS level.

The introduction of service priorities (noted as ARP in the RAN3 reply) was seen as an alternative, more efficient way for UTRAN to determine whether or not to transmit to a UE a service in PTP. Indeed, it was considered that UTRAN could simply assume that UEs are unable to receive PTM services in CELL_DCH, and would therefore not set up a PTP service for a UE if a PTM service with higher priority were transmitted in parallel. These priorities would therefore need to be defined per UE.

During the RAN2 meeting it was noted that in this prioritization scheme, UTRAN would need to assume that all UEs have the minimum capabilities, thus potentially degrading the performance of high-end mobiles. It is therefore still unclear whether it is really a desirable solution.

Actions to RAN3, SA2, CN1 :

To provide feedback on the complexity of:

· Introducing service priorities per joined service, per UE

· Changing the decision of whether to set up a PTP connection depending on the UE specific priorities (the PTP vs. PTM decision would not be affected)
	Open, handle on agenda point 9.6 (MBMS)

	S2-042423
	R2-041398
	LS on Summary of Agreements on Frequency Layer Convergence mechanism
	To: SA2, RAN3, SA4  Cc: RAN4, GERAN2.
1. 
Introduction

RAN2 would like to inform TSG SA WG2 and TSG GERAN WG2 that they have agreed on some further details on the Frequency Layer Convergence (FLC) mechanism, yet included in current TS25.346, by which UTRAN requests UEs to preferentially re-select to the frequency layer on which the MBMS service is intended to be transmitted. 

The functionality is optional for the network (can decide to apply or not FLC per each MBMS service) and mandatory for the UE.
The following stage-2 agreements were reached:

1. A preferred layer per MBMS service: the preferred layer that denotes the layer (frequency) the UTRAN is requesting UEs to preferentially re-select has been agreed to be indicated per service, rather than having a single layer valid for all MBMS services. This will also allow UTRAN to exploit all frequencies for providing the MBMS content. Of course it would be possible to use the same preferred layer indication for all the MBMS services, if the operator wanted to provide a unique preferred layer for all the MBMS services.
2. MBMS offset: the mechanism by which the UEs preferentially re-select preferred layer is based on the application of an additional MBMS specific offset. The exact equation(s) will be decided later, but the following agreements were reached:
2a.  The offset is the same for all MBMS services on a given preferred layer.
2b. HCS case will be covered. If the same MBMS offset or equivalent solutions (like priority change) will be used is FFS.

3. FLC applicability: FLC indications sent by the UTRAN have to be followed by the UEs until the session ends. Hence UTRAN can broadcast FLC information from the time that it receives the Session Start over the Iu interface, until it receives the Session Stop. It was also agreed that FLC is applicable to mobiles in RRC Idle Mode, CELL_PCH, URA_PCH and CELL_FACH. 

4. Preferred Layer (PL) and Not Preferred Layer (NPL) indication: the decision of which layer should be the PL for a certain service is an RRM decision and will not be standardised. Thus, the PL for an MBMS service might be different in different parts of the service area. The exact indication of how this information can be sent at the session start will be defined in stage-3. It is also possible for the RNC to know if a number of UEs were not able to reselect the PL, and in that case, potentially, provide the service also in the NPL either through ptp or ptm.

Finally the following details should be noted:

A. In case a specific service is needed to be transmitted in all layers (e.g., an MBMS control service), the RNC can easily choose not to configure FLC for that service, and broadcast it in all layers. This can be done not indicating the PL. However in such a case, some information (e.g., a flag) should be delivered through the Iu interface to RNC at the session start – to inform the RNC of this requirement.

B. Whenever the UE is informed about another PL, the UE in NPL shall continuously perform inter-frequency measurements on the PL ignoring the Sintersearch threshold. Whenever the UE is on a PL for one of the MBMS services it has joined, it shall take Sintersearch into account again. The possibility for the UE to ignore penalty timers for faster layer re-selection is FFS.

2. Actions

To SA2, SA4, GERAN2, RAN3, RAN4: RAN2 kindly ask the group to note the agreed mechanism.
To SA2: RAN2 kindly ask SA2 to verify if the mechanisms are in line with the requirements in SA2.

To SA2, SA4 : RAN2 kindly ask SA2 and SA4 to verify if the scenario highlighted in point A is valid and, if so, to inform RAN2 and RAN3 on the information to be provided to the RNC at Session Start on the Iu interface.

	Open, Handle on agenda point 9.6 (MBMS)



	S2-042424
	R2-041401
	Session Repetition
	To: SA2, GERAN2, SA4 Cc: CN1, RAN3

1. Introduction

RAN2 would like to thank SA2, GERAN2 and SA4 for their liaisons. In this reply liaison RAN2 would like to express its understanding on the handling of session repetitions.

2. Session Repetition

RAN2 would like to confirm, as stated in a previous outgoing RAN2 liaison (R2-040832) and confirmed by SA4 in S4-040355, that RAN2 assumes there is no need for the UTRAN to be informed about the session id of individual sessions. More specifically (copied from R2-040832):

Assumption 4b:

The UTRAN does not need to be aware of the session-id applicable for a specific session, nor does it need to inform the UE about such a session id.

Assumption 3a:

The UTRAN is transparent for any information sent on the MBMS bearer. E.g. no functionality is implemented in the UTRAN to distinguish a first transmission from a retransmission, or handle a first transmission differently from a retransmission.

Assumption 3b:

In Rel-6, the UTRAN will not perform any “repair actions” by itself based on UE feed-back. Repair actions will have to be arranged at the NAS level, and will result in a (from the UTRAN point of view) new transmission on either a PTP or PTM radio bearer.

Assumption 3c:

The UTRAN will not implement any mechanism w.r.t. preventing UE’s that have received sufficient information for a certain MBMS bearer service, from receiving further repair transmissions performed for this MBMS bearer service.

Whether the RAN’s should be informed about the session id or not, is assumed to be an SA2 decision. RAN2 suggests that, in order to avoid unnecessary complexity in dual mode UEs that support MBMS both in GSM mode and in UMTS mode, the MBMS specifications developed by RAN and GERAN should have consistent requirements with respect to the issues discussed in this LS. 

3. Expression of interest/non-interest in a service

RAN2 would like to confirm SA4’s understanding that in Rel-6 the only possibility for a UE to indicate its interest/non-interest in a certain MBMS service is by means of the NAS level “Join” and “Leave” operations.

Actions to SA2, SA4, GERAN2: SA2, SA4 and GERAN2 are kindly requested to inform RAN2 whether the above considerations are acceptable.


	Open, Handle on agenda point 9.6 (MBMS)

	S2-042425
	R2-041402
	Reply LS on Clarification of TMGI format
	To: CN4 Cc: CN1, RAN3, GERAN, SA2, SA1

RAN2 would like to thank CN4 for their liaison clarifying the currently agreed TMGI format. RAN2 would like to express its concern w.r.t. the MBMS service Id size in the currently agreed TMGI format. 

On the radio interface, the TMGI will be broadcast frequently to inform UEs entering a cell about the MBMS services for which a session is ongoing and transmission is possible/ongoing in this cell. Therefore it is important to keep the TMGI size as limited as possible.

For this reason, RAN2 assumes that it will specify a TMGI coding on the Uu which will remove the need to signal the MCC/MNC in most cases, e.g. by assuming in case of absence of an MCC/MCC in a TMGI that the MCC/MNC of the current PLMN are applicable.

In this respect, RAN2 would like to question the need for a 3-octet MBMS service-ID. Would e.g. a 2-octet MBMS service-ID not be sufficiently large to handle all realistic scenarios ?

Actions to CN4: Consider whether it is possible to reduce the size of the MBMS service ID, e.g. to a size of 2 octects.
	Open, Handle on agenda point 9.6 (MBMS)

	S2-042426
	S1-040631
	LS on Generic Access to A/Gb Interface
	To: TSG GERAN Cc: TSG SA WG2

SA1 Thanks GERAN for its LS (GP-041697) and attached WID (GP-041592) on the investigation of the feasibility of generic broadband IP access for to the A/GB Interface. SA1 would like GERAN to consider that several work items currently underway in SA1 may be impacted as a result of this work (i.e. I-WLAN, AIPN).  Accordingly, SA1 would greatly appreciate continued feedback on this work item as it progresses including any anticipated service requirements. 
No Action to SA2
	Noted

	S2-042427
	S1-040632
	LS on Mobile Broadcast Services
	Cc: SA, SA2, SA4

1. Overall Description:

3GPP TSG SA WG1 would like to thank OMA BAC for their LS informing us on their new work item "Mobile Broadcast Service", for which work had recently started in the BAC-BCAST sub working group.

We appreciate the intention of BAC-BCAST to start information exchange between OMA and 3GPP/3GPP2 to better understand possible synergies in the area of mobile multicasting/broadcasting as we believe this will be beneficial for all concerned groups.

SA1 is happy to provide the following information as requested by BAC-BCAST: 

· Scope of the work on mobile multicast/broadcast enablers and services being undertaken

· Status and schedule of the work on mobile multicast/broadcast

· Both high-level as well as detailed requirements related to work areas in mobile multicast/broadcast

Scope of the work on mobile multicast/broadcast enablers and services being undertaken in 3GPP:

In 3GPP Release 6 the "Multimedia Broadcast/Multicast Service" (MBMS) is specified. The requirements for this service can be found in TS 22.146. 

Short overview of MBMS:

MBMS is an unidirectional point to multipoint bearer service in which data is transmitted from a single source entity to multiple recipients. It is anticipated that other services (e.g. MBMS User Services) will use these bearer capabilities.

3GPP has defined two modes of operation: 

· the broadcast mode 

· the multicast mode.

The broadcast mode is a unidirectional point-to-multipoint transmission of multimedia data (e.g. text, audio, picture, video) from a single source entity to all users in a broadcast service area as defined by the network (Home environment).

The broadcast mode differs from the multicast mode in that there is no specific requirement to  activate or subscribe to the MBMS in broadcast mode.

It is expected that charging data for the end user will not be generated for this mode. The reception of the traffic in the broadcast mode is not guaranteed. The receiver may be able to recognize data loss.

An example of a service using the broadcast mode could be advertising or a welcome message to the network.

MBMS multicast mode additionally permits the possibility for the network to selectively transmit to cells within the multicast service area which contain members of a multicast group.

Unlike the broadcast mode, the multicast mode generally requires a subscription to the multicast subscription group and then the user joining the corresponding multicast group. The subscription and group joining may be made by the PLMN operator, the user or a third party on their behalf (e.g. company). Unlike the broadcast mode, it is expected that charging data for the end user will be generated for this mode.

Reception of multicast services cannot be guaranteed over the access network. For many applications and services guaranteed data reception may be carried out by higher layer services or applications which make use of MBMS.

An example of a service using the multicast mode could be a football results service for which a subscription is required.

In addition to, and on top of MBMS the "MBMS User Services" have been specified. The requirements for this service can be found in TS 22.246. 

Short overview of MBMS User Services:

MBMS User Services use the capabilities of MBMS.  Service related information is defined to specify requirements in terms of data rates, quality of service requirements, typical volumes of data etc.

MBMS user services are services an operator may provide to subscribers. The operator may provide such services on his own or in collaboration with third party service providers. In addition, an MBMS user service may be provided to the operator's own subscribers and/or to inbound roaming subscribers from other operators

There are three types of MBMS User Service defined: Streaming services, File download services and Carousel services.  MBMS User Services support the following media types: Text, Still Images, Video, Speech, Mono/Stereo Audio

For some MBMS user services it is required that the operator can verify that the content conveyed by the service has been received by the UE.  For such services delivery verification, transmitted over a point-to-point connection to the home/visited network, is foreseen.

Maximum Application bit rates for MBMS User Services vary from 10 kbps (e.g. for text distribution) to 384 kbps (e.g. for video streaming) 

Status and schedule of the work on mobile multicast/broadcast:

MBMS and MBMS User Services are expected to be finalized in 3GPP Release 6. 

High-level as well as detailed requirements related to work areas in mobile multicast/broadcast

A short over view of MBMS and MBMS User Services has been given above, detailed requirements can be found in the requirements specifications, which are attached to this LS.

Actions to OMA BAC: SA1 kindly asks OMA BAC to keep SA1 informed on their work on "Mobile Broadcast Service". 
	Noted

	S2-042428
	S1-040709
	Reply to request for Guidance on E112 Accuracy
	To: SA2, TISPAN Cc: SA, GSMA

SA1 agree that proposal 1), as described in the attached liaison is the best solution for Release 6. SA1 also believes that the specification of location accuracy for E112 emergency services should be strictly confined to that currently required by the European Regulatory authority i.e. ‘best effort’.

Actions None
	Noted

	S2-042429
	S1-040713
	Reply LS on I-WLAN Manual Network Selection
	To: SA2 Cc: CN1

1. Overall Description:

SA1 thanks SA2 for their reply LS on WLAN Manual Network Selection (S2 -042314).

The questions which SA2 has asked are of interest in the general WLAN area. The SA2-provided use case illustrates an enterprise with private WLANs accessing its corporate intranet. The clarifications requested are:

Question 1
Is it SA1’s understanding that this use case is within the scope of the requirements in TS22.234?

Question 2
If yes to Question 1, what information should be presented to the user so that they are aware that this WLAN is company Purple’s private corporate intranet access?

Question 3
If no to Question 1, could SA1 provide further guidance on what is meant by the above quoted requirement? What use-case was this requirement intended to cover?

2. Discussion:

SA1 acknowledges that the original requirement for scenario 2 interworking may have been potentially confusing. We have attached a CR to TR 22.234 that we hope will clarify the requirement.

	Forward to WLAN DG

	S2-042430
	S1-040716
	Reply to LS on Correlation of I-WLAN Access and Service Authorization (S2-042347/S1-040562)
	To: SA2 Cc: SA3

1. Overall Description:

SA1 thanks SA2 for their LS entitled ‘Correlation of I-WLAN Access and Service Authorization’ (S2-042347/S1-040562). The result of the discussion of this LS within SA1 is as follows:

The following text exists within TS 22.234 regarding the scenarios for support of 3GPP Interworking with WLAN. 

It is an operator decision as to the level of interworking supported.  This can be broadly grouped as:

-
3GPP based access control and charging. The user shall be able to access general internet services and/or corporate intranets.  (Scenario 2 of TR 22.934 [2])

-
Access to 3GPP PS based services, e.g. IMS. (Scenario 3 of TR 22.934 [2])

-
Access to 3GPP PS based services with service continuity.  The user may or may not notice a disruption in service, depending upon the level of service continuity supported.  This is further defined in TS 22.129 [5]. (Scenarios 4 and 5 of TR 22.934 [2])
The scenarios presented in TS 22.234 and TR 22.934 are considered to be independent and as such a network operator has several choices regarding the provision of 3GPP interworking with WLAN. A CR has been agreed in SA1 to clarify this within TS 22.234 and is attached to this LS for information. 

Based on the reasoning given above it is possible for a network operator to offer only scenario 3(of TR22.934), without supporting scenario 2(of TR22.934) and SA1 recognise that this may be a valid scenario for a network operator to provide 3GPP interworking with WLAN. In this case, the 3GPP I-WLAN access authentication may not be available and authentication of the I-WLAN connection for the I-WLAN PS service connection is necessary. After authentication of the I-WLAN user an authorization for the use of a service (e.g. IMS) on I-WLAN will be performed.

Q1)  Does SA1 require an explicit check for I-WLAN access authorization prior to allowing access to PS services? 
A1)  For the reasons described above both the authentication of a user and the authorization for a certain PS service for that user are to be performed before allowing access to the PS service. Additionally, it is also desirable to determine whether USIM based I-WLAN access authentication has been used or not. Therefore, SA1 does require that it shall be possible for an explicit check for I-WLAN access authorization to be performed before accessing 3GPP PS based services.  

Q2) Is there any requirement to support access authentication methods that are different from those based on the (U)SIM? ?
A2)  No, It is  required  for the user to be authenticated by the 3GPP system (i.e. USIM) in order to access 3GPP PS based services. 

Q3) Is there any requirement to preclude PS service access from other access networks than I-WLAN?

A3) At present access to 3GPP PS based services is only explicitly required from an I-WLAN. However, it is the opinion of SA1 that it would be undesirable to preclude PS service access from other access networks that have appropriate interworking defined by 3GPP. Hence, there is no requirement to preclude access to PS based services from access networks other than I-WLAN.

Actions to SA2: 
SA1 respectfully requests that SA2 take into account the content of the answers provided above when developing specifications for 3GPP Interworking with WLAN.
	Forward to WLAN DG

	S2-042431
	S1-040718
	Reply LS on the use of pres and im URIs in IM
	To: CN1 Cc: SA2

Introduction

SA1 thank CN1 for their interesting liaison regarding the use of SIP URIs with Instant Messaging (im) and Presence (pres) prefixes in IMS.  

We have considered the two questions addressed to SA1 in your LS, namely:

1) Can an IMS subscriber be addressed using a “pres” and “im“ URIs ? 

2) Can an IMS subscriber originate a request with a “pres” or “im” URI?  

Following a discussion on the advantages and disadvantages of such prefixes, and considering the need or otherwise for 3GPP IMS based networks to support interworking with other SIP IP (fixed) networks that use IETF specified prefixes, we concluded that 3GPP networks should be capable of handling such addresses.

Consequently SA1 have raised a CR on TS22.228 (attached in S1-040717) 

SA1 hope that this decision will assist CN1 in their work on this matter.

Actions: None
	Noted

	S2-042432
	S1-040719
	Response to LS on “Clarification of charging requirements for SCUDIF”
	To: SA2  Cc: SA5

SA 1 would like to thank SA2 for their Liaison Statement entitled “LS on Clarification of charging requirements for SCUDIF”.

With regards to the question “who should pay” for the addition of a video segment to a voice call, SA1 would like to inform SA2 that 3GPP specifications do not address any billing requirements. Inter operator billing requirements are addressed by the GSMA and end user billing requirements are responsibility of the operator only.

However, SA1 would like to inform SA2 that charging requirements are specified by SA1. With regards to SA2’s question, SA1 would like to specifically point out the following existing charging requirements which are relevant and need to be accounted for by SA2. These requirements are taken from TS 22.115 R6 section 4.3.1.1.:

· Any party can add another media to the current session in progress and any of the parties (not necessarily the one(s) being charged for the current session) can be charged for the additional media. For example, A calls B and A is paying for the audio; B adds a wireless video image to the call and pays for that portion. The individual resource set-up and usage should be separately identified (eg treated as separate call records). This supports the “Calling Party Pays” model;

· During an active session, media types can change (eg. audio changed to data) and shall be charged for appropriately.  It is thus necessary to be able to detect a change of media during a session so that different rating may be applied.

With regards to the use of SCUDIF for CS voice and video enhancements, SA1 understands that this will lead to a change of service. SA1 expects that it will be possible in this case to collect CDRs from the party who modifies the call. 

Actions to SA2: SA1 asks SA2 to take into account the charging requirements specified in 22.115 which are relevant to the SA2 work on CS video and voice service improvements.
	Forward to CS VV DG

	S2-042433
	S1-040722
	3GPP-TISPAN potential collaboration and related integration of requirement
	To: SA, SA2, CN1, SA5

SA1 has been informed of the results of the joint 3GPP-TISPAN workshop in Sophia Antipolis held on 22-23 June 2004 dealing with the potential re-use of 3GPP specification (with a focus on IMS) in the context of the ETSI TISPAN Next Generation Network standardization.

SA1 expects that the details of collaboration with TISPAN, and Next Generation Networks in general, will be discussed in 3GPP SA and PCG. SA1 would like to contribute by sharing the results of the discussion held at SA1#25 meeting.

Assuming such collaboration will be endorsed by 3GPP, SA1 believe that close coordination is required between:

· the system and service requirements managed by SA1 and

· the additions that TISPAN will identify to the 3GPP specification. 

This will guarantee the result of single harmonized core set specifications, and will avoid feature that may be either

· not meet the needs of the 3GPP market

· not conform to the needs of non-ETSI centric organizations 

· and, in the worse case, not consistent with the rest of the 3GPP specifications.

SA1 is willing to support this coordination on service and system requirements.

SA1 expects that harmonisation should follow the established 3 stages of 3GPP specification work in order:

· Requirements

· Architecture

· Protocols.

There are specific open work items in SA1 that are correlated to this issue, All-IP Network Feasibility Study, I-WLAN, IMS messaging, Presence, IMS Group management and IMS.

SA1 notes the GERAN Generic Access to A/Gb Work Item.

Actions

To all TSGs:

SA1 expects that potential service and system requirements coming from external bodies, such as ETSI TISPAN, will be subject to verification by SA1. Stage 2 and 3 should not be developed before this validation.

To TSG SA:

SA1 expects that TSG SA will clarify the method for future cooperation with ETSI TISPAN
	Open

	S2-042434
	S1-040727
	Reply LS on UE connection to I-WLAN should not be standardised in 3GPP
	To: CN1  Cc: SA2, T3
1. Overall Description:

SA1 thanks CN1 for its liaison statement on UE connection to I-WLAN.


SA1 has discussed the points CN1 has provided and wishes to provide additional clarification as follows:

· Question 1) CN1 has taken a working assumption that the WLAN PLMN selection depends on support of VPLMN advertisement procedure by the serving WLAN infrastructure. To support roaming scenarios, it is necessary that also the visited WLAN infrastructure supports the procedure. Does SA1 see that this complies with their goal of using “out of the box” WLAN technology?

· Answer 1) The SA1 goal is probably not best summarized as using “out of the box” WLAN technology. In TR 22.934 we state that “if some standard mechanisms for realising specific system functions within a WLAN exist, they should be considered to be reused for 3GPP system interworking to ensure compatibility with generic WLANs.” and “Interworking between 3GPP Systems and WLAN should be possible with minimum coordination of the respective standards.  The goal is to avoid changes to WLAN standards….”.  SA1 acknowledges that in some case there may be optional capabilities or newer functionality in the WLAN standards not supported by some deployed WLAN equipment that was built to comply with an earlier version of the WLAN standard. To the extent such capabilities are required to support I-WLAN it should be left to the 3GPP operator to negotiate support for these items with potential WLAN network operators. This should be viewed as being analogous to the business relationships that 3GPP operators establish for roaming. 

· Question 2) With regard to the WLAN identities preference lists that are provisioned by the operator in the USIM introduced by CR 004r1, CN1 would like to indicate that it has made the assumption that there is a single list which is provisioned by the operator and can be modified by the user. Additionally, CN1 currently assumes that it is permissible for the ME to contain a similar list for use in the event that no such list is contained in the USIM.

· Answer 2) SA1 discussed CN1’s assumption regarding the WLAN Identities Preference List. This issue was the subject of contributions at the SA1 Montreal meeting that resulted in a CR to TS 22.234 Rel-6 ‘Clarification on the WLAN identities list for I-WLAN selection’ (attached). Concerning the storage of the lists, SA1 would like to recall that for I-WLAN access and PLMN selection purposes, the WLAN UE shall by default use the I-WLAN access parameters stored in the USIM (if they are available). Thus, in the event that these parameters are not available in the USIM, they may be available in the ME.

· Question 3) CN1 has agreed, and would like to draw the attention of SA1 to this, that the same distinction should exist between the manual selection and the automatic selection as exists for 3GPP access defined in 23.122, i.e. that the available PLMNs for automatic selection excludes PLMNs in the forbidden list, whereas available PLMNs for manual selection includes such PLMNs.

· Answer 3) Regarding the CN1 agreement on the treatment of the forbidden list, SA1 intended this treatment should apply to I-WLAN manual selection and automatic PLMN selection in the manner described by CN1.

No action to SA2
	Noted

	S2-042435
	S3-040464
	Reply LS on Request for Comments on Wi-Fi Alliance Public Access MRD draft v1.0
	To: Wi-Fi Alliance  Cc: CN1, CN3, CN4, SA2, SA5/SWG-B

1. Overview

SA3 received a Liaison Statement from Wi-Fi Alliance, via 3GPP SA2 WG, including a Request for Comment on the Marketing Requirement Document Draft Version 1.0.

SA3 has requested comments to all members and the only one given is the following:

In 4.1.2 "User experience", the MRD seems to give recommendations rather than mandatory requirements. It should be stated that the most secure mechanism must prevail, instead of giving always the choice to the user which has no idea about security mechanisms. In the case “authentication directly with hotspot”, the user should be forced to authenticate with the most secure method (if available): for example, if the user has a (U)SIM, it should use an authentication method associated to it, instead of authenticate with user/password.

No Action to SA2
	Noted

	S2-042436
	S3-040605
	LS on IPsec tunnels and W-APNs
	To: SA2

1. Overall Description:

SA3 has made an analysis about the use of single or multiple IPsec tunnels per W-APN.

The reason for this analysis is that, as SA2 has stated, the user can use more than one W-APN simultaneously. As the W-APN activation implies the setup of an IPsec tunnel between the WLAN UE and the PDG, it is not clear if the same IPsec tunnel should be used for all W-APNs, or if separate IPsec tunnels should be established for each W-APN.

SA3 has considered the following pros and cons for both solutions:

Single IPsec tunnel

This option can be considered secure enough, as IKEV2/IPsec provides the means to negotiate a wide range of security mechanisms (encryption, confidentiality, etc). Even if the W-APN which initiated the tunnel didn’t have strong security requirements, if a more security-sensitive W-APN is activated the IPsec tunnel can be rekeyed and security associations re-negotiated.

Pros:

· Simple and easy to implement, in WLAN UE and PDG side. The IKE/IPsec connection has to be initiated only once. There is no need to initiate/finish the IKE/IPsec connections when the W-APNs are activated/deactivated

· Performance. Specially from WLAN UE side, a single tunnel is more optimal than multiple tunnels.

Cons:

· Traffic separation is not possible if some W-APNs connect to the same PDG. This may happen for example if the user wants to use simultaneously W-APNs that make use of IP address spaces that may collide. This may happen, for example, with a W-APN accessing home network services and another W-APN accessing a corporate intranet.

Multiple IPsec tunnels

This is possible to achieve as IKEv2 allows the creation of subsequent tunnels with the CREATE_CHILD_SA exchange. In this case the IP traffic may correspond to any of the activated W-APNs, so Security Policy Databases (SPD) have to be maintained in the WLAN UE and the PDG so that the IP packets are routed through their associated IPsec tunnel.

The pros of this option are:

· Customized security. Every W-APN can have a security level associated to it. For example, a W-APN accessing the internet through the home operator network may not need strong security mechanisms (as the internet is not considered secure enough itself), while a W-APN accessing home network services may need to have encryption because the access to some services in the operator network may carry very sensitive data from a security point of view. Then a set of security requirements will be associated to every W-APN so that the IPsec tunnel is negotiated according to the W-APN needs.

· Allows traffic separation. W-APNs accessing networks with private IP address spaces can be routed separately to other W-APNs accessing public IP addresses, or even other private IP networks with which there may exist address collisions.

2. Conclusion:

The previous analysis shows that from security point of view both solutions are feasible and provide an acceptable level of security. Other aspects, included those mentioned here (performance, complexity) and those not considered by SA3 (e.g.QoS), should be assessed in order to take a proper decision.

Actions to SA2: SA3 kindly asks SA2 to take into account the aspects considered above and the conclusion reached.
	Forward to WLAN DG

	S2-042437
	S3-040606
	"Clarification on Addresses used for Tunnel Establishment"
	To: SA2
1. Question by SA2: 

SA2 asks whether SA3 sees any problems from a security point of view to establish a secure tunnel between the WLAN UE and the PDG, if the WLAN UE has obtained a local address with an IP version different from that of the tunnel endpoint at the PDG, e.g. by using mechanisms like IP-in-IP encapsulation.

2. Reply by SA3:

It is the understanding of SA3 that, for an IPsec tunnel, the outer IP addresses need to be of the same IP version at the two endpoints, and the inner IP addresses need to be of the same IP version at the two endpoints, but the outer and inner IP addresses may be of different IP versions. 

It is assumed that the WLAN may assign either IPv4 or IPv6 addresses. If a UE obtains an IPv4 address from the WLAN then it has to set up the IPsec tunnel by means of IKEv2 using this IPv4 address as its own address, and using an IPv4 address of the PDG. The version of the inner IP addresses is determined by the IP address of the final destination of the IP packet, as seen from the PDG. E.g. if the UE wants to access an IMS server, which can be reached from the PDG using an IPv6 address, then the inner IP addresses would be the IPv6 addresses of the UE and the IMS server.

Likewise, if a UE obtains an IPv6 address from the WLAN then it has to set up the IPsec tunnel by means of IKEv2 using this IPv6 address, and using an IPv6 address of the PDG. Again, the inner IP addresses may be either IPv4 or IPv6.

If simultaneous access to hosts with IPv4 addresses (e.g. hosts in the Internet reached through the PDG) and to hosts with IPv6 addresses (e.g. IMS servers behind the PDG) is required, then two IPsec tunnels are needed.

A possible solution to address the above requirements is that the UE and the PDG support both, IPv4 and IPv6, and the W-APN DNS resolution procedure is able to return both, an IPv4 and an IPv6 address of the PDG, depending on the current UE configuration. This is compatible with standard DNS procedures in the understanding of SA3.

SA3 did not investigate further possible solutions, e.g. solutions involving general IPv4/6 interworking mechanisms, as they were seen as being outside the scope of SA3 work. 


	Forward to WLAN DG

	S2-042438
	S3-040642
	LS on ‘SMS Fraud countermeasures’
	To: CN4, T2 Cc: SA2

1. Overall Description:

SA3 have discussed a solution that might be usable to combat SMS-Spoofing (see attached document S3-040581). Introducing a TCAP-handshake by mandating the implementation and use of MAPv2 for mt-forwardSM with an extended dialogue, allows providing the MSC with an implicit authentication of the SMSC-address, and so is able to check whether the SMSC address that is carried in the upper-layer protocol payload (i.e. MAP) was not spoofed. Note that this mechanism by no means is able to detect fraudulent SMS-content, but other mechanisms like MAPsec would neither do.

SA3 would like to gather more information on the feasibility of the approach from CN4 and T2. 

Actions to SA2
	Noted

	S2-042439
	S3-040651
	LS on USIM and ISIM selection in the UE
	To: SA1, SA2, T2 Cc: T3

1. Overall Description:

SA3 has been specifying how Generic Bootstrapping Architecture (GBA) should work when the UE is equipped with multiple USIM and/or ISIM applications on the UICC, i.e., which application should be used in the bootstrapping procedure over Ub reference point, and subsequently, what subscriber identity is tied to the authentication procedure conducted over Ua reference point. SA3 has decided to adopt the UICC application selection procedure described in the attached contribution (S3-040648), section 2.2, and in the corresponding approved CR to TS 33.220, subclause 4.4.8.

Action to SA1 and SA2: SA3 asks SA1 and SA2 for their view on the USIM/ISIM selection procedure described in the attached contribution.
To T2: SA3 asks T2 for their view on the usability of the UICC application selection dialog described in the attached contribution.
	Open

	S2-042440
	S3-040672
	LS on Binding Scenario Information to Mutual EAP Authentication
	To: SA2 Cc: CN4

1. Background:

In SA3#33 meeting, contribution S3-040372 was presented in order to show an attack against WLAN users. Basically, this attacks consists of that a compromised WLAN access point can simulate a PDG towards the user and act like an access point towards the AAA server. As the AAA server has no way to be aware of this attack, the user will be authenticated for scenario 3 while the AAA server believes the user is using scenario 2.

In order to solve this attack, there exist currently some solutions. The accepted solution in the IETF, which is mandatory in IKEv2, see draft-ietf-ipsec-ikev2-14.txt, and which has also been incorporated in TS 33.234 v610 is the use of a certificate to authenticate the network (the PDG) towards the user. This will make it impossible for an attacker to simulate a PDG by means of compromising an access point.

2. Discussion:
In SA3#34 meeting, the discussion paper S3-040562 was presented, in which it is proposed to use a modified version of the NAI in order to convey information of the scenario for which authentication is being performed. This solution will help to prevent man-in-the-middle attacks as the one described in S3-040372, and can be seen as an alternative to the use of certificates to authenticate the PDG.

The enhancement of the NAI works as follows:

The current format of NAI is specified in chapter 14.2 of 3GPP TS 23.003 and it is:

wlan.mnc<MNC>.mcc<MCC>.3gppnetwork.org

where: 

mnc<MNC> and mcc<MCC> identify the home network.

For example: If MNC = 15 and MCC = 234 then realm part of NAI is "wlan.mnc015.mcc234.3gppnetwork.org".

The enhanced NAI shall contain WLAN scenario information and possible visited network information and it use the following format:

wlan<SCEN>.vmnc<VMNC>.vmcc<VMCC>.mnc<MNC>.mcc<MCC>.3gppnetwork.org

where:

wlan<SCEN> identifies the WLAN scenario.

The possible values could be wlan-scen2, wlan-scen3-hn, wlan-scen3-vn

vmnc<VMNC> and vmcc<VMCC> identify the visited network. 

This part is omitted, when it is home network situation.

mnc<MNC> and mcc<MCC> identify the home network.

For example: If visited network scenario 3 is used, the visited network is MNC =23 and MCC=123 and the home network is MNC =15 and MCC=234 then realm part of NAI is "wlan-scen3-vn.vmnc023.vmcc123.mnc015.mcc234.3gppnetwork.org"

It should be noted that the discussion on the security mechanisms for the set up of UE-initiated tunnels is still ongoing in SA3 and SA3 has not yet agreed to replace the solution in TS 33.234 v610 with the solution proposed in S3-040562, even if SA2 confirms its feasibility. But SA2 is nevertheless contacted at this stage because the deadline for Release 6 is approaching fast, and a response to an LS sent from the next SA3 meeting would probably come too late to be considered for Release 6. 

It should also be noted that there is ongoing work at the IETF to address the problems, which the modified NAI proposal in S3-040562 tries to solve, but by different means, cf. draft-eronen-ipsec-ikev2-eap-auth-01 and draft-arkko-eap-service-identity-auth-00. 

Actions: SA3 kindly asks SA2 to study the feasibility of using enhanced NAI and provide to response in order to take a decision on the mechanism to be used.
	Forward to WLAN DG

	S2-042441
	S3-040673
	LS on GUP Security Progress in SA3
	To: SA2, CN4

1. Overall Description:

SA3 thanks SA2 for the liaisons related to GUP (S2-042208).

SA3 #34 discussed GUP security based on the documents in S3-040561. SA3 endorsed the conclusion to use LAP-WSF specifications as the security and privacy solution for GUP. SA3 agreed that SA2 and CN4 can now update their specifications according to the draft CRs in S3-040338. The supporting companies volunteer to provide formal CRs to TS 23.240 and TS 29.240. 

Furthermore SA3 decided that some profiling and recommendations are needed to complete work on GUP security. SA3 will provide information on additional CRs needed as soon as the profiling work has been completed in SA3. The profiling and recommendations are related to the following issues:

· authentication over the Rg interface in case the GUP requestor is a UE (i.e the possible use of GBA for client authentication to avoid client certificates needs still to be analysed). 

· suitable traffic protection recommendations to minimize the impact of double encryption

Actions to SA2 and CN4 group:

SA3 kindly asks SA2 and CN4 to update TS 23.240 and TS 29.240 according to the draft CRs in S3-040338. 

SA2 and CN4 are also asked to note that SA3 will provide additional CRs on profiling of security mechanisms to be used for GUP.
	Open, Handle on agenda point 9.1 (GUP)

	S2-042442
	S3-040679
	LS on progress of MBMS security
	To: SA4, SA2, CN1, T3, CN4
1. Overall Description:

SA3 would like to inform other groups on the recent progress that SA3 has made in MBMS security in Release 6. SA3 is planning to send 3GPP TS 33.246 v 1.3.0 Security of Multimedia Broadcast/ Multicast Service for approval to SA plenary #25. Current TS 33.246 SA3 includes e.g.:

· User authentication using HTTP digest [IETF RFC 2617]

· Key management using MIKEY protocol [draft-ietf-msec-mikey-08] with MBMS specific extensions

· SA3 has conditionally agreed to use SRTP [IETF RFC 3711] for protection of streaming MBMS data, depending on further discussion with SA4 

Action to SA2: Addressed groups are asked to take the content of the MBMS Security specification into account in their MBMS specification work.
	Open, Handle on agenda point 9.6 (MBMS)

	S2-042443
	S3-040684
	LS on Forwards compatibility to TLS based access security in IMS
	To: CN1, CN4, SA2

1. Overall Description:

SA3 has identified potential future backwards compatibility problem related to the way IMPI, IMPU(s) and Home Network Domain Name are specified in ISIM related specifications. SA3 has decided to introduce a new requirement on how the domain and realm names should be defined, i.e. all these names should include an indication that IMS is one big trust domain. If this new requirement is not introduced, one deployment mode of using TLS for IMS access security is not possible in the future (see more details in the attached documents). 
2. Actions:

To CN1 and CN4: SA3 kindly asks CN1 and CN4 to take note of the above decision, and update related IMS specifications accordingly.

To SA2: SA3 kindly asks SA2 to take note of the above decision.
	Open, Handle on agenda point 9.2 (IMS)

	S2-042444
	S3-040689
	Reply LS on multiple connections to VPLMNs simultaneously
	To: SA1 Cc: SA2
1. Question by SA2:

“SA1 ask SA3 group to provide comment whether simultaneous UE connections to multiple VPLMNs can be provided without reducing the security provided by 3GPP.”
2. Reply by SA3:
At current stage, SA3 identified in the contribution S3-040352 to SA3#33 a potential compromise to 3GPP security by supporting simultaneous UE connections to multiple VPLMNs, or more generally, by supporting multiple WLAN Access sessions with different MAC address and/or VPLMN id, and/or WLANAN information. The corresponding CR S3-040440  to TS 33.234 was approved at SA3#33.

With the approved CR S3-040440 and S3-040668, SA3 have developed a mechanism to enable the restriction to multiple WLAN Access sessions of a subscriber. Thereby the multiple WLAN Access sessions (including simultaneous UE connections to multiple VPLMNs) can be properly restricted under the operator’s need or subscriber’s request. The need for restricting the number of simultaneous connections may depend, among other things, on the charging model, cf. S3-040352. Nevertheless, if SA1 decide that simultaneous connections to multiple VPLMNs have to be allowed, SA3 need to study the implications more in detail, as it would mean to remove the restriction provided by the mechanism cited above.

In summary, SA3 identified a potential impact to the 3GPP security with simultaneous UE connections to multiple VPLMNs or more general multiple WLAN Access sessions of a subscriber. Consequently, SA3 has put appropriate measures into place.

3. Actions 

SA3 would like to ask SA1 take the above information into consideration in the decision about supporting multiple WLAN Access sessions.

	Noted

	S2-042445
	S4-040320
	Reply LS on “Answer to MBMS ARP Support in UTRAN”
	To: RAN2, RAN3, SA2  Cc: GERAN, CN1

1. Overall Description:

SA4 would like to thank RAN2 for their LS (S4-040328 = R3-040832) dealing with Allocation/Retention Priority support for MBMS. SA4 would like to confirm that ARP could be provided by the MBMS User Service entity at Session Start together with other Quality-of-Service parameters. This value might be used to prioritise the MBMS bearer against other MBMS and PTP bearers in the RAN. As to whether per-UE ARP values are required, SA4 feels that this may depend on MBMS service requirements, MBMS bearer service architecture and the RAN ability to effectively handle such information.
2. Actions: None.
	Noted

	S2-042446
	S4-040322
	Reply LS on MBMS security issues
	To: SA3 Cc: Download + DRM of the OMA, SA2
1. Overall Description:

SA4 would like to thank SA3 for the productive collaboration and information exchange. SA4 has discussed the liaisons sent from SA3 to the SA4 Montréal meeting and with this LS SA4 reply to documents S4-040329 (S3-040443) and S4-040330 (S3-040444).
Actions for SA4 in S4-040329 were:

· SA3 would like to ask SA4 to comment on the suitability and feasibility of using SRTP (RFC 3711) for protecting MBMS streaming data from SA4 point of view

· SA4 have no technical issues with the adoption of SRTP. SA4 have already adopted SRTP as optional for integrity protection purposes.

· SA4 have a requirement for pre-encrypted content and have a separate mechanism for confidentiality protection using OMA DRM.

· SA4 would like to inform SA3 that there are also other solutions available. 

· SA4 believe that the final decision should be made by SA3.

· SA4 assumes that the usage of confidentiality protection would also be optional. 

· SA3 would like to ask SA4 to comment on the suitability and feasibility of using S/MIME (RFC 2633) without PKI for protecting MBMS download data from SA4 point of view

· SA4 assumes that the data transport equates to MBMS bearer service and that the multicast transmission equates to MBMS user service.

· SA4 would like to inform SA3 that in the MBMS download delivery method, it is only possible to indicate the MIME type of separate objects in the download session. This is not possible for the entire download session (which may consist of several objects).

· SA3 would like to propose a joint meeting with SA4 to get a common understanding and progress the MBMS work. SA3 would like to ask SA4 to propose date and venue for the meeting

· SA4 need some more time to form a common SA4 view on MBMS security issues, and is considering an ad-hoc meeting after the next SA4 meeting (16 - 20 Aug 2004). 

· As a possible date, 23rd August (week after SA4#32) is being considered, venue to be confirmed.

· The presence of SA3 delegates interested in the subject would be welcomed.

No actions for SA2
	Noted

	S2-042447
	S4 (04)0355
	Reply LS on MBMS support in UTRAN
	To: RAN2, SA2  Cc: GERAN, RAN3, CN1

Introduction

SA4 thanks RAN2 for their LS on MBMS support in UTRAN. SA4 confirms the RAN2 assumptions 3a-c and 4a-b. 

Furthermore, SA4 has some comments and questions on the service selection part of the LS (section 6). SA4 assumes that the only way for a user (MBMS client) to indicate interest and receive the content of a service is through the SA2 activation procedure (the operation of “Join”), while the only way for rolling-back the activation (indicating non-interest) is through the SA2 deactivation procedure (“Leave” operation). These two are MBMS client states that are not time limited. SA4 asks RAN2 to clarify whether there is alignment on the understanding of these concepts.

SA4 would also like to get some clarifications on the RAN2 meaning of “interest”/ “non-interest” and “temporary interest”/“temporary non interest” in an MBMS bearer service.

No action to SA2
	Noted

	S2-042448
	T1-041458
	Reply LS on Harmonisation of AMR Configurations
	To: SA4, RAN2 Cc: SA2, CN4, GERAN2

1. Overall Description: 

T1 thanks RAN2 for the LS on harmonisation of AMR configurations ([1] T1-041213).

T1 has discussed the topic and would like to provide the following answers on the request from RAN2.

RAN2 request:

Give guidance if it is preferable to change an existing reference RAB or if a new RAB should be introduced.
T1 response: 

For T1 to be able to give guidance if an existing reference RAB or if a new RAB need to be introduced for testing then T1 need to know more details on the SA4 chosen configuration. Thus T1 would like to ask SA4 for details regarding the chosen AMR configuration.

No action for SA2 
	Noted

	S2-042449
	S5-044353
	LS reply on Request for Comments on Wi-Fi Alliance Public Access MRD draft v1.0
	To: Wi-Fi Alliance Cc: SA2

In line with 3GPP SA2’s LS response in S2-041646 / S5-044317, 3GPP SA5 is pleased to offer comments to the Wi-Fi Alliance Public Access MRD draft v1.0, as documented in the attachment. In line with SA5 terms of reference, these comments are limited to charging aspects of the MRD.

SA5 concludes from its review of the MRD that WLAN charging principles and requirements are generally common between Wi-Fi Alliance and 3GPP–WLAN Interworking. In that respect, 3GPP SA5 comments do not intend to modify the MRD, but rather to clarify that the WLAN charging perspectives within 3GPP are limited to the 3GPP–WLAN interworking case.

No Actions to SA2
	Noted

	S2-042450
	S5-044357
	Reply LS on the availability of charging information
	To: SA2

SA5 thank SA2 for the LS on the availability of charging information. With respect to the issues raised by SA2, SA5 would like to provide the following comments:

· When GCID is not available in IMS network elements, charging correlation between media components and PDP-contexts is not possible.

· In the absence of GCID, ICID can still be used to correlate the IMS session with the used PDP contexts.

· SA5 consider this an acceptable restriction in release 5 which will be eliminated in release 6 by the introduction of Flow Based Charging.
No Actions to SA2
	Noted
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