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10.3
1. Introduction

This contribution provides the architectural concept for Architectural Enhancements for End-to-End QoS basing on the Work Item description. 
2. Discussion

In TS23.207 or other docments, only service-based local policy (SBLP) is used. SBLP does not care about the QoS structure of the whole end-to-end network. It may work well in the case which is only needs faint QoS provision. But if we need provide high level QoS control of some services such as conversational speech or streaming vedio when the data flows go through the IP bearer network domains, only the SBLP is not enough to provide this.

For End-to-End Qos can be ensured when the data flows go through a backbone IP network or other different network domains,  an enhanced architecture for E2E QoS is needed, we suggest that in the enhanced architecture it shall provide a relation between the UMTS network and the external IP network so that the QoS resources of the whole end-to-end network can be utilized to improve the end-to-end QoS.

In the UMTS network, the PDF is used to provide SBLP, it decides whether the data flow may go through GGSN or not. In the external IP network, it usually uses the BCF to control the QoS resource. In our proposal below, a new interface (named Gu) between the PDF and the BCF is added to tranfer QoS information between the UMTS network and the external IP network. Through this enhanced architecture, the end-to-end IP QoS may be improved in any cases.

After adding the Gu interface, the function of some relative functional entities (like PDF, GGSN and BCF etc.) should be enhanced. We also describe these enhancements in the below proposal.

3. Proposal

We propose that the following text be added to the TR23.802:
Only the enhanced descriptions against TS23.207 are provided below.

4
Definitions and abbreviations

4.1
Definitions

BCF administrative domain: The Bearer Control Function (BCF) administrative domain defined a set of bearer devices and gateways which resources and routes managed by a single BCF. In UMTS network the PDF acts as the access BCF, it may manage the resources and routes of GGSN and other bearer devices in the external IP network domains or backbone networks (if necessary).

Service-based Policy (SBP): A policy which used to authorize and control how to transport the IP service flows in the bearer network when interaction with external network. It decided the logical path for the service flows by an independent bearer resource control. It installs the logical path identification (eg. MPLS label stack for the MPLS case) in GGSN and the service flows are transferred through the pre-installed logical path.

4.2
Abbreviations

Recommend that the following abbreviations are added in the TR23.802:

ABCF

Access Bearer Control Function

BCF

Bearer Control Function

BR

Border Router

ER

Edge Router

LSP
Label switching path

MPLS

Multiprotocol Label Switching Architecture
RACF
Resource and Admission Control Funtion

SBP
Service-based Policy

TR
Transit Router

5
Architectural Concept
5.1
Enhanced end-to-end QoS Architecture interaction between UMTS network and External IP Network
To provide IP QoS end-to-end, it is necessary to manage the QoS within each domain. In UMTS network, to enable coordination between events in the application layer and resource management in the IP bearer layer, a logical element, the Policy Decision Function (PDF), is used as a logical policy decision element. It is also possible to implement a policy decision element internal to the IP BS Manager in the GGSN. In the external IP network, a logical element, the Bearer Control Function (BCF) is used to control the external IP bearer service path.
When resources not owned or controlled by the UMTS network are required to provide QoS, it is necessary to interwork with the external network that controls those resources. And in order to provide highly ensured end-to-end QoS capability for realtime sevices when interworking with external IP network, interaction between the Policy Decision Function and the Bearer Control Function is needed.

Figure 5.1 shows QoS management functions for UMTS bearer service in the control plane and QoS management functions for end-to-end IP QoS. In the figure, it is assumed that the UE supports IP BS Manager, but this assumption is not necessary in the end-to-end IP Qos architecture.

[image: image2.bmp]
Figure 5.1: QoS management functions for UMTS bearer service in the control plane and QoS management functions for end-to-end IP QoS
Annex A shows the interaction mechanism between UMTS network and External IP Network when using PDF and /or BCF.

5.1.1
Description of functions

5.1.1.1 
QoS management functions for enchanced end-to-end IP QoS in UMTS Network
Policy Decision Function (PDF) is a logical policy decision element which uses standard IP mechanisms to implement Service Based Policy (SBP) in the IP bearer layer, it acts as Bearer Control Function (BCF) in UMTS Network, may also be called Access Bearer Control Function (ABCF) contrast to the BCF in External Backbone Network and communication with the BCF in External Backbone Network (if existed) via Gu interface.

The PDF makes policy decisions based on information obtained from the AF and the resource topologies collected in the PDF.

5.1.1.2
QoS management functions for enhanced end-to-end IP QoS in External Network
Bearer Control Function (BCF) is a logical function element in external network in which it performs the service QoS routing or performs the identification of the logical path. After these path-analysises like the service QoS routing or the logical path identification, it delivers the path-analysis results to the edge router or transmit/border router in the external IP network.

5.1.1.3 
Interaction between UMTS network and External Networks
Within the UMTS network, there is resource management performed by various nodes in the admission control decision. The resources considered here are under the direct control of the UMTS network.

In IP Networks, it is also necessary to perform resource management to ensure that resources required for a service are available. Where the resources for the IP Bearer Service to be managed are not owned by the UMTS network, the resource management of those resources would be performed through an interaction between the UMTS network and that external network.

In addition, where the UMTS network is also using external IP network resources as part of the UMTS bearer service (for example for the backbone bearer service), it shall also be necessary to interwork with that network.
· The GGSN shall support MPLS functionality or DiffServ edge functionality. When interaction needed between the UMTS network and the external network, resource requirements are explicitly requested and either granted or rejected through the exchange of signalling messages between PDF and BCFs in the external network. The results of this exchange are then enforced in the border nodes (GGSN) selecting the appropriated logical path or separating DiffServ administrative domains.  Signalling may be performed on an independent mode against along the flow path. The interface between PDF and the BCF element in backbone IP network (or between the PDFs in same CN or different CNs), named Gu interface, can transfer QoS resources, IP bearer routing or other information which can be used for policy decisions.
Annex A shows the architecture based on the independent resource control mode of the interaction between UMTS network and external IP network.

5.2
Enhanced Capabilities of Functional Elements

This section provides functional descriptions of enhanced capabilities in GGSN, PDF, BCF, and AF.

5.2.1
GGSN


Besides the information of the packet classifier of 5-tuple and QoS attributes (bandwidth, QoS class, etc.), the SBP control information may also include bearer path (such as MPLS multi-layer label stack for the MPLS case).The bearer path is decided by PDF and delivered to GGSN to guarantee the QoS throughout the path. The GGSN should forward IP flows to next node according to indication of the bearer path.


5.2.3
PDF

This clause provides functional descriptions of capabilities in PDF. The PDF makes policy decisions based on policy set-up information obtained from the AF via the Gq interface.

Service-based Policy Decision Point

· Authorize QoS resources (bandwidth, etc.) for the AF session. The PDF shall use the policy set-up information received from the AF to calculate the proper authorization. The authorization shall be expressed in terms of the IP resources to be authorized. The authorization shall include limits on QoS for the set of IP flows and restrictions on individual IP flows (e.g. destination address and port).
· 
-
The PDF shall config or collect the topology and bandwith resource of the GGSNs which are administratived by the PDF.

-
The PDF shall exchange the QoS resource and routing information with the other related BCFs or PDFs via the Gu interface.
5.2.4
Application Function (AF)
5.3
Interface Between Functional Elements

5.3.1
Go interface (PDF - GGSN) 
5.3.1.1
Go Functional Requirements 
The Go interface allows service-based policy and QoS inter-working information to be "pushed" to or requested by the GGSN from a Policy Decision Function (PDF). The Go interface provides information to support the following functions in the GGSN:

· 
· Control of service-based policy "gating" function in GGSN

· UMTS bearer authorization
· Charging correlation related function

5.3.1.2
Information Exchanged via Go Interface
A Decision (DEC) message from the PDF to the GGSN contains decision objects. A Decision object shall include one of the following commands:

· Install (Admit request/Install configuration, Commit, QoS path identifier)

· Remove (Remove request/Remove configuration)
· Query (Qurey request)
These commands are used to:

· Authorize QoS/Revoke QoS/Query QoS authorization for one or more IP flows

· Control forwarding for one or more IP flows

The authorized QoS information provides an upper bound on the resources that can be reserved or allocated for the combined set of IP flows. The authorized QoS information may contain the DiffServ class and Data rate parameter. The DiffServ class is used only to identify the maximum allowed traffic class. The authorized QoS information may also include bearer path which is associated with corresponding QoS resource (e.g., it may be the MPLS multi-layer label stack in the MPLS case, it may be the identification of the logical path in the no-MPLS case.).
5.3.2
Gq Interface (PDF - AF)

5.3.2.1 
Gq Functional Requirements

5.3.2.2
Information Exchanged via Gq interface
Reject session’s QoS authorisation indication:

The PDF determines when the AF’s QoS authorisation request to be rejected. The PDF will reject the AF’s QoS authorisation request when there are no enough resources for the session.
Query request and response:

The AF may query PDF the status of the authorized bearer resource. PDF shall respond with the result of query to AF.

5.3.3
Gu Interface (PDF - BCF)

5.3.2.1 
Gu Functional Requirements

The Gu interface is used for exchange of IP bearer resource and bearer path information between PDF and BCF element in backbone IP network or between the PDFs in same CN or different CNs. This information is used by the PDF for service based policy decisions.
The Gu interface allows service based QoS information and bearer path information needed for QoS authorisation to be exchanged between PDF and BCF.
The signalling over Gu can be on-path or off-path.
5.3.2.2
Information Exchanged via Gu interface

Service information:

If the PDF finds the destination element is not within the administrative domain of the PDF itself, the PDF shall send the QoS resource request to the related BCF. The following information shall be sent via Gu interface:


-
Direction;


-
Session identifier;


-
Sets of flows, identified by sets of 5 tuples (source address/port, destination address/port, protocol id);


-
QoS information (QoS Class, Bandwidth, Delay, Jitter, Loss etc.).

Connect admission control (CAC):

If the BCF or PDF finds the QoS resource it remained can not be enough for the IMS session request, it shall reject the IMS session with the appropriate reason.



Annex A (informative): 
A Comprehensive Enhanced QoS Architecture Based on Independent Resource Control of Backbone IP Network Combined with UMTS
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FigureA .1  A comprehensive enhanced QoS architecture

For supporting services of varying performance requirements over a single backbone IP network and guaranteeing QoS of connection-oriented and real-time services (such as IP voice and vedio streaming), a comprehensive QoS enhancement based on independent resource control is developed, and it can be combined with UMTS as depicted in FigureA .1. The enhancement integrates MPLS, DiffServ, traffic engineering and policy management. 
This solution provides end-to-end QoS when the UMTS network interaction with the external IP network by adding the Gu interface between the PDF of the UMTS network and the BCF of the external IP network. In this case, the PDF acts as the BCF in the UMTS network from the view of the external network, and interact with the BCF in other domain for QoS resources for the sessions which will go through the external IP network. The logical path (it is LSP for the MPLS case) is preconfigured between the GGSN and the LSR (BR) in the external IP network. The GGSN is in the PDF administrative domain, and the BR is in the BCF administrative domain of the external IP network. The PDF control the GGSN’s QoS resources (such as the LSP’s bandwidth said above).  In summary, through Gu interface between the PDF and BCF, the PDF can request the BCF allocate a proper path for a session with requested Qos, the QoS management advantage of the BCF controled network domain can be utilized to improve the end-to-end QoS.
To achieve the Qos infor exchange and ensurance between the domains, the function of the PDF and GGSNalso need to be enhanced for this purpose. The PDF may need to manage and maintain the topology and resource of its administrative domain, and decide the logical path identification for the IMS session. The GGSN needs to perform the decision from the PDF and forward the media flow through the logical path which decided by the PDF.

Services requiring QoS guarantee are categorized according to general service types (e.g,. voice) or QoS treatment levels (e.g., EF). For manageability and stability of the network, backbone IP network of a network provider is divided into multiple administrative domains. Such division is flexible and may not be the same as that of routing domains. Each domain is managed by a BCF in backbone IP network. 

Besides policy management, The BCF in backbone IP network records and maintains the network topology and resource database (NTRD). Based on the NTRDs, the PDF makes intra-domain path selection, resource allocation and admission control for a service flow. The BCFs of different domains interact through signalling to perform resource control for inter-domain application flows. In addition, a BCF may also have functions like SLA management, LSP traffic metering, and interface with AAA servers.

AFs in backbone IP network are responsible for controlling various service requests (e.g., voice call signaling), identifying the originating and terminating point of each service request, translating number (or name) into IP address, and then sending the resource requests to the PDF of the originating domain. 

A BCF receives resource requests from the AF within its administrative domain or from other BCF or PDF. It processes them and then notifies the responses back to the AF. At the same time, if a service flow resource request is admitted, the PDF notifies the flow identification, path and QoS attributes to the ingress edge routers (GGSN for UMTS). The ingress edge router (GGSN) identifies, classifies, marks, policies, shapes, and encapsulates the packets of a flow with the QoS information specified by the PDF. 

A.1.
Implementation scenario for packet networks with MPLS support

In this case, it is assumed that DiffServ-aware MPLS is supported in backbone IP networks.

MPLS LSP technology is deployed to pre-provision a logical bearer network (LBN) for each service class over the underlying IP network manually or automatically through RSVP-TE or CR-LDP protocol. For service flows belonging to a service class, path selection, resource allocation, admission control and label forwarding are dealt within the same one LBN.

Within the remaining resource of the underlying packet networks, BE traffic without QoS requirements are still routed and forwarded by conventional IP routing and forwarding methods with or without DiffServ.

The PDF or BCF records and maintains a network topology and resource database (NTRD) separately for each LBN. Based on the NTRDs and policies, the PDF or BCF makes intra-domain path selection, resource allocation and admission control for a service flow within its corresponding LBN. As for the remaining resource of the underlying packet networks, the PDF or BCF could also perform resource allocation and admission control. 

The QoS path information for a flow specified by PDF is a multi-layer label stack that represents a concatenated LSP set. The edge router encapsulates the packets with this label stack, which in turn makes the intermediate transit routers forward the packets of a flow along the specified path in terms of the label stack and the specified priority.
A.2.
Implementation scenario for packet networks without MPLS support

In this case, admission control and resource reservation are dynamically applied with the link-by-link resource reservation, and MPLS capability isn't required to the bearer layer. Routing and forwarding of all traffic is under the control of traditional IP routing protocols and IP Diffserv. 

PDF or BCF is deployed to directly manage all of the physical link resources within each administrative domain. The PDF or BCF holds and maintains a network topology and resource database (NTRD). Based on the information in the NTRD, the PDF or BCF handles route look-up, link-by-link resource reservation and admission control for each flow that requires QoS guarantee. 
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