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Introduction

This contribution discusses the direction for CS bearer establishment in the end-to-gateway configuration of alternative A. The short existing statement in subclause 6.1.3 does not cover all relevant aspects. A more detailed description and analysis of the issue is provided and proposed for addition to the TR.
Proposal

It is proposed to modify TR 23.899 as follows (changes based on version 0.2.0). Note that the new subclause includes a reference to the subclause 6.1.x proposed in contribution S2-042869. It is proposed to add the subclause 6.1.y immediately after the subclause 6.1.x proposed in S2-042869.
*** Proposed change to 6.1.3 ***
6.1.3
Architecture configurations

The following configurations are supported:

1) End-to-Gateway

In this case, the entire mechanism is local to one users end of the session. The mechanism could be duplicated at the peer UE, or this could be a standard VoIP UE.

The Circuit Bearer Control Function may either be within the network (Application Server) or within the UE. This gives rise to “network-control” and “client control” models.

The Circuit Bearer Origination and Termination functions are either both at the client (client control model) or at the client and Application Server (network control model). The Circuit Bearer can be established in either the client-to-network direction or network-to-client direction. This choice is independent of the session direction. See subclause 6.1.y for more details.

In these configurations, the circuit bearer is established between the UE and some local gateway at the same point in the call flow as a PDP Context would usually be established. The Circuit Bearer Control Function acts as a third party call controller and a back-to-back user agent in order to mediate between the SIP call legs between the CBCF and UE, gateway and peer client.

2) End-to-end

In this case, all capabilities are provided by the clients. The Circuit Bearer Originating and Terminating functions are provided by the two UEs.

*** Proposed new subclause ***
6.1.y
Direction of CS bearer establishment in the end-to gateway configuration

In the end-to-gateway configuration the CS bearer could be established in both the network-to-client and client-to-network direction. In the network control model, network-to-client means that the AS hosting the CBCF calls the (CS part of the) UE, while client-to-network means the (CS part of the) UE calls the AS. In the client control model, network-to-client means that the IMS part of the UE calls the CS part of the UE, while client-to-network means the CS part of the UE calls the IMS part of the UE.
For the network-to-client direction it is probably desirable to have special handling of the incoming call in the UE, e.g. do not ring for a CS bearer, which is established as part of an originating SIP session. Also, the call is established as a terminating CS call. Thus it has to be ensured that terminating services, like unconditional call forwarding, do not disrupt the CSB logic, but consider alignment of CS and IMS call forwarding. If necessary, incoming call barring might be bypassed. In this case incoming call barring services need to be configured to allow calls from the CBOF in the network. A further issue with the network-to-client direction is the possible need to page the terminal, and for the terminal to establish a signalling connection with the CS domain in order to receive the incoming call. This can take some time which will contribute to the overall call setup delay. Flexible charging models are probably easier to realise with the network-to client direction. The network can easily "zero-rate" the CS bearer in the network control case, also in case of online charging.
The client-to-network is more aligned to the PS domain handling, but note that there is a lack of Go or Gx interface, instead network control of the bearer requires that the AS can reject unauthorised call attempts. The Application Server provides the UE with a number allocated to the CBTF. Routing tables in the CS domain are configured to route the CBTF number to the IMS, and the IMS is configured to route it towards the Application Server. This requires definition, configuration and administration of a range of specific phone numbers for that purpose; it needs to be ensured that these will also work in roaming scenarios. For roaming scenarios, there is also an issue with routing the bearer, which may impact call-set-up time, see subclause 6.1.x above. Moreover, to avoid abuse of the specific number range, the CBCF needs to verify that the CBTF number is indeed used by the correct UE only. As above interactions with services in the CS domain needs to be considered. The main problematic service could be call blocking/closed user group services. The phone number chosen for the CBTF needs to be such that it will be allowed by these services. CAMEL originating side services need to be aware of the CBTF number and ensure calls to this number are allowed to proceed as desired.
Client-to-network call establishment would allow for routing of the call directly from the VMSC to the MGCF/MGW. This may be more efficient if the network is of a scale with many gateways. By contrast, network-to-client establishment requires the call to be routed through a GMSC.
A UE, which supports the end-to-end configuration, should also be able to support both the network-to-client direction and client-to-network direction.
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