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1. Overall Description:

The architecture for 3GPP Interworking with WLAN provides the means for I-WLAN access authentication and authorization through the 3GPP system as well as for access to 3GPP PS services. I-WLAN access authentication and authorization is based on EAP-SIM or EAP-AKA mechanisms. Access to PS services is provided by establishing a secure tunnel between the WLAN UE and Packet Data Gateway (PDG).

During the tunnel establishment, the PDG contacts the 3GPP AAA Server in the HPLMN for authorization of the WLAN UE and retrieves information required for the mutual authentication part of tunnel establishment. Currently the AAA server is also required to check that the user requesting the tunnel establishment has also been already successfully I-WLAN access authorized. Concerns have been raised whether this verification adds unnecessary complexity to the tunnel establishment procedure. It is considered unnecessary since the tunnel establishment procedure is secure by itself relying on the (U)SIM. This additional check in the AAA server also forces the WLAN hotspot to support EAP-SIM/EAP-AKA before a UE is able to access PS services from this hotspot. Existing hotspots owned by an operator, for instance, would need to be upgraded prior to being used by this system.
It has to be noted that in any case access to 3GPP PS services will only be possible from such I-WLAN hotspots, which have a business agreement for PS services access with a mobile operator.
2. Actions:

SA2 kindly request SA1 to answer the following questions:
1) Does SA1 see any need to require I-WLAN access authorization prior to allowing access to PS services? 
2) Is it allowed to provide access from WLAN hotspots not supporting the EAP based access authentication and authorization?
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