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1. Introduction

At SA2#39, it was identified that more work was need on P-CSCF discovery. This contribution provides some further analysis.
2. Proposal

It is proposed to apply the following changes to TR 23.981:

******************* First Change **************************************
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3
Definitions, symbols and abbreviations

**************************** Second change **************************************

5.2.1

Obtaining IP address and P-CSCF discovery

Prior to communication with the IM CN subsystem, the UE:

a)
establishes a connection with the IP-CAN;
b)
obtains an IP address using either the standard IETF protocols (e.g., DHCP) or a protocol that is particular to the IP-CAN technology that the UE is utilising; 

c)
acquires a P-CSCF address.

The existing P-CSCF discovery mechanism are either IPv6 specific or use Release 5 or later GPRS. Operators need other mechanisms not currently defined as possible options in 3GPP IMS. 

The following mechanisms need to be evaluated for P-CSCF discovery in IPv4:

a)
the address of the P-CSCF can be requested by the UE and returned by the GGSN at PDP context establishment time. An IPv4 UE would need to obtain an IPv4 address as part of this exchange. As part of a migration from an IPv4 to an IPv6 IM CN subsystem, it might be necessary to allow the UE to request a specific version of P-CSCF address or to key the type of address returned to the type of address currently assigned to the UE. The specific method by which a UE obtains the proper type of address needs to be identified such that terminals and GGSNs can interoperate properly for this case.

b)
based on DHCP. Currently the specifications limit this to the IPv6 methods for DHCP. In order for this method to be used by an IPv4 UE, it needs to be identified how IPv4 DHCP is used to obtain the P-CSCF address. A solution that provides access independence would be where an IPv4 P-CSCF and IPv4 UE support configuration of the appropriate P-CSCF information via DHCPv4. In this solution, use of DHCP provides the UE with the domain name of a Proxy-CSCF and the address of a Domain Name Server (DNS) that is capable of resolving the Proxy-CSCF name. When using DHCP/DNS procedure for P-CSCF discovery with IPv4 GPRS-access, the GGSN acts as DHCP Relay agent relaying DHCP messages between UE and the DHCP server. This is necessary to allow the UE to properly interoperate with the GGSN. This solution however requires that a UE supporting early IPv4 implementations would support DHCPv4.

c)
other mechanisms, such as SMS, OTA, OMA device management or other configuration schemes are already in use today by deployed UEs. Some of the provisioning mechanisms in use are vendor specific (such as preconfiguration mechanisms), but it is assumed that most of the early-deployed IPv4 UEs will support OMA specified provisioning mechanisms such as OMA Client Provisioning [y] and OMA Device Management (DM) [x]. It is recommended that provisioning parameters for IPv4 P-CSCF discovery be defined for OMA standardised provisioning mechanisms such as OMA DM [x].
**************************** Third change **************************************

6

Conclusions and recommendations

Interworking between IPv4 and IPv6 based IMS implementations and migration from IPv4 IMS to IPv6 IMS can and should be facilitated by specification of some of the relevant aspects. 

For the specification of IPv4 IMS, the assumption should be made that the relevant roaming scenario for IPv4 is the GPRS roaming scenario with the GGSN in the home network. If IPv4 is used in an early IMS implementation, then there is the need for alternative or modified P-CSCF discovery mechanisms as the mechanisms specified in TS 23.228 cannot be applied as they are. It is recommended to follow the recommendations for P-CSCF discovery as described in subclause 5.2.1.
It is recommended that SIP communication between UE and P-CSCF uses IPv4 or IPv6 without intermediaries changing the IP version. 

For some services like PoC, Presence and immediate messaging, dual stack network elements like the PoC Server, the Presence Server or the S-CSCF can provide IP version interworking without use of NATs. 

In general, the interworking architecture defined in TS 23.228 with IMS-ALG and NATs (TrGWs) can be used in principle to support all kinds of IP address and protocol translations possibly needed between early IMS networks. 

The early deployment of IMS dual stack UEs facilitates migration significantly. To limit the options, it is recommended to specify the IMS dual stack UE behaviour for IMS access, as described in subclause 5.2.2.1. 

Network operators, who introduce 3GPP IMS using IPv6, have a strong interest that their GPRS roaming partners provide support for PDP contexts of PDP type IPv6 in the SGSN. Thus support of PDP type IPv6 in SGSNs facilitates migration of IMS towards IPv6.
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