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Introduction
To accept attachment of a non-supporting UE (pre-rel6) in a Network Sharing MOCN configuration, the UE roaming agreements need to be checked:
· Check IMSI roaming rights in the CN node based on the IMSI of the UE

· Check HLR roaming rights in the HLR

· Check Regional Subscription in the CN node based on subscriber information (Zone Code List) retrieved from the HLR.

When a CN accepts the UE for roaming, it completes the attachment of the UE (either accept or reject the attachment).

Two proposals have been introduced in the Network Sharing TR currently: RNC-cntric and CN-centric approaches. Both are based on connection oriented dialogue between the RNC and the CN.

This contribution suggests two other solutions using connection-less messages between the RNC and the CN:

· a connection-less optimisation of existing CN-centric or RNC-centric proposals

· a full connection less approach

Connection oriented approaches

Two proposals have been presented for now to select which CN should complete the attachment procedure:
· re-routing with CN-centric approach
· re-routing with RAN-centric approach.
In both proposals, a re-routing is done and each CN is sequentially requested to check whether the UE is accepted for roaming. The RNC needs to set-up successively one Iu connection to every CN because the UE cannot have several simultaneous connections to all the CN nodes.
For each CN which tries the attachment, the followings actions are done:

· Set-up of Iu connection

· Creation of the MM context in the CN

· Check IMSI roaming rights in the CN node (based on IMSI of the UE)

· Authentication (optional and done only once)

· Update Location procedure to HLR

· Cancel location to the old CN

· Check roaming restrictions in the HLR

· Insert subscriber data (HLR provides Zone Code List to the CN)

· Check Regional subscription based on Zone Code List information retrieved from the HLR.

· Answer to RNC (RNC-centric) or to the anchor CN (CN-centric)

· Release of the Iu connection

All these actions (except authentication) are repeated for every candidate CN.

The re-routing approach has thus the following drawbacks:

· It adds additional delay & processing for the overall procedure in the networks nodes

· timer setting in the UE for the Attach accept may not cope with such delay, thus increasing the unsuccessful attach rate of the operator

· it introduces complexity due to re-routing mechanism in RNC and CN.

Connection-less proposal to check roaming of UE’s IMSI

During last SA2 meeting, a discussion took place to enhance the CN-centric or RNC-centric re-routing mechanism allowing the RNC to previously interrogate in parallel all its CN nodes to ask whether the UE’s IMSI is accepted for roaming or not before sending the NAS Attach request to one CN. This initial interrogation of all the CNs is done via a connection less requests sent over the Iu interface, like a ping to all CNs.
This RNC-connectionless enhancement can be used for both CN-centric and RNC-centric approaches.

This method uses a connection less signaling over Iu and thus reduces registration time for non-supporting UEs compared to connection oriented request used in pure CN-centric or pure RNC-centric proposals:

· Gain in time as a connection less message avoids allocation of SCCP resources and Iu connection establishment over Iu interface

· UE’s IMSI roaming check is done in parallel in different CNs.

Of course gain in time depends on number of CN in the Shared Area but we think allowing this time saving is important because of possible risk of attach timer expiry in non-supporting UEs.
A separate contribution details the message flows of this proposal.
Full Connectionless approach

In the above proposal, the RNC simultaneously interrogates all CN nodes in parallel in a connectionless way to check IMSI roaming rights thus allowing gain in time. However, the attachment procedure follows with the connection-oriented Iu because of the other checks to be done, losing some of some possibility to gain more time.

Higher gain can further been achieved by generalising the connectionless approach to all roaming checks to be done, as follows:

· Connectionless request to all CNs

· Check IMSI roaming rights in all the CN node (based on IMSI of the UE)

· Simplified Update Location procedure to HLR (only to request HLR to check roaming restrictions and to get ZCL)
· Check roaming restrictions in the HLR

· Insert subscriber data (HLR provides only Zone Code List to the CN)

· Check Regional subscription based on Zone Code List information retrieved from the HLR.

· Connectionless answer to RNC: accept UE for roaming or not
· RNC selects which CN can proceed the Attach procedure based on CN responses for roaming

This makes a reduced number of actions compared to connection oriented proposals. Furthermore, this reduced number of action is done in parallel in all CN nodes.
This is illustrated in the following figure:
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1. The UE selected the shared RAN

2. The UE sends an Attach Request with TMSI/P-TMSI.

3. The RAN forwards that NAS signalling to all its CNs through an Iu Connectionless request. When a CN can resolve the TMSI, it determines from the IMSI whether roaming is allowed for the subscriber.

4. If IMSI roaming is allowed, CN requests UE HLR roaming rights in a simplified way: the HLR will not perform Cancel Location with the old CN and the CN does not perform authentication procedure.
5. The HLR provides the Zone Code List of the UE to the CN.

6. Each CN respond to the RNC whether roaming is accepted or not.

7. The RNC performs a normal attachment procedure with one of the CN accepting the UE for roaming. Following steps are those of normal attachment procedure such as authentication of the UE, optional IMEI check; update location with the HLR, Cancel Location with the old CN, update with the CS domain in case of Gs interface, update of PDP Contexts with the GGSN, data transfer between the CNs....

There will be fewer actions during selection of CN which can accept the UE for roaming.
Parallelism is done and this will also save time for the global attachment procedure.
Once a CN is elected, there is no need for a new and complex RNC-based or CN-based rerouting of the connections.

Identity procedure
In some cases (old CN node failure, SS7 problem, UE in international roaming) the IMSI has to be retrieved from the UE so that an Iu connection has to be established to perform the Identity Request:

· a CN which needs to get the IMSI indicates this to the RNC.

· If the RNC does not have the IMSI, it selects one of the MSC/SGSNs to proceed with the Identity Request procedure to get the IMSI from the UE. Iu connection is established between the RNC and one MSC/SGSN.

· The MSC/SGSN retrieves the IMSI from the UE and forwards it to the RNC (this allows other CNs to get this IMSI).

· The Iu connection is freed and the RNC re-sent the connectionless request to the CNs with the IMSI

So in some cases, some processing delay is added. This additional delay corresponds to the initial non-used connection less request to the CN and the associated connectionless response which inform the RNC that the IMSI is needed. The added delay is very small compared to the gain done to avoid connection oriented Iu message to all other CNs and also if we consider that the connectionless request will be sufficient when the IMSI is available in CNs. The way the Iu connection is freed is FFS and should be discussed in RAN3.

The attachment procedure becomes as described below:
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1. The UE selects the shared RAN

2. The UE sends an Attach Request with TMSI/P-TMSI.

3. The RAN sends an Iu connectionless message including the NAS Attach Request to all its CNs in parralel. 
4. The MSC/SGSN needs the IMSI of the UE. If a MSC/SGSN can retrieve it from the old MSC/SGSN, it provides it to the RNC else it responds to the RNC that IMSI is not known.

5. If IMSI is ignored by all MSC/SGSNs, the RNC establishes an Iu Connection with one of the MSC/SGSN and sends the initial NAS message to allow retrieval of the IMSI.

6. The MSC/SGSN receiving the initial NAS message requests Identity of the UE

7. The UE provides its IMSI to the MSC/SGSN

8. The MSC/SGSN provides the IMSI to the RNC. Iu connection is released.

9. When the RNC has the IMSI, it provides it in parallel to all MSC/SGSNs which do not have it. Each MSC/SGSN which have the IMSI, checks whether UE IMSI is allowed for roaming of the Operator.

10. In parallel, all MSC/SGSN for which IMSI roaming is allowed, request HLR roaming rights. Interaction with the HLR is simplified compared to the existing Update Location message to to avoid the HLR Cancel Location with the old MSC/SGSN and to avoid authentication by the current MSC/SGSN.

11. The HLR provides the Zone Code List of the UE to all the MSC/SGSNs performing the “light” Update Location. Each MSC/SGSN checks whether roaming of the UE is allowed according to Zone Code List.

12. Each MSC/SGSN responds to the RNC whether roaming is accepted or not. If roaming is not accepted, the MSC/SGSN provides the error cause to the RNC.

13. If at least one MSC/SGSN accepts the UE for roaming, the RNC performs a normal attachment procedure with one of MSC/SGSN accepting the UE. Following steps are those of normal attachment procedure such as authentication of the UE, optional IMEI check; update location with the HLR... Optimization can be done to avoid that the selected CN checks again the roaming rights as previously done. If no MSC/SGSN accept the UE for roaming, the RNC forwards the initial UE request to one of the MSC/SGSN with an appropriate error cause based on error causes received from the different MSC/SGSNs. This MSC/SGSN rejects the UE attachment.

Authentication procedure
With the above full connectionless proposal, the Authentication is performed only with one CN which accept the UE for roaming and with which the Iu connection is established.

Authentication is not done with a CN which will not accept the UE for roaming: in case of a fraudulent UE, the roaming checks are done with no authentication. If the UE is not accepted for roaming, a fraudulent UE will be rejected. If the UE is accepted, the real attachment procedure will be performed with the CN with a real authentication which will reject the UE.

Avoiding the authentication during the roaming check has also the following advantage: it avoids that authentication is performed by all CNs (which take lot of processing time) or that the authentication data are transferred from one CN performing the authentication to the subsequent CNs (lack of confidentiality between Operators is opposed to Shared network business relationships which exists between the core network operators and the RAN operator, but not between the core network operators).

Advantages of the full connectionless approach
Reduction of the duration of the procedure:

The main advantage of the connectionless proposal is that it will reduce overall duration of the procedure for non-supporting UEs:

· Gain in time is obtained as the proposal avoids allocation of SCCP resources and establishment of Iu connection over the Iu interface of all CNs

· Gain in time is also obtained as requests are done in parallel to different CNs compared to a sequential request to each CN for re-routing proposals.

· Gain time is also obtained during HLR interaction as there will be no Cancel Location between HLR and CNs)

· Gain in time is obtained for all roaming checks

This time saving is important as it:

· minimize risk of Attach/Routing Area timer expiry in the non-supporting UEs thus securing the successful attach rate,

· avoids that a non-supporting UE experiences an important difference when attaching via a Shared RAN compared to attaching to a non-shared RAN while they should not be impacted by the introduction of this non-supported feature

· there will be no attach delay variability from one UE to the other

· Parallelism of requests brings a constant attach duration regardless of which is the final CN elected.

Of course gain in time depends on number of CN in the Shared Area.

Keep business relationship between Cn and RAN operators in a Network Sharing configuration:
As the RNC is the central point:

· Error cause handling: the RNC can select the best error cause it wants to return to the UE in the Reject message based on all the error causes it received from the different CNs

· CN confidentiality: each CN has no knowledge of UE attachment refusal by other CNs: CN competitors remain agnostic of other competitor roaming rights

· Multiple CN could accept the UE for roaming and the RAN Operator may provide an elaborated algorithm (implementation dependant) to select one of them (allow a better resource sharing between CNs) while with re-routing proposals, the selection depends on order of request to each CN.
In addition, it simplifies the architecture:
· no re-routing mechanism has to be specified between CN and RNC and no authentication information has to be transferred between the different CN tried for roaming, complete NAS procedure is proceed by only one CN node.

· The proposal relies on simplifications of existing procedures (simplified Update Location procedure with the HLR)

· The proposal should re-use connectionless possibility already specified between the RNC and the CN for MBMS purpose

· The proposal allows a clear separation between the Network Sharing procedures and the normal Attachment procedure: this should simplify implementation of the feature.

Conclusion

It is proposed that SA2 selects the full RNC connectionless routing approach solution to avoid introducing degradation of the Attach successful rate. Associated CR is proposed for the TR in a separate contribution.
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