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********************** First Change******************************

Annex B (informative): 
IMS and Flow based charging
Flow Based Charging offers other ways that IMS service may be charged. Considering this, we need to study the usage of Flow Based Charging in relation to IMS.

The following needs to be studied:

1.
Flow Based Charging needs to provide a solution to the issues solved by Rel5 IMS correlation, considering issues such as backwards compatibility.


2.
How charging rules can be applied to the SIP signalling used for IMS
B.1
IMS SIP signalling

This section studies how flow based charging can be applied to the IMS signalling.

It is to be noted though that the SIP signalling itself could carry different type of information that may be charged differently (e.g. SIP Session Invites, IMS messaging, etc.).

Possible ways to charge SIP at the bearer level could consist of:

-
Applying pre-configured static rules in the TPF;

-
Requesting charging rules from the CRF;

-
Updating charging for the IMS signalling charging rules based specific triggers (e.g. time of day, modification of the session parameters, etc.) for a given user. 

Note:
the usage of the signalling indication needs to be further studied with respect to Flow Based Charging.

B.2
Rx/Gx functions and SBLP usage

Dynamic media stream filter information for QoS policy and charging correlation may be provided to the GGSN via the Gq and Go interfaces. This is described in TS 23.207 and TR 23.917.

Dynamic and static media stream filter information for charging (data for the charging rules) may be provided to the Traffic Plane Function (GGSN in the case of GPRS) via the Rx and Gx interfaces. This is described in this TS.


******************* End of Change******************************

********************** Second Change******************************

Annex X (Normative):

Flow Based Charging and Policy Control

Once the architecture and functionalities are agreed this annex will be used to update the main body.

With FBC an operator is given the flexibility to accurately charge different services or product offerings that best fits the purposes and the circumstance of a particular operator and its customers. Hence an operator may define charging rules for specific applications like user-to-user VoIP traffic and WEB services that may be QoS dependant. The services are identified from the well-known IP 5-tuple. In some cases an operator may apply a higher granularity than the IP 5-tuple based on transport protocols etc. 

The IMS media flows can be divided into two categories; peer-to-peer where the P-CSCF may provide with (acting as an AF) information to the CRF for Charging Rule selection and secondly Client/Server IMS media flows where the AS sends input to the CRF for Charging Rule selection. The handling of the Charging Rule procedures as defined in Annex B is to be performed dynamically.

Considering the recent FBC development as well as the definition of new services e.g. IMS based services, which were not available in Release 5, it has been recognized that there are possibilities to simplify the architecture as well as a need to introduce flexibility in the handling of the different services. Hence a Flow Based Policy Server (FPS) responsible for Charging Rules and Policy control filters may be considered. This would then facilitate the possibility to minimize the number of nodes to maintain as well as for Stage 3 defined interfaces i.e. from a Stage 3 point of view interfaces may be re-used, cf. figure yyyy.
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Figure yyyy: An evolved FBC architecture allowing for re-use of protocols. FPD and FPE stand for Flow Based Policy Decision and Flow Based Policy Enforcement respectively, which are based on the IP 5-tuple to identify the service flows from a policy point of view (as well as from an FBC point of view).
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Figure xxxx: An example flow based on SIP and IMS. However the architecture shall also support non-IMS based services.

The handling of Charging Rules and the procedures related to selecting charging rules is specified in this technical specification. Below the procedures for the handling of policy control within the FBC framework are defined.

It shall be possible to have services that do not require a tight bearer-session relation and to have multiple flows over the same PDP context.

It shall be possible to support for generic IP flow policies for all types of control of the traffic plane functionality.

The FPS shall take the responsibility for all applications, which means that conflicts between policies are alleviated facilitating easier and faster provisioning of services. The FPS shall be responsible for the presedences of the policies. An AS may provide with information to the FPS whether the subscriber is allowed to access the service or not as an input to the decision function for filter definition.

The evolved FBC architecture including not only charging rules but also policy control shall implement policies for both IMS and non-IMS services. This shall be handled in the way such that an operator can minimize fraud in a cost efficient manner.

It shall be possible to disable flow-based charging for services/IP flows e.g. because they are charged on the service level.

The FPS not only provides dynamic filters but also references to pre-configured filters.
During the session negotiation e.g. SIP Session negotiation as depicted in Figure xxxx, the FPS shall define a table covering the authorization decisions based on the IP 5-tuple for the session along with other SDP (for the IMS case) related items that can identify the media components of the session and allowed QoS. It is FFS whether both maximum allowed QoS and minimum allowed QoS  (i.e. to reject the session if the granted QoS is below the minimum) shall both be part of the decision based on input from the AS.

When the UE initiates a Secondary PDP Context it supplies the network and the GGSN with a TFT that guides the GGSN how to map the different applications and related QoS on the right PDP Context. It is assumed that the UE will be allowed to set-up Secondary PDP Contexts associated with a QoS as defined in the subscription if no TOKEN is supplied from the UE to the GGSN at activation of the PDP Context. It is FFS if the TFT need to be considered by the FPS.

The following requirements are FFS:

· Dynamic filters (per session) are sent from the FPS to GGSN for PDP contexts that are subject to Policy Control. Payload packets that do not match any filter may be discarded in the GGSN unless the packets matches generic charging rules and policy filters (with wild-carded packet filters) to allow for default charging and policy handling for the packets that do not match any other filter

· Filter gates may be opened/closed  to enable or disable media streams.

· Maximum authorized QoS parameters (Traffic class, bandwidth per PDP context) are sent from the FPS to the GGSN. If a PDP context request exceeds the authorized QoS, then QoS will be negotiated down to the maximum authorized level by normal GPRS procedures.
If the UE attempts to create/modify a PDP context with a group of flows (which are not allowed to be bundled) then the FPS shall reject the operation, i.e. in the case of modification, the original PDP context is retained.
******************* End of Change******************************
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