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1. Overall Description:

In the course of resolving WLAN Stage 2 options, the WLAN Drafting group has come to realize that the Wireless Access Gateway (WAG) will need to have the address of the Packet Data Gateway (PDG) to properly route packets.

The current assumption is that the WLAN User Equipment (UE) will initiate a tunnel from the UE to be terminated eventually in the PDG.  The WAG, however, will need to receive these packets in a visited network, and then forward them on to the PDG.  The WAG is also not to decrypt any of the packets it receives; it is allowed to collect accounting information, and then pass the data onward to the PDG.
WLAN Drafting has come to the conclusion that the UE should use the WAG’s public IP address to route the packet to the WAG, and that the WAG should then use the PDG’s address to forward the packet.  The difficulty comes from determining if the WAG will be able to determine the PDG address from the existing protocols which are available on a WLAN UE today (e.g. PPTP, L2TP, etc).
WLAN Drafting has noted that many of these protocols use TCP or UDP for transport, and that the Port number could be used in conjunction with provisioning in the WAG to identify a PDG.  WLAN Drafting has also discussed the possibility that a user id may be available in these protocols which could be delivered from the WAG to the 3G AAA Server.  The 3G AAA Server could in turn identify the PDG address to use for this particular user.  

Based on what is available, WLAN Drafting will determine the functions that should be allocated to each element. 
2. Actions:

To CN1, CN4, SA3: Please advise SA2 WLAN Drafting if the data in an existing protocol could be used to provide the address of a PDG directly, or via an interaction with another element (e.g. the 3G AAA Server).
3. Date of Next TSG-CN4 Meetings:

SA2 Meeting #41 
16th – 20th August 2004  
Montreal

SA2 Meeting #42
11th – 15th October 2004
Sophia Antipolis, France.

