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1. Introduction

In the TR 22.934v6.2.0, section 5.3 “Service capability interworking” had defined some specific service capabilities for scenario 3 to 6, and also stated “An OSA application should be able to interact with a UE connecting via WLAN”. The OSA is a kind of architecture served for the UMTS, and the OSA application is a means of 3G service provided via the OSA by the 3rd party. But the TS 23.234v6.0.0 hasn’t defined relevant functional descriptions yet.

The section 5.6 of TR 22.934v6.2.0 has also defined some service authorization principles for scenario 3, and this contribution proposes some functional descriptions in a new subsection 5.6.4 of TR 23.234v6.0.0 on accessing 3rd parties provided services for scenario 3 in order to support OSA in 3GPP-WLAN interworking. 

The proposed description on TR 23.234v6.0.0 is as below.
2. Proposal

***************** First amended section **************

5.6 Service Authorization Principles for scenario 3

The home network decides whether visited service is allowed or not based on e.g. W-APN, the user subscription information, visited network capabilities and roaming agreement. 

5.6.1
Accessing Home Network provided services

The following functionality and requirements have been identified:

-
It shall be possible to support multiple service authorizations after a successful WLAN authentication/authorisation (i.e. EAP success).
-
The Service authorisation procedure should, as far as possible, be independent from WLAN Access authentication and authorisation.
-
The routing policy applied at WLAN Access Authentication and Authorisation may include policy determining whether the user has IP connectivity to the PDGs used for access to external IP networks.
-
It shall be possible to permit access to different services simultaneously.
-
Service authorization information shall be protected 

-
The Access Point Name (APN) concept defined in 3GPP TS 23.003 shall be used for WLAN interworking authorization (namely W-APN). In a service authorization procedure:
-
W-APN selection and authorization is an end-to-end procedure between the WLAN UE and the HPLMN (the service authorization decision is made by the 3GPP AAA Server based on subscription information retrieved from the HSS/HLR).

Editor's note:
the use of subscription information is FFS.

-
The WLAN UE shall use W-APN to indicate to the network the service or set of services it wants to access.

-
The PDG selection is under control of the 3GPP Home Network. The selection is based on the requested W-APN and user subscription information. The mechanism to select the PDG by the home network is out of scope of this specification, since it depends on the operator's preference.
-
The PDG needs to know the authorized W-APN to select the external network, i.e. Wi interface.

5.6.2
Accessing Visited Network provided services

When accessing visited network provided services, additional principles below apply:

-
In order for the WLAN UE to be able to use W-APNs in the VPLMN, the 3GPP AAA Server needs to pass to the 3GPP AAA Proxy the authorized W-APN and service related information which is required by the Visited Network to perform the service.
-
The W-APN needs to be understood by both the Home and the Visited Networks.
-
The V-PDG selection is under control of the 3GPP Visited Network. The selection is based on the authorized W-APN and service related information. The mechanism to select the V-PDG by the Visited Network is out of scope of this specification, since it depends on the operator's preference.
-
The selected PDG in the Visited Network needs to know the authorized W-APN to select the external network, i.e. Wi interface.

5.6.3
External IP Network selection

The WLAN UE can connect to different IP networks, including the Internet, an operator's IP network or an external IP network such as a corporate IP network. The user may indicate a preferred IP network with a requested WLAN Access Point Name (W-APN). The Requested W-APN may also indicate a point of interconnection to the external IP network (i.e. PDG).

A W-APN is indicated by the WLAN UE in the tunnel establishment procedure between the WLAN UE and a PDG (whether the request is sent to the WAG or to the PDG is FFS). It is then forwarded to the 3GPP AAA server/proxy in the same network as the PDG.. 

5.6.4 Accessing 3rd parties proviced services
When accessing 3rd parties provided services, additional principles apply as below:
· The WLAN UE shall be able to use W-APN to indicate the 3rd party service provider of which the service it wants to access.
· The 3GPP AAA Server shall be able to authorize the user to access the 3rd party’s  applications or the OSA applications via the WLAN.
· To access the OSA applications, the WLAN UE may be authenticated by the  OSA platform even after have been authorized by the 3GPP AAA Server or the Proxy.
