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1 Introduction
This contribution contains some proposals for TR 23.881.
2 P-CSCF discovery
At the end of subclause 4.1, there is a discussion on P-CSCF discovery. While it is true that it is unlikely that IPv4 based implementations will find the necessary support by Rel-5 GPRS, it is still worthwhile to mention that, in principle, Rel-5 specifications would support the transfer of an IPv4 P-CSCF address to the UE at PDP context activation. Thus the following addition is proposed to subclause 4.1: 

It is also worthwhile to note that Release-5 GPRS is already capable to support the transfer of an IPv4 address to the UE in P-CSCF discovery. This requires a Release-5 compliant GGSN, while the SGSN does not need to be Release-5 compliant. 

3 Support for GPRS roaming of IPv6 UEs
Subclause 5.2.2.4.2 discusses the situation where UEs from an IPv6 IMS are roaming in a GPRS network. The conclusion is that support of PDP type IPv6 in the visited network is desirable. As this is a home GGSN scenario, the support of the PDP type refers to the SGSN. It is proposed to state this more clearly. Thus the following change is proposed in subclause 5.2.2.4.2 of TR 23.881:
It can be concluded that network operators, who introduce 3GPP IMS using IPv6, have a strong interest that their GPRS roaming partners provide support for PDP contexts of PDP type IPv6 in the SGSN.
4 PDP type

In the scenario section, the TR speaks about IP version in home and visited network. It might be helpful to add clarification that the IP version refers to the PDP type. Thus it is proposed to add the following text to subclause 5.2.2.1.
In all scenarios in this subclause 5.2.2 and in subclause A.1, the IP version mentioned refers to the IP version used for IMS communication. From the GPRS perspective this is the PDP type used. The PDP type is the IP version used inside the GTP tunnel on top of GTP. For example, an IPv6 IMS may run in a network where transport on Gn (on the IP layer below GTP) uses IPv4. See TS 23.060 [6] for details.
It is also proposed to add 23.060 as reference [6] and add Gn to the list of symbols in subclause 3.2.
5 Home GGSN (1)

At SA2#38, it was agreed to focus the study in the main body on home GGSN scenarios, which are far more likely to occur for early IMS implementations. Unfortunately, one scenario with visited GGSN was kept in the main body by accident. It is proposed to move the content of subclause 5.2.2.4.1 to Annex A.1.

6 Home GGSN (2)

Once the focus is on home GGSN scenarios, routing of the bearer path is no longer an issue. The bearer will always be routed through the home network. Therefore it is proposed to delete "routing" from bullet 3 in subclause 5.2.2.2:

5.2.2.5
Summary of issues arising from the scenarios

The following issues arise from the scenarios presented in subclauses 5.2.2.1 to 5.2.2.4 above:

1 Address translation between private and public IPv4 address spaces;

2 Address translation and protocol translation between IPv4 and IPv6;

3 Address translation and protocol translation for the bearer path;

4 IP version used on the connection between IM CN subsystems, both in roaming and interworking scenarios;

5 IP version used by a dual-stack UE to access the IM CN subsystem in case of IMS roaming; 

6 Use of IMS in the home network through GPRS roaming in a network, which does not support IPv6 PDP contexts. 

Note: Issue 6 is not directly related to IPv4 based IMS implementations.
7 Private IPv4 addressing

While it is likely that IPv4 based IMS implementations will use private addressing, this should not be mandated. Thus it is proposed to replace "shall" by "may" in subclause 4.1 as follows:
An IPv4 IM CN Subsystem may support private addressing – i.e. the IMS elements shall support the case in which both the IMS network and the user are within (the same) private address domain.













