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Background

The TR 23.881 scope is to address the interworking implications for IM CN subsystem, in respect to IPv4 and IPv6. But in case of 3GPP system, the underlying GPRS network and its support of necessary IP version is also crucial in regards to the UE’s IP version support.  This contribution analyses some aspects related to GPRS that are necessary for deployment and migration aspects of IPv6 and proposes some operational recommendation/guidelines for inclusion in the TR.

Discussion

One of the key motivations for early IMS deployment using IPv4 is also linked to availability of the deployed GPRS system(and terminals) that can support IPv6 or not. An early deployed IMS system may not/should not necessarily require GPRS system upgrade in terms of functions offered in the IMS, since IMS system was designed with options where a general GPRS access provides sufficient functions to provide IMS services, even though some specific (and optional) aspects may not be supported (e.g. SBLP/Go, P-CSCF discovery via PDP context activation, PCO support for IMS specific parameters) until GPRS networks are upgraded to Release 5 or later.

Even though IPv6 support was designed into the Rel 99 system, the specifications were never properly specified. During the IMS development of specifications in Release 5, major changes were performed on GPRS specifications to support the proper IPv6. This work also included extensive cooperation with IETF IPv6 WG and taking into account some of their key recommendations on how to correct the GPRS specifications in line with the most recent IPv6 specifications from IETF. In order to ensure there were no backward compatibility issues within 3GPP specifications, all changes were applied to Rel 99 onwards, creating a consistent set of specifications for 3GPP system. In addition to that, an RFC has been written in IETF and referenced within 3GPP providing implementation guidelines for 3GPP UEs regarding functional support of IPv6 related IETF specifications. 

Note that the scope of handling of IP version and support of IP version is always related to the IP stack above the GTP layer (as shown below in figure 1 highlighted in green).  Where as the IP version below the GTP layer (also referred to as transport layer) is not part of the 3GPP standards scope, it is based on the operators transport network support and related to operators’ agreements as part of roaming agreements/GRX infrastructure and part of the scope of GSM-A organisation’s GPRS deployment strategies. Some possible IETF solutions regarding tunnelling packets through the transit/interconnect networks are provided in TS 23.221, but these are just suggested guidelines as the solutions are highly dependent on the operators network design and the vendors equipments used to interconnect.
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 Figure 1. User plane IP stack (reference TS 23.060 v6.4.0) for UTRAN

 The implications of the IP version above the GTP layer is also relevant over the Gi reference point, since this reference point also determines the IP version connection towards the external/outside of GPRS networks. For example, in case of IMS, it is the Gm reference point between the UE and the P-CSCF through the GGSN over the Gi reference point and the IP version would be critical to be the same between the UE and the P-CSCF for smooth IMS services.  

Gi reference point also ties the UE towards the APN used to access GPRS and the relevant IP version supported over this APN as shown in figure 2.
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Figure 2. GPRS connection and APN relation (reference TS 23.060v6.4.0)

GPRS roaming and the location of SGSN and GGSN (within an operator’s domain (Gn reference point) and between operator’s domain (Gp reference point)) has impacts on the deployment of IPv6 based IMS services, even though more indirectly. Even though specifications have been updated going back to Rel 99, practical considerations must be given in terms of what is/can be actually deployed and what may be more of a theoretical aspects. Some of the relevant aspects to consider that are not included in the current TR are:

1. APN configuration (IPv4, IPv4/IPv6 or IPv6)

2. DNS infrastructure support for IPv6 in case of inter-operator GPRS connection

3. HSS user profile support for parameters identifying IPv6 (e.g. PDP type)

4. SGSN support of IPv6 parameters (even though SGSN is supposed to be transparent to IP version as per specifications, the deployed SGSN nodes may not support IPv6 transparently)

5. Necessary testing of step 4, even if deployed SGSN support IPv6 transparently

6. Support of IMS specific GPRS extensions such as PCO, P-CSCF discovery etc. that have been specified for IPv6 case only

7. Anything else?

Contribution (S2-04yyyy-architectureIPv4x) introduces some main GPRS deployment scenarios in the context of IMS deployment using IPv4, this document explains some of the scenarios not considered among them and proposes to be outside of the scope.

These scenarios are as follows:

-SGSN supports PDP type IPv6 only and GGSN supports PDP type IPv4 only
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Figure 3. 
-SGSN supports PDP type IPv4 only and GGSN supports PDP type IPv6 only
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Figure 4.

In the above figure 4 (it is assumed that currently deployed SGSN nodes are supporting IPv4 only in the operational mode), unless operators are absolutely sure that the currently deployed SGSN supports IPv6 transparently, deployment of IPv6 would require upgrade of the deployed SGSN nodes. It is understood that the GGSN must be upgraded to support IPv6 functions, unless operators have already deployed dual stack GGSN.

For both figure 3 & 4, it is unlikely that the operator’s network configuration would connect an IPv4 only SGSN/GGSN with an IPv6 only GGSN/SGSN since such configuration would require some form of IP version and all related GTP/PDP context information (e.g. PDP type etc.) to be converted from one version to another. These types of configurations are quite unrealistic and complex for deployment and add no real value to the system as a whole.
The feasibility study excludes some architectural aspects such as GGSN in the VPLMN based on the current deployed situation for GPRS networks and operator inputs. This contribution provides some additional aspects to consider as well as rule out as possible deployment scenarios in the near/mid term deployment scenarios.

Proposal

Update TR 23.881v1.0.0 to add the following scenario:

Following are the proposed modifications to the TR:

**************First change*****************

4
Architectural Requirements

4.1
General

An IMS dual stack UE shall be able to determine whether to use IPv4 or IPv6 when accessing the IMS.

A dual stack IMS shall be able to determine whether to use IPv4 or IPv6.

IMS security shall be possible.

SIP Compression shall be possible.

P-CSCF discovery mechanisms shall be possible.

An IPv4 IM CN Subsystem shall be able to interwork with an IPv4 IM CN Subsystem.

An IPv4 IM CN Subsystem shall be able to interwork with an IPv6 IM CN Subsystem.

A dual stack IM CN Subsystem shall be able to interwork with an IPv4 IM CN Subsystem.

A dual stack IM CN Subsystem shall be able to interwork with an IPv6 IM CN Subsystem.

A dual stack IM CN Subsystem may support IPv4 UEs.

An IPv4 IM CN Subsystem shall support private addressing – i.e. the IMS elements shall support the case in which both the IMS network and the user are within (the same) private address domain.

Since the existing P-CSCF discovery mechanism are only applicable for IPv6 capable terminals and Rel-5 GPRS or require DHCPv6 support from the involved nodes, the operators should be able to use other mechanisms not defined as possible options in 3GPP IMS.  As such, configuration of the appropriate P-CSCF information must be performed by other mechanisms(s) (e.g. DHCPv4, DNS, SMS, OTA, OMA Device management or other configuration schemes). 

4.2 Operational aspects for GPRS system

4.2.1
Support of PDP type IPv6

If GPRS Roaming is used, i.e. the GGSN and P-CSCF are in the home network, then the support of IMS using IPv6 requires the support of PDP contexts of PDP type IPv6 in both the visited and the home network.

Subclause 5.2.2.4.5 discusses a possible work-around for the case where this requirement is not met because the visited network does not support PDP type IPv6.
4.2.2 GPRS network/nodes

Current deployed GPRS systems are known to be IPv4 only. For early IMS deployment using IPv4, it is expected that GPRS systems as early as Rel 99 would be used and it should be possible to run early IPv4 IMS system without requiring upgrades to GPRS and its support system (i.e. DNS, Gi reference etc.).  In order to achieve this, certain assumptions must be made on the deployed networks and also some guidelines must be provided on expected impacts on GPRS system to move towards IPv6 IMS deployment. 
Two levels of migration and interworking aspects are described below:

IP version below GTP layer (transport layer):

The transport network/infrastructure is not part of the 3GPP standards scope and are primarily based on operational aspects of the operators network deployment strategies and equipments as well as agreements such as connection to GRX network. Currently deployed transport infrastructures are known to be IPv4 only and support of IPv6 IMS and/or IPv4 based early deployed IMS networks do not add any additional requirements in the transport networks that need to be visible in the 3GPP specifications.  Mechanisms such as tunnelling over a different version of IP networks as described in TS 23.221 may be used in order to provide interconnection between networks. Even with an IPv4 networks that are deployed today, presence of entities like Firewalls require certain configurations and these are outside of the scope of standardisation.

As such, the working principle in this TR is that the deployment of IPv6 and interworking with IPv4 networks on the application layer does not impose any new requirements on the transport layer other than what would be necessary on the application level described below.
IP version above GTP layer (application layer):
The most efficient and transparent way of supporting access to IPv6 services over GPRS is to ensure that GGSN is dual stack (supports both IPv4 and IPv6). There are a few operational and technical reasons for consideration of dual stack deployment. Since a single APN use for GPRS access is quite wide in the deployed system, it would be more common that existing services like access to Internet, WAP services etc. will be supported via the same APN that support both IPv4 existing services as well as IPv6 IMS services. Simplicity for migration and interworking is another aspect that is achieved by dual stack deployment. Note that proper SGSN and GGSN configuration and deployment with IPv6 only support  is not in any way restricted when considering IPv6 only service environment.
In addition to that, it is expected that connection scenarios such as an IPv4 SGSN connecting to an IPv6 GGSN (i.e. different PDP type support) or vice versa be considered not very practical deployment cases and as such not considered as part of the scenario analysis as shown in Annex A.1.5- A.1.6.
When dual stack SGSN/GGSN nodes are considered, the mechanism to interconnect using IPv4, IPv6 or both IP version are dependent on the operator’s interconnect agreement and deployment issue.
**************Second change*****************

Annex A:
Additional Information

This annex contains information that has been investigated during the development of the TR but has been considered not necessary for further development of the work. But the information has been maintained as reference.

A.1 GPRS Deployment scenarios

This section contains GPRS deployment scenarios that are not considered as likely case for IPv4 based IMS deployment. 

NOTE:
It is understood from the liaison statement from the GSMA to SA2, (reference: S2-033305), that use of GGSN in the home network may initially be operator’s preferred option for IM CN subsystem.

Deployment of an infrastructure with GGSN in the visited network has been possible from standards point of view with the early GPRS systems. But from the information available today, it has not been realised yet in the deployed systems.  Considering also that there is a growth of functionality interacting with the GGSNs and that the implications of a GGSN in the VPLMN are quite large (operational, charging, feature availability, maintenance, roaming agreements etc.) it seems like the visited GGSN scenarios becomes even more delayed/unlikely. 

So, the motivation of upgrading to an IPv6 system seems to be a much more a near term goal then deployment of the GGSN in visited networks. Hence it seems safe to only consider the scenarios where an IPv4 based IMS system always have the GGSN at home.

A.1.1
Roaming scenario – IPv4 only

The call leg is split between different IPv4 networks in a roaming scenario.  The GGSN and P-CSCF are in the visited IPv4 network; the I-CSCF and S-CSCF are in the home IPv4 network. The UE in the IPv4 network may be IPv4 only or may be IMS dual stack UE. If either UE is IPv6 only then this scenario can not be supported.
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Figure A.1-1: Roaming– IPv4 only

Issues described in subclause 5.2.2.4.1 with respect to routing of bearer path are applicable for this scenario as well.

This scenario is not further considered due to the assumption that GGSN at home is the most likely scenario.

A.1.2
Roaming - IPv4 IM CN subsystem visited with IPv6 IM CN subsystem home
The GGSN and P-CSCF are in the visited IPv4 network; the I-CSCF and S-CSCF are in the home IPv6 network. The UE must support IPv6 in order to interoperate with its Home Network and must support IPv4 in order to interoperate with the IPv4 Visited Network i.e. it is assumed to be IMS dual stack UE. If the UE is IPv6 only (or IPv4 only) then this scenario can not be supported.
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Figure A.1-2: Roaming– IPv4 IM CN subsystem visited with IPv6 IM CN subsystem home

Issues described in subclause 5.2.2.4.1 with respect to routing of bearer path are applicable for this scenario as well.

This scenario assumes an IMS dual stack UE, which can access the visited IM CN subsystem with IPv4, but when at home it uses IPv6 to access the home IM CN subsystem.

This scenario is not further considered due to the assumption that GGSN at home is the most likely scenario.
A.1.3
Roaming - IPv6 IM CN subsystem visited with IPv4 IM CN subsystem home
The GGSN and P-CSCF are in the visited IPv6 network; the I-CSCF and the S-CSCF are in the home IPv4 network. The UE in the IPv6 network must support IPv4 in order to interoperate with its Home Network and must support IPv6 in order to interoperate with the visited network. If the UE is IPv6 only (or IPv4 only) then this scenario can not be supported.
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Figure A.1-3: Roaming - IPv6 IM CN subsystem visited with IPv4 IM CN subsystem home

Issues described in subclause 5.2.2.4.1 with respect to routing of bearer path are applicable for this scenario as well.

This scenario assumes an IMS dual stack UE, which can access the visited IM CN subsystem with IPv6, but when at home it uses IPv4 to access the home IM CN subsystem.

This scenario is not further considered due to the assumption that GGSN at home is the most likely scenario.
A.1.4
Roaming - IPv4 IM CN subsystem visited with dual-stack IM CN subsystem home

GGSN and P-CSCF are in the IPv4 visited network.  The I-CSCF and S-CSCF are in the home network which supports dual stack. The UE may be IPv4 only or may be IMS dual stack UE. If the UE is IPv6 only then this scenario can not be supported.
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Figure A.1-4: Roaming – IPv4 IM CN subsystem visited with dual stack IM CN subsystem in home network

Issues described in subclause 5.2.2.4.1 with respect to routing of bearer path are applicable for this scenario as well.

This scenario is not further considered due to the assumption that GGSN at home is the most likely scenario.

A.1.5 IPv6 SGSN in the VPLMN and IPv4 GGSN at HPLMN, IM CN subsystem dual stack

This scenario shows an IPv6 SGSN node  (supporting PDP type IPv6 only) connecting to and IPv4 GGSN node (supporting PDP type IPv4 only), regardless of the IP version support for IM CN subsystem.  This scenario is considered unrealistic and complex GPRS deployment and as such not considered further in this technical work.
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Figure A.1-5 IPv6 SGSN and IPv4 GGSN connection scenario
A.1.6 IPv6 SGSN in the VPLMN and IPv4 GGSN at HPLMN, IM CN subsystem dual stack
This scenario shows an IPv4 SGSN node (supporting PDP type IPv4 only) connecting to and IPv6 GGSN node (supporting PDP type IPv6 only), regardless of the IP version support for IM CN subsystem.  This scenario is considered unrealistic and complex GPRS deployment and as such not considered further in this technical work.
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Figure A.1-6 IPv4 SGSN and IPv6 GGSN connection scenario




3GPP


_1142769208.doc


BG







SGSN







BG







SGSN







GGSNN







GGSN







SGSN







Intra-PLMN Backbone







Intra-PLMN Backbone







Gi







Gp







Gi







PLMN A







PLMN B







Packet Data Network







Inter-PLMN Backbone







APN presence/



UE IP addr presence 







APN presence/



UE IP addr presence 












_1143438165.doc


IPv6 GGSN home network











IPv4



UE







Dual stack 



UE























SGSN



IPv4























GGSN



IPv6















P-CSCF



IPv6/v4











 I-CSCF/



S-CSCF



IPv6/v4







NAT







IPv4 visited network











IPv6



UE







NAT












_1143438216.doc


IPv4 GGSN home network











IPv4



UE







Dual stack 



UE























SGSN



IPv6























GGSN



IPv4















P-CSCF



IPv6/v4











 I-CSCF/



S-CSCF



IPv6/v4







NAT







IPv6 visited network











IPv6



UE







NAT












_1143438241.doc


IPv6 GGSN home network











IPv4



UE







Dual stack 



UE























SGSN



IPv4























GGSN



IPv6















P-CSCF



IPv6/v4











 I-CSCF/



S-CSCF



IPv6/v4







NAT







IPv4 visited network











IPv6



UE







NAT












_1143438131.doc


IPv4 GGSN home network











IPv4



UE







Dual stack 



UE























SGSN



IPv6























GGSN



IPv4















P-CSCF



IPv6/v4











 I-CSCF/



S-CSCF



IPv6/v4







NAT







IPv6 visited network











IPv6



UE







NAT












_1131445842.vsd

_1142767691.doc


 







L1







 







RLC







 







PDCP







 







MAC







 











 







,







 







IP







 











 















Application







 







L1







 







RLC







 







PDCP







 







MAC







 







L1







 







UDP/IP







 







GTP







 







-







 







U







 







L2







 







Relay







 







L1







 







UDP/IP







 







L2







 







GTP







 







-







 







U







 











 







.







 











 







IP







 



















 







3G







 







-







 







SGSN







 







UTRAN







 







MS







 







Iu







-







PS







 







Uu







 







Gn







 







Gi







 







3G







 







-







 







GGSN







 







L1







 







UDP/IP







 







GTP







 







-







U







 







L2







 







L1







 







UDP/IP







 







GTP







 







-







 







U







 







L2







 







Relay







 












_1131444557.vsd

_1131444628.vsd

_1131444335.vsd

