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1. Introduction

This contribution suggests an enhancement for the RNC re-routing mechanism (Method 1 in the Network Sharing TR).
2. Discussion

2.1 Proposal

Due to risk of timer expiry in the pre-rel6 UEs and also to avoid too much delay difference from the User perspective when attaching to a shared network or to a non-shared network, it is important to provide a mechanism in which duration of UE attachment to a shared network can be reduced as much as possible.

We suggest a modification of the current RNC re-routing mechanism proposal to allow the RNC to request a CN whether it can serve the UE in a more efficient way.

The proposal is to allow the RNC to request CN nodes whether they can accept the UE for roaming via connection less requests sent over the Iu interface, as following:

· The RNC receiving the UE attachment request sends a connection less request to a CN to request whether this last can accept the UE for roaming.

· Each CN receiving this connectionless request checks whether the UE is allowed for roaming and provides the result back to the RNC. This should be as simpler as a Ping process.

· When the RNC receives a positive answer from one CN, it forwards the initial NAS request over a normal Iu connection to allow this CN to complete the NAS procedure as normal (Normal procedures: authentication, GGSN update for PS case, TMSI/PTMSI allocation…).

The first advantage is the time gain obtained for the attachment procedure:
· a connectionless request avoids allocation of SCCP resources
· a connectionless request avoids Iu connection establishment
· in addition,  the RNC can send its connectionless requests to all CNs in parallel thus gaining again some delay.
Of course, save in time will depend on number of CN sharing the same RAN: the greater the number of CN Operators sharing a RAN, the more interesting the proposal is.
A second advantage can also be noted: there is no need to specify (G)MM protocol machine transfer between CNs: when a CN receives a connection oriented request, it will either accept the UE attachment or reject it but in both cases, it will complete the NAS attachment procedure, so that no more re-routing will be proceed.
2.2 Detailed description of the proposal
Via a connectionless request, the RNC requests a MSC/SGSN (CN node) whether it can accept the UE for roaming.

Each CN node receiving this connectionless request checks whether the UE is allowed for roaming and provides its answer back to the RNC.
Parallelism is possible: a RNC can send connection less request in parallel to all its CN nodes to save more time.

In most cases, the MSC/SGSN knows the IMSI of the UE when receiving its TMSI/P-TMSI (IMSI retrieved locally or obtained from old MSC/SGSN) and can check roaming rights of the UE in order to respond to the RNC.
If a CN node accepts the UE, the RNC sends it the initial NAS request over a normal Iu connection to allow normal completion of the NAS procedure (authentication, GGSN update for PS case, TMSI/PTMSI allocation…). Note that in order to avoid that the CN node checks again the UE roaming rights, a parameter could be added to the NAS request to indicate that the CN has already accepted the UE in a previous request.
If a CN node refuses the UE, the RNC uses responses from other CN nodes until the last CN node is checked.

If parallelism is used by the RNC and if all the CN nodes have rejected the UE, the RNC requests the attachment through a normal connection oriented Iu request again to one of its CN nodes, allowing completion of the procedure (reject of the attachment).

If parallelism is not used by the RNC and when the last CN node has to be checked, the RNC requests the attachment through a normal connection oriented Iu request, allowing completion of the procedure (either accept the attachment or reject it).

Only in rare case, the CN node doesn’t know the IMSI of the UE when receiving the TMSI/P-TMSI. In that case, the CN has to retrieve the IMSI from the UE before checking the roaming rights of the UE. To allow this, a connection oriented Iu has to be established: the CN should reject the initial connection less request (indicating that a connection oriented request is needed) and the RNC has to send the attachment request via a normal Iu connection. The CN can then retrieve the needed IMSI from the UE via normal Identity Request procedure. If the CN node accepts the UE roaming, it completes the attachment as normal. If not, it rejects the request to allow the RNC to re-initiate a connectionless request to another CN (now including the IMSI).
Such case adds dome delay to the procedure but is estimated to be very rare as it occurs only when the new MSC-VLR/SGSN can not obtain the IMSI from the old VLR/SGSN. This is related to the exceptional cases, such as, the old VLR had performed a reset, or some type of internal s/w error. As such case is rare; this should not minimize interest of usage of connection less approach for most of the time.
3. Conclusion
Nortel Networks suggests including this proposal in the TR 23.851.

A CR is available is a separate contribution (associated CR describes only the case when the RNC sends the connectionless request in parallel to all its CN nodes).
































































































