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1. Introduction
It’s the great difference from GPRS that WLAN access radio network can be shared by multiple VPLMNs at the same time. The VPLMNs connecting to the WLAN AN will push advertisement information on their special services to WLAN UEs through WLAN portal page. For instance, after WLAN subscriber connected through one VPLMN to his enterprise VPN gateway with HPLMN PDG to get email or download some big office files, he will want to enjoy the local services full of exoticism provided by the local VPLMNs without disconnecting the connection with other VPLMNs. This requirement will bring about the following advantages:

· Higher flexibility to access services. The WLAN subscribers will not access the services provided by different VPLMNs in sequence, so the subscribers will have more freedom to select and access multiple services at the same time. For example, the roaming subscriber can enjoy the local music service provided by one VPLMN while the downloading of files from his enterprise cutting through other VPLMN is in progress.

· Higher efficiency for resource usage. It will save network resource without the switch of re-selection with repeated disconnection and WLAN access authen/author procedure. 
2. Discussion
Several aspects should be considered to meet this requirement, including acquiring of W-APN, subsequent WLAN access authen/author procedure when connecting to other VPLMNs, as well as the impact on accounting and charging, etc.

2.1 Acquiring of W-APN

It should be convenient for the WLAN UE to acquire proper W-APNs for the subscriber who wants to enjoy different services via different PLMNs simultaneously. There are many ways for UE to get the requested FQDN, e.g. portal page, which is out of the scope of this TS. Although an example is given below to help understanding:

After the successful authentication/authorization of WLAN UEs, the VPLMNs (or HPLMN) connecting to the WLAN AN may push advertisement information on their special services to WLAN UEs through WLAN portal page. Under a given service link on the portal page, there will be a specific FQDN composed of the W-APN Network Identifier indicating the target service and the Operator Identifier indicating the path (i.e. PLMN), through which the target service is accessed. 

For an instance, in the most complicated situation, there may be such service links on the portal page as:

a) ibm.com (access via HPLMN’s WAG & PDG
b) ibm.com (access via VPLMN1’s WAG & PDG)

c) ibm.com (access via VPLMN1’s WAG & HPLMN’s PDG)

Corresponding to these service links visible to subscribers, followings are the proper FQDN behind for DNS query:

a) ibm.com.<HPLMN ID>.3gppnetwork.org

b) ibm.com.<VPLMN1 ID>.3gppnetwork.org

c) ibm.com.<HPLMN ID>.<VPLMN1 ID>.3gppnetwork.org

By a simple click on the link on the portal page, the UE client can get the corresponding FQDN through a certain software interface to the web browser (e.g. the MS Internet Explorer). Then the UE can start the standard W-APN resolution and tunnel establishment procedure according to clause 7.9. 

2.2 Subsequent WLAN access authentication and authorisation
There may be 2 cases for WLAN authentication and authorisation when connecting to multiple VPLMNs at the same time. For more efficient, a fast WLAN access authentication and authorisation procedure should be performed when connecting to another PLMN, e.g. WLAN access re-authen/author procedure. If it is failed or rejected, a full WLAN Access Authentication and Authorisation procedure defined in clause 7.2 should be performed subsequently. Only after successful WLAN access Re-Authentication/Authentication and Authorisation procedure, users are allowed to access services provided by this VPLMN.

2.3 Accounting requirement for WLAN AN
In current TS, The WLAN Access Network need only send usage to a single PLMN according to the requirements from this PLMN, e.g. time threshold, volume threshold, etc. To meet this new requirement, the WLAN Access Network shall be able to distinguish traffics to different VPLMNs and collect usage to appropriate 3GPP systems separately according to requirements from different VPLMNs. And the VPLMNs shall send the access usage information to HPLMN for billing and settlement.
