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1. Introduction

One of the most basic functions of the WLAN Interworking is the routing of packets from the UE to and from the PDG.  This would be a simple task if it were not for the need to route the data through the WAG, and to be able to change this route dynamically (i.e. be able to select a different serving VPLMN).  
This contribution notes some of the important aspects and ramifications of the work so far, but concludes the TS has enough information at this time, and some of the issues are properly decided in the Stage 3 work.

2. Analysis
Routing of packets from the UE to the PDG needs to occur for this system to work.  Ideally, few if any changes will need to be made to the UE or WLAN in order for the system to work.  WLAN drafting has also made significant strides in showing that normal DNS processes can be used to provide the addresses which are needed to route these packets.
One aspect which has not been acknowledged as well is a ramification of Figure 5.2 in the current TS.  This figure clearly shows a single WLAN connected to two VPLMN, both of which connect back to the same HPLMN.  The TS also notes in Section 5.4.3 that the “user shall be able to select the Visited Network”.  In this case, then, a packet could have two different paths back to the HPLMN: one through VPLMN#1 and one through VPLMN#2.  Both paths must be able to be supported, and switching between the paths is under the control of the user, and able to be done at any time.  

As was provided in more detail in an earlier contribution, normal IP routing will not route the packet in this way.  One path or the other will be chosen, and the other will not be used.

Solutions to this problem were originally tunnel switching (since abandon), and VLAN, which the consensus of the group indicates is not workable because maintaining the rules becomes too complicated.  This leaves the earlier HP “Option 10” proposal (lightweight IP-in-IP tunneling between the WAG and PDG), “Reverse NAT” proposals discussed in e-mail, and the work currently being done in the NSIS Working Group on Firewall and NAT transversal. 

All of these approaches have their merits and disadvantages.  It should be noted, however, that all three trespass into the area of a Stage 3 document.  No existing protocol has been shown to meet the needs identified here, although several solutions may be in development.  The WLAN Drafting group, however, does not need to decide the protocol to be used; the group only needs to know that a protocol is possible, and could exist.  We now have three examples of possible protocols which are feasible.

It is true that the “message flow” diagrams shown in Section 7 of the TS would look differently based on the particular protocol.  This will be part of the normal “give and take” between the protocol and the functional responsibilities of the various nodes (i.e. the architecture).   The fact these are expected to change should NOT be factored into the 80% stability measurement of the document. This Section should be taken as a starting point, and the TS should be expected to change as the protocol work progresses.
3. Summary and Recommendations:
A useful discussion has occurred about the routing of packets in the WLAN Interworking system, and some conclusions can be drawn about what a protocol will need to do to fulfill these requirements.

None of this analysis, however, shows that the basic architectural duties of the UE, WLAN AP, WAG, PDG, etc. need to change or have been missed in the TS.  It is recommended that information about these various approaches be forwarded inside the contributing companies so the discussion can move ahead in the CN groups after the TS is approved. 


































































