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1 Introduction
It is possible for the WLAN UE to change the current selected WLAN AN or the VPLMN, the intermediate PLMN via which it connected with the HPLMN, during its connection with the 3GPP-WLAN; this doc provide analysis and some conclusion for these cases.
2 Discussion
Re-selection of WLAN:

If the WLAN UE has to change to a different WLAN AN, and the VPLMN (in roaming case) do not change, then it seems out scope of 3GPP current consideration: the possible issue is that it may do all the effort to keep the continuity of service or connection with the previous connected PLMN while the WLAN changed. However, there is no requirement for this continuity.
If the VPLMN is also changed (and most likely will be changed, for the VPLMN usually do not need to connect to multiple WLAN ANs in the same area), then all the old connections need to be disconnected and the new connections such as WLAN association, AAA connection, tunnels if necessary etc., shall be setup after that, simple disconnection with a new access will be easy and clear solution.
Conclusion1: If the WLAN AN is to be changed, with or without the change of  the PLMN selection, the WLAN UE need to disconnect with the selected PLMN network and disassociate with the selected WLAN AN, then connect to the new network, WLAN AN and PLMN.
Re-selection of PLMN:

If the WLAN do not change but the VPLMN should be changed, then, it is to be considered here.
2.1 Analysis of possible cases in this issue:
1. from VPLMN1 to VPLMN2;
This may be a typical one, after connected to a VPLMN1, the WLAN UE may try to find better visited PLMN, e.g. may be VPLMN1 can not satisfy the user in some way, or its service is worsening during the connection, and detected by the WLAN UE or by user.
2. from HPLMN to VPLMN2; 
Some example cases: 

2.1 A user may try to use a service in the VPLMN2 that the HPLMN can not provide, should we forbid such a choice of user? This do not mean the user can use a service it did not subscribed, but the same service with different application level content or a game with different community, 
The VPLMN2 may provide a quicker access to internet,  
3. from VPLMN1 to HPLMN;
This is possible in some case, the WLAN UE connected to a VPLMN and later detect that the HPLMN is connected with the WLAN, or the WLAN UE chose to select a VPLMN can provide some special service, but after that it want change back to the HPLMN.
Conclusion1: it is necessary to consider this issue and provide proper principle and solution for it.
2.2 How to initiate/process with a new PLMN selection

Basic job: Disconnect the previous one and begin with the new selection as a new access.
Possible solution:

2.2.1 OPTION1: start with a standard disconnection and then a standard new access.

Pros: simple, no requirement to the current WLAN AN.

Cons:
a. the standard disconnection may also stop the association with the WLAN, redundant disassociation and re-association may unnecessarily initiated;
b. User experience is not good, the serving intermit may be long, and the discontinuity cause by the re-selection will be conspicuous.
2.2.2 OPTION 2: the WLAN UE initiates an authentication process when the old connection is active.
Pros: no unnecessarily redundant interaction, 
Cons: May cause some requirement to the current WLAN AN.
The WLAN AN should be able to detect whether the NAI is related to a current connection and should disconnect the old connection before the new connection is activated.

The current WLAN AN is now able to identify the user to provide the charging info, and is able to identify the PLMN selection info to route the AAA signaling and enforce the user data to the selected PLMN.
So it is easy for it to detect the current NAI change and a EAP-success is come for the user from another PLMN, the additional thing for it to do is to disconnect the old connections (both control connection through AAA signaling and user plan connections e.g. tunnels for user data) after the detection, and set up the new control connection with new selected PLMN. Remind that usually the disconnection is initiated by the failure of re-authentication or disconnect request from the WLAN UE, PLMN or some failure in the WLAN AN.
Conclusion2: the main difference is how to initiate the reselection, and when to disconnect the old connections; both do not need to disconnect the association with current WLAN, need further evaluate of the effect to WLAN AN and the advantages achievable.

Solution for option 2: the main difference is how to initiate the reselection, and when to disconnect the old connections; both do not need to disconnect the association with current WLAN, need further evaluate of the effect to WLAN AN and the advantages achievable.

When the user want to change a VPLMN (or the WLAN UE decided base on preconfigured/updated policies) during the current connection exists, the WLAN UE should send the new NAI constructed by the newly selected VPLMN2, via initiating an authentication process.

It can be implementation options for the WLAN UE to initiates a disconnection with current connection first, then start a new access to initiate the authentication; or the WLAN UE directly initiates the authentication while the current connection is active.

If it starts a new access after disconnection, then all of the future procedure is same with the previous access after the WLAN AN association.

If the WLAN UE directly initiates the authentication when the current connection is active, then:

After the new NAI be identified by the WLAN AN and the authentication through the new VPLMN succeeded, all of the connections to the old VPLMN shall be disconnected; the new connections to the new VPLMN shall be setup, for accounting, authentication and authorization, the tunnels for PS based services should be decided by the WLAN UE or user whether necessary to setup again, e.g., if a tunnel is to the VPLMN1 PDG, it will be not possible/necessary to setup again.

If the new NAI can not be identified by the WLAN AN, an advertisement may be initiated again according to the section 5.4.3.1(TS23.234 Ver2.3.0).

If the new authentication through the new VPLMN failed, the old connection can be continue or disconnected base on the local policy, however, if the old connection is allow to continue, a re-authentication base on the old NAI may be necessary. 

2.2.3 Open issues

Some offline discussion questions:

1. Are cases 2, 3 necessary or should be clearly forbidden?
If we want to forbid it from operation view, it can be easily done during the WLAN access authorization and authentication, or forbid by the WLAN client provided by the operator.
2. The wording for this issue “network reselection” or “change of network selection”, which is better?
2.2.4 Conclusion for the change of PLMN selection

Option 2 can provide better user experience, but will bring new requirement to the WLAN AN, to identify the different NAI from a same WLAN UE, disconnect the previous connection to old PLMN after the new connection authorized. 

As the better user experience in this case is not qualified as a requirement, this merit should not considered too much, therefore,  the option 1, bringing no effect to the current network, should be described in the TS as a clarification  for this case.
3 Proposal:
With the above analysis and offline discussions; we propose that this issue should be proper clarified in the TS.
1. Remove the item “Subscriber Reselects WLAN/HPLMN/VPLMN” from outstanding issue list in section 7 of the TS.

2. Add new section 7.1.1 to clarify the cases on the change of the network selection.
================Begin of changes====================
7
Procedures

Editor’s note: the following procedures are FFS:

-
Subscriber Registers;

-
Subscriber Activates Next Data Tunnel;
================Begin of new texts====================

7.1.1 The network re-selection 
When the WLAN UE is accessing the 3GPP-WLAN via the current selected PLMN, it is possible for it to change to other PLMN, act as the intermediate PLMN via which it connected with the HPLMN, the change may be:
 from VPLMN1 to VPLMN2;
 from VPLMN1 to HPLMN;
 from HPLMN to VPLMN2. 

When the UE determined to change the current serving PLMN to another PLMN connected with the current serving WLAN AN(e.g. change from VPLMN1 to VPLMN2, both connected with same WLAN AN), it initiates a disconnection to disconnect the connectivity service controlled through or by the current serving PLMN, without the disconnection of  the radio association, then the UE connect to the new selected PLMN using the new selection in a new authentication initiated by the UE or by the WLAN. 
When the UE determined to change to a different WLAN AN, with or without the PLMN selection changed, it should disassociate with the previous WLAN AN, then enter the new WLAN AN, there is no special process necessary, and the detail is out scope of this TS.
Principles are recommended to the related system elements as below to make sure some undesirable interactions and results can be avoid with minimal impact to the system. 
The WLAN UE should not authenticate with a new NAI while the current PLMN connection is active.

The WLAN AN, upon received the a new authentication or re-authentication with an NAI different from the current active connection, it should reject the new NAI, or if the it do/can not reject the authentication request, it should disconnect the old connection with current connected PLMN before the new authentication or before the setup of new connections (e.g. open ports, or configure VLAN) to the new selected PLMN.
The 3GPP AAA server: if a new authentication or re-authentication with a PLMN selection different from the current active connection, it should reject the new authentication request, or initiate a disconnection to the currently active connection  before or after the authentication &authorization process.
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