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1. Introduction
IMS has been designed to support a great deal of flexibility in the charging models that operators may wish to use. However, often is it far from clear which system capabilities are required to support which charging models. For example, both Service Based Local Policy and IP Flow Charging are optional capabilities, creating immediately 4 combinations.
This contributions attempts to provide some examples of the charging models which might be used with IMS and identifies a specific problem for the case where IP Flow Charging is used without Service Based Local Policy. We note that if SBLP is not supported for WLAN, then this will be the only option for IMS support over WLAN.
The intention of this contribution is to identify whether this is a genuine problem, and if so, to begin discussion on possible solutions.

2. Example charging models

We consider some example charging models. To define a charging model we need to know:
a) Who has to pay for which parts of the session – charge allocation policy

b) How much has to be paid– rating policy

2.1 Allocation policy

We consider the following charge allocation policies:

1) Individual allocation – each user pays for the resources they used at their end of the call – i.e. calling and called party both pay for making/receiving the call respectively

2) A-party or third party pays – the calling party or a third party pays for the resources used for the session at both ends of the call
For simplicity we do not consider cases where different media components are allocated differently.

2.2 Rating policy
A) Simple QoS/volume-based
IMS services are charged based on QoS/data volume at the same rate as any other data traffic

B) Special rate QoS/volume-based
IMS services are charged based on QoS/data volume at a different rate from other services, with different media within an IMS session also charged at a different rate
C) Time based
IMS services are charged based on the length of the session and the media type/QoS

3. Analysis
We consider the above six combinations for the case in which IP Flow Charging is supported by Service Based Local Policy is not.
	Rating
	Alloc
	Comments

	A
	1
	IMS traffic is charged just as any other traffic

	B
	1
	If IMS rates are less that standard data rates:
IMS traffic can be charged at the special IMS rates using IP Flow Charging capabilities. However, users can use any bandwidth they choose and be charged at the IMS rate provided the total data is less than expected for the call.

For example, two users could establish 384kbit/s Conversational PDP Contexts and exchange a 1mb file (~20 seconds). If the session remains in place for a further 11 minutes with no data flow, this could not be detected. They would be charged for 1mb at the lower IMS rates intended for voice traffic.

If IMS rates are more than standard data rates:
Users may close IMS session but continue communication at standard data rates. Enforcing the higher IMS rates is effectively impossible.

	C
	1
	For the case where other traffic is charged on some basis independent of usage (e.g. WLAN subscription or hourly basis)

IMS sessions could be charged based on time at the session layer.

This may be inaccurate since users may appear to close their SIP session, but continue communicating.

	A
	2
	Considerations as for B1 due to need to identify traffic to be charged to A-party or third party

	B
	2
	Considerations as for B1

	C
	2
	Considerations as for C1


4. Conclusion
We conclude that without Service Based Local Policy, then there is a possible fraud opportunity for all charging models except the case where IMS traffic is charged at the same rate as all other traffic and charges are allocated to the two parties in the call.

The significance of this fraud possibility needs to be assessed by operators in order that a decision can be made on whether IMS can be supported over WLAN without Service Based Local Policy (and hence whether SBLP needs to be defined for WLAN).
































































































