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1. Introduction

The network sharing TR is scheduled to go for approval at the next TSG SA plenary, which means that the stage 2 work on TR 23.851 has to be finalized at TSG SA2 #38 in Atlanta. So far very little work has been done on alternative 1 of the redirection mechanisms for the MOCN configuration. This paper elaborates further on this alternative.

2. Discussion

To maintain the current RNC architecture where the RNC handles NAS signaling in more or less a stateless way, the following approach is being proposed. The given figures are estimations provided to give a proportion on the issues needed to handle pre-rel-6 terminals in a MOCN network. 

1. ‘Rel-6 or later’ UE
RNC selects CN operator based on the indication of selected PLMN provided by the UE.  [initially: small fraction of UEs; Within 5-10 years: 50-100% of UEs]

2. ‘Rel-5 or earlier’ UE visiting or with its home network in the shared RAN, and with valid NRI in TMSI/PTMSI or IDNNS
RNC selects CN operator based on the NRI. NRI’s shall be coordinated between MOCN operators. (The UEs in this group does for example correspond to users with a daily or frequent usage of mobile services in their home network and without frequent roaming to other countries or PLMNs). 
[initially: majority of UEs 75-95%; Within 5-10 years: should be passed by rel-6 UEs, but still second largest group]
3. ‘Rel-5 or earlier’ UE visiting or with its home network in the shared RAN, with no valid NRI in TMSI/PTMSI or IDNNS
RNC selects CN operator randomly (weight factor possible). RNC can’t know whether the UE is a visiting UE, own home UE, or other MOCN operator home UE. Therefore it just has to try one of the networks. (The UEs in this group is UEs doing an initial registration in the network, e.g. visiting or home users just arriving to the country/PLMN, or new subscribers doing their very first power on, or home subscribers that for other reasons has lost their TMSI/PTMSI in the terminal.)    [initially: small fraction of UEs 1-5%. Within 5-10 years: very tiny fraction of UEs <1%]
4. Redirected UE, with IMSI in redirect message indicating a home network in one of the other MOCN networks (i.e. this is the only redirect needed)  
RNC selects CN operator based on the NRI. NRI’s shall be coordinated between MOCN operators.  
[initially: in a two-operator MOCN - less than half of the UEs randomly selected in step 3 i.e. <0.5-2.5%;  Within 5-10 years: very tiny fraction <<1%]
5. Redirected UE, without IMSI indicated in redirect message or IMSI of visiting UE
RNC selects CN operator randomly (weight factor possible). Avoids earlier selected CN operators using ‘list of already tried PLMN IDs’. After a maximum redirect limit the NAS registration is dropped. No further action from RNC.  
[initially: only visiting UEs that didn’t have roaming agreement with the first randomly selected CN operator i.e. approximately <0.1%;   Within 5-10 years: not measureable]
6. UE resending its registration request, due to reached maximum redirect limit
RNC repeats random selection in step 3 and step 5.  
[initially: this should be very rare even in MOCN with three or more CN operators, i.e. approximately <0.01%;   Within 5-10 years: not measureable]
7. UE failing to register, after maximum UE retries (and a CN operator that could have accepted the visiting UE exists in MOCN) 
This could happen in theory, and the risk depends on factors such as number of CN operators in the MOCN, maximum redirect limit, maximum UE registration retries, etc. But in practice this case should be very near a non-existing case. And if happened the person with the visiting UE would probably power-off and power-on his terminal to try again, or select another network. 
[initially: almost not measureable;   Within 5-10 years: not measureable]
As is demonstrated in this document and in the list above, a stateless handling in RNC can be possible. A redirection mechanism with a simple drop behavior would both eliminate the risk for UE timeout and the requirement for the RNC to alter cause codes in NAS reject messages, but still with a satisfactory handling of all pre-rel-6 terminals.

With the required enhancement of Iu and possibly A and Gb interfaces taken into account, it is our belief that this alternative compared to other alternatives will solve the pre-rel-6 issue with least possible impact on existing 3GPP standards and systems.  

3. Proposed change

It is proposed to update TR 23.851 according to the changes below:

4.1 Assignment of CN operator and CN node
In case of MOCN the redirection to another CN operator requires a change of the CN node until a CN node is found that serves the UE. Possible mechanisms to do this are:


1. The CN node may indicate to RNC that the initial NAS message should be forwarded to a node of another CN operator. Other information, like current value of N(SD), subscriber’s identity (IMSI), unused authentication vectors, ’list of already tried PLMN IDs’, and current CS/PS registration may be forwarded too. The following alternatives for handling of the redirection in the RNC have been identified:

a. Redirecting in RNC based on a random or weighted random selection to one of the remaining CN operators may be done. The ’list of already tried PLMN IDs’ ensures that no CN operator will be tried more than once without requiring stateful handling in RNC. If all CN nodes rejects, the RNC must ensure that a correct cause code is returned in the NAS message to the UE. 

b. Redirecting in RNC based on the IMSI passed from the CN node may be done. The IMSI analysis should be simple e.g. only recognizing IMSI’s of the CN operators of the MOCN.

c. Redirecting in RNC based on a random or weighted random selection to one of the remaining CN operators, if not a maximum redirect limit has been reached. If the maximum redirect limit has been reached, the whole registration message is dropped and the UE is expected to resend the registration request. This relieves the RNC from the requirement of setting the appropriate cause code in the NAS registration reject message. Given resends from UE and a random selection in RNC, all CN operators will be tried with equal probability before the UE gives up its registration attempts.  
2. The CN node may ask a node of another CN operator to serve the UE. The  CN node, which will be able to serve the UE, allocates a Network Resource Identity to the UE. At the next NAS establishment, after this TMSI and Network Resource Identity allocation by the second CN, the signalling goes directly between UE and second CN node. There are two options envisaged for this:

a. The first CN node asks other CN nodes of other operator(s) whether they want to serve the UE. It selects one CN node which has accepted to serve the UE and allocates to the UE an NRI received from the selected CN node. The selected CN node may also provide the first CN node with information to authenticate the UE.

b. The first CN node forwards the initial NAS message to a second CN of another operator that might serve the UE, and then relays the L3 signalling between UE and second CN node. 


3. The first CN node allocates a Network Resource Identity from a CN node of another operator to the UE and a ‘wrong’ LA/RA. This causes the UE to re-attach to another operator’s CN node, which might serve the UE. For that purpose a range of NRIs from other CN nodes is  configured on the first CN node.


All methods could present an issue with the MM timers in the UE if the redirect takes too long time. 
Method 1 requires some Iu, A and Gb enhancements.. The exact RNC handling may be implementation specific. Any combination of alternative a), b) and c) may be implemented. For example, if a redirect has been initiated by a CN node, an RNC may first try a simple IMSI analysis to see if the IMSI matches any of the sharing CN operators in the MOCN. If it doesn’t find a match, it may continue a random redirection with a drop when maximum redirects have been reached. 


Method 2 requires some inter SGSN and inter MSC signaling enhancements. Method 2 works in A/Gb mode as well as in Iu mode.


Method 3 requires each CN node to derive authentication vectors from HLRs of networks that are not served by the CN node as the TMSI that contains the Network Resource Identity is allocated encrypted only. When multiple CN operators share the network this may require multiple attach/update procedures. The UE may receive services first when an update/attach is accepted by a serving CN node.


When a UE performs an initial access to a shared network one of available CN operators is selected to serve the UE. If due to Iu-Flexibility [8] multiple CN nodes of the selected CN operator serve the UE’s location then one from these CN nodes is selected to serve the UE. After this initial access to the shared network the UE does not change to another available CN operator as long as the selected CN operator is available to serve the UE’s location. Only the network selection procedures specified in 23.122 may cause a reselection of another available CN operator. Furthermore the UE does not change to another CN node as long as the selected CN node is available to serve the UE’s location. The mechanisms specified for Iu-Flexibility [8] manage that CN operator and CN node are not changed as long as CN operator and CN node can serve the UE’s location.


The RAN routes the UE’s initial access to a shared network to one of the available CN nodes. For pre-Rel6 UEs the shared network selects an operator from the available CN operators. Rel6 UEs may select an operator from the available CN operators. When MOCN or when Iu-Flexibility [8] are configured it may be necessary to transfer the UE’s initial access from one CN node to another, e.g. as the accessed CN node does not belong to the selected operator or because of load balancing between CN nodes belonging to the selected operator.


When MOCN or when Iu-Flexibility [8] are configured and the UE’s initial access to the shared network is confirmed by the CN node of the selected CN operator the UE gets assigned a Network Resource Identifier as defined for Iu-Flexibility [8] and all subsequent accesses to the shared network the RAN routes to the serving CN node of the serving CN operator.

