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1. Introduction
The current procedure in the TS (section 7.9) only considered the case when the first end-to-end service tunnel establishes between the WLAN UE and the PDG. However, base on the current requirement in section 5.7.1:

“The tunnel establishment is not coupled to WLAN access authentication/authorisation. The WLAN UE may establish several tunnels in order to access several external IP networks simultaneously….”
the subsequent tunnels are possible to be established for the other further services of the WLAN UE.

Therefore, the principles for this case need to be clearly clarified in the TS.
2. Discussion and questions
Analysis of possible advantage can be taken on this case:
Since there is already at least one tunnel existing between the PDG and the WLAN UE:
The WLAN UE can easily use this direct and reliable connection to contact with the PLMN through the current serving PDG, as the result:
1. may skip APN resolution, just try to establish the new tunnel with a current serving PDG, 
the serving PDG may be: a VPLMN-PDG, or an HPLMN-PDG.
The establishment do not need to use the current tunnel(s), but it can use the information of the current serving PDG(s):

(1) If the current PDG is in the VPLMN, and the new W-APN is for a PDG in the VPLMN, or the current serving PDG is in the HPLMN and the new W-APN is also for the HPLMN, then the UE may choose to directly send a tunnel establishment to the current serving PDG, without DNS query processing, this may result in a quicker access in many cases. 
(2) Furthermore, if the UE know the information that one of the current serving PDG can provide the service for the new W-APN, then it can be surly access quicker without DNS query.
If the UE can not have the PDG information, then it can still choose to send a tunnel establishment to the PDG, refer (1), even if the PDG can not provide the requested service, it can redirect it to the correct PDG, or provide information of the correct PDG.

Detail case analysis:

The situation:
the PDG provide services for more than one different W-APN, the UE setup the first tunnel for W-APN1, and the connection is activated, then the UE want the service of W-APN2, it can just send a tunnel establishment to the same PDG.

The main advantage is that the UE know the PDG address and know the PDG is in usable status because the 1st tunnel is active, so it do not need to DNS query and try the address list to find a PDG as it did in the first tunnel est.

The tunnel establishment signal, of cause, is a normal one (avoiding new protocol for subsequent tunnel est.), do not need to be in the existing tunnel.
2. the UE may directly use the DNS in the PLMN (VPLMN or HPLMN), for DNS query of W-APN resolution?
It seems when the DNS query out of the PLMN domain is strongly not preferred or is time consuming , or inconvenient and should be avoid as much as possible, then this is necessary.
But currently, should the DNS server in a WLAN be trusted or be required to be trusted for 3GPP interaction? If it is yes, then the DNS proxy in the WLAN AN should obey the requirement of GSMA [refer: GSM-A document IR.33 Section 4.3.1.3], as mentioned in S2-040126, and then it should be trusted.

If a DNS server is directly provided by the VPLMN then the WLAN AN is not directly involved in the DNS interaction. 
So this advantage may be an optional solution for certain situations that WLAN AN DNS server can not be fully trusted and should be used as less as possible.
May be the best way is to not allow the WLAN AN provide DNS for the WLAN UE if its DNS can not be trusted or can not fulfil the GSMA requirement. Then this difficult situation can be removed out of our concern.
Are there any other advantages for the UE to use the HPLMN DNS server via the connection over current PDG?
Seems not clear currently.
Conclusions:
If the current serving PDG/ W-APN is in the same domain of the new requested W-APN selected by the user, it may not need to bother with the DNS interaction, just send to the current serving PDG will succeed or be redirect to the correct one.

Or in better situation, If  the WLAN UE has the information indicating that the current serving PDG can provide service for the new requested W-APN; then, the WLAN UE can directly send the tunnel establishment to the current serving PDG without the DNS query interaction.
Otherwise the new tunnel establishment should perform the same procedure with the first tunnel establishment.
The WLAN UE need to be able to support multiple protocol stacks and connections.
Basing on the  discussion during the meeting, some company think the optimization is implemental options, do not need to include into the TS, and the current TS should not exclude the implements, as a current agreement, it is conclude there are no affect to the network side in the subsequent tunnel establishment.
3. Proposal:

 Include the change below into the TS
================Begin of changes====================
7
Procedures

Editor’s note: the following procedures are FFS:

-
Subscriber Registers;
-
Subscriber Reselects WLAN/HPLMN/VPLMN;

================Begin of new texts====================

7.9.4
Subsequent tunnel establishment
The subsequent tunnel establishment should follow the same procedure as in the first tunnel establishment.
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