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Introduction

This contribution is a follow up to the RIM contribution S2-034137 presented in New York City. After receiving comments to the RIM proposal S2-034137 a revised version of the solution for NRPCA is presented here. 

One of the issues with defining a mechanism to support NRPCA is the complexity required to support the establishment of a PDP Context where the selection of a GGSN results in a different GGSN from that which originated the NRPCA request.  The complexity of the NRPCA solution is greatly reduced if the Create PDP Context Request always resolves back to the home (originating) GGSN.
This contribution outlines two solutions for NRPCA. Proposal 1 uses multiple GGSNs to support an APN, this requires no change to the configuration of GGSNs and APNs and aligns with existing GGSN selection mechanisms. Proposal 2 restricts an APN for Push Services to being serviced by only one GGSN. This ensures the PDP Context is created at the originating GGSN and thus simplifies the solution for NRPCA. Both proposals have costs and benefits that are outlined below.
RIM suggests including Proposal 2 in the body of 23.976, with Proposal 1 included in an informative Annex in 23.976. Proposal 2 is the least complex of the solutions for NRPCA and therefore is the most likely to be deployed in the short-term. Proposal 2 is suggested to be in the body of 23.976, encouraging manufacturers to implement this solution first. Proposal 1 is suggest for the Annex as a place to capture the work done to this point.
Attached to this contribution is the text for inclusion in 23.976.
Network Requested PDP Context Activation with Dynamic IP Address Assignment
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Figure 1. Architecture for NRPCA with Dynamic IP Addressing supporting Push
Proposal 1:  no restrictions on configuration of APNs and GGSNs
Assumptions of Proposal 1

1. In this proposal there is no restriction on the number of GGSNs that can serve an APN. Therefore the proposal addresses how a NRPCA can begin at one GGSN and then the PDP Context can be Activated at another GGSN.

2. The Address Resolver is implemented using DNS and the User-ID is a unique name in the format user@realm and therefore any query to any Address Resolver in the network will always end up at the home AR for the User-ID.

Notes/Limitations on Proposal 1
This proposal requires three changes to the SGSN.

1. In step 4 the PDU Notification Request will contain a null PDP Address. The SGSN must be modified to accept this field as null and forward the Request PDP Context Activation message to the UE with a null PDP Address field. The UE upon receiving a Request PDP Context Activation with a null PDP Address field will use this as an indicator to establish a PDP Context back to the APN contained in the Request PDP Context Activation.

2. In step 9 the SGSN must retain a copy of the GGSN Address for Control Plane that is received in step 4 PDU Notification Request (the home GGSN address), as well as the more recent value for the GGSN Address for Control Plane received from the GGSN’ (the GGSN selected by the SGSN), unless the GGSN’ is the same as the home GGSN.

3. In step 11 the SGSN must use the GGSN Address for Control Plane of the home GGSN to send an Update Address Resolver message to the home GGSN (and subsequently the home AR).
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Figure 2. NRPCA using Dynamic IP Address Assignment (Proposal 1)

The sequence of events is explained for each step shown in the diagram.

1. The PI sends Push-Message with User-ID to the PF. The Push-Message is defined in the WAP Push Access Protocol specification and is outside the scope of this work.

2. The PF validates the User-ID and PI relationship and sends a Push Request message to the GGSN. (The Push Request contains the User-ID and PF APN, the Push Request message format is TBD.)

3. The GGSN queries the AR using the User-ID to lookup the IMSI and IP address. The AR maintains a table of User-ID to IMSIs and IP addresses (depending on the existence of a PDP Context to the UE). If the IP address exists the AR executes step 3a. If no IP address is assigned for the User-ID the AR returns the matching IMSI to the GGSN. The GGSN queries the HLR as described in step 3b. 

3a. If the GGSN is returned an IP address assigned to the User-ID, it responds with a Push Confirm message to the Push Function containing the IP address of the existing PDP Context. (The format of the Push Confirm message is TBD.) The push data can then be transmitted using this IP address and the Push Function proceeds to step 14. 

Note: the presence of an IP address in the AR table does not necessarily imply an existing PDP Context. If the UE uses static IP addressing the AR would have a permanent entry in its table for that UEs User-Id, but the UE may not have an active PDP Context at the time the Push data is sent to the UE. In this case NRPCA using static IP addressing procedures as defined in 23.060 section 9.2.2.2 would be executed at step 11.

3b. Using the IMSI matching the User-ID, the GGSN obtains routeing information for the UE by issuing Send Routeing Information request to the HLR. The HLR returns the address of the SGSN to which the UE is currently attached. 

4. The GGSN sends a PDU Notification Request to the SGSN identified in step 3b with a null IP Address. The PDP Notification Request contains the fields; IMSI, Tunnel Endpoint Identifier Control Plane, End User Address, APN, GGSN Address for Control Plane, and Private Extension. An extension to 29.060 is required to allow the End User Address (PDP Address) to be null, indicating the UE is to request a dynamically assigned IP address.

5. The GGSN receives a successful PDU Notification Response from the SGSN.

6. The SGSN sends Request PDP Context Activation (TI, PDP Type, PDP Address, APN) to UE, with a null PDP Address.

7. The UE sends Activate PDP Context Request to the SGSN with the null IP address and APN obtained from the Request PDP Context Activation.

8. The SGSN sends the selected GGSN’ a Create PDP Context Request (GGSN selection is determined by rules defined in 23.060 Annex A). The GGSN’ obtains a dynamically assigned IP address (eg from a  DHCP server, Radius server or address pool). Note: the selected GGSN’ may be the same as the originating GGSN. 

9. The GGSN’ sends the SGSN a Create PDP Context Response which may contain the parameters; Cause, Reordering required, Recovery, Tunnel Endpoint Identifier Data I, Tunnel Endpoint Identifier Control Plane, Charging ID, End User Address, Protocol Configuration Options, GGSN Address for Control Plane, GGSN Address for user traffic, Quality of Service Profile, Charging Gateway Address.  The SGSN must retain the GGSN Address for Control Plane that it received in step 4 from the originating (home) GGSN as well as the new GGSN Address for Control Plane this is receives from the GGSN’.
10. After successful PDP Context creation the SGSN sends Activate PDP Context Accept to the UE with the assigned IP address.

11. The SGSN upon receiving the Create PDP Context Response, will use the GGSN Address for Control Plane it received in the PDU Notification Request (step 4) from the originating GGSN, to send an Update AR to the originating GGSN with the IP address of the PDP Context and associated IMSI. After sending the Update AR is will overwrite the GGSN Address for Control Plane with the GGSN Address for Control Plane value contained in the PDP Context Response from the GGSN’ in step 9.

Note: the SGSN may need to retain the original GGSN Address for Control Plane address so it can update the AR in the home network when the PDP Context is deactivated.

12. The GGSN (originated) upon receiving the Update AR message from the SGSN will forward that message to its local Address Resolver, updating the entry for the IMSI and User-Id with the IP address for the activated PDP Context.

13. The GGSN sends a Push Confirm message to the PF with the newly assigned IP Address.

14. The Push Function sends the push data in IP packets using the IP address from the Push Confirm.

Proposal 1: Deactivate PDP Context and Update Address Resolver
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Figure 3: Deactivate of PDP Context and Update Address Resolver

(when PDP Context is at the visited GGSN)
1. After the SGSN receives the Delete PDP Context Response message from the GGSN’ (serving GGSN) it will generate an Update AR message towards the home GGSN using the address of the home GGSN it stored from step 4 of the PDU Notification Request. The Update AR message will contain an indication the IP address of the deleted PDP context must be removed from the AR tables.

2. The home GGSN upon receiving the Update AR message will forward the update to the AR.

Proposal 2:  APN served by only one GGSN
Assumptions of Proposal 2

1. In this proposal there is only one GGSN that can serve an APN supporting the Push Function. 

2. The Address Resolver is implemented using DNS and the User-ID is a unique name in the format user@realm and therefore any query to any Address Resolver in the network will always end up at the home AR for the User-ID.

Notes/Limitations on Proposal 2

This proposal requires one change to the SGSN.

1. same as Proposal 1, limitation1.


2. Since the APN for the Push Function is only served by one GGSN this will remove the ability to share the load (load balancing) of Push traffic across a number of GGSNs that may be able to serve the Push Function, using the GGSN selection mechanism defined in 3G specifications.  But it should be noted that there is no limitation on allowing multiple APNs, each supporting the Push Function, where each APN is served by a different GGSN. Configuring these GGSN/APN pairs would be a way of achieving load balancing by assigning APNs for Push such as Push1.operator.com, Push2.operator.com etc. A Push Function that selects a GGSN for NRPCA would use only the APN supported by that GGSN in its request. If multiple GGSNs (and APNs) are available to a Push Function, the PF would use some algorithm (i.e. round robin) to select a GGSN to initiate a NRPCA.
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Figure 4. NRPCA using Dynamic IP Address Assignment (Proposal 2)

The sequence of events is explained for each step shown in the diagram.

1. The PI sends Push-Message with User-ID to the PF. The Push-Message is defined in the WAP Push Access Protocol specification and is outside the scope of this work.

2. The PF validates the User-ID and PI relationship and sends a Push Request message to the GGSN. (The Push Request contains the User-ID and PF APN, the Push Request message format is TBD.)

3. The GGSN queries the AR using the User-ID to lookup the IMSI and IP address. The AR maintains a table of User-ID to IMSIs and IP addresses (depending on the existence of a PDP Context to the UE). If the IP address exists the AR executes step 3a. If no IP address is assigned for the User-ID the AR returns the matching IMSI to the GGSN. The GGSN queries the HLR as described in step 3b.
3a. If the GGSN is returned an IP address assigned to the User-ID, it responds with a Push Confirm message to the Push Function containing the IP address of the existing PDP Context. (The format of the Push Confirm message is TBD.) The push data can then be transmitted using this IP address and the Push Function proceeds to step 13. 

Note: the presence of an IP address in the AR table does not necessarily imply an existing PDP Context. If the UE uses static IP addressing the AR would have a permanent entry in its table for that UEs User-Id, but the UE may not have an active PDP Context at the time the Push data is sent to the UE. In this case NRPCA using static IP addressing procedures as defined in 23.060 section 9.2.2.2 would be executed at step 13.

3b. Using the IMSI matching the User-ID, the GGSN obtains routeing information for the UE by issuing Send Routeing Information request to the HLR. The HLR returns the address of the SGSN to which the UE is currently attached. 

4. The GGSN sends a PDU Notification Request to the SGSN identified in step 3b with a null IP Address. The PDP Notification Request contains the fields; IMSI, Tunnel Endpoint Identifier Control Plane, End User Address, APN, GGSN Address for Control Plane, and Private Extension. An extension to 29.060 is required to allow the End User Address (PDP Address) to be null, indicating the UE is to request a dynamically assigned IP address.

5. The GGSN receives a successful PDU Notification Response from the SGSN.

6. The SGSN sends Request PDP Context Activation (TI, PDP Type, PDP Address, APN) to UE, with a null PDP Address.

7. The UE sends Activate PDP Context Request to the SGSN with the null IP address and APN obtained from the Request PDP Context Activation.

8. The SGSN sends the GGSN (in the home network) a Create PDP Context Request. Since the APN used for the Push Function is only served by the home GGSN, the SGSN will always select the home GGSN to create the PDP Context. The GGSN obtains a dynamically assigned IP address (eg from a  DHCP server, Radius server or address pool).
9. The GGSN sends the SGSN a Create PDP Context Response which may contain the parameters; Cause, Reordering required, Recovery, Tunnel Endpoint Identifier Data I, Tunnel Endpoint Identifier Control Plane, Charging ID, End User Address, Protocol Configuration Options, GGSN Address for Control Plane, GGSN Address for user traffic, Quality of Service Profile, Charging Gateway Address.  
10. After successful PDP Context creation the SGSN sends Activate PDP Context Accept to the UE with the assigned IP address.

11. After the GGSN sends the Create PDP Context Response in step 9 it will update the AR with an Update AR message, updating the entry for the IMSI and User-Id with the IP address for the activated PDP Context.

12. The GGSN sends a Push Confirm message to the PF with the newly assigned IP Address.

13. The Push Function sends the push data in IP packets using the IP address from the Push Confirm.

Proposal 2: Deactivate PDP Context and Update Address Resolver


Figure 5: Deactivate of PDP Context and Update Address Resolver (at home GGSN)

1) After the GGSN issues a Delete PDP Context Response message it will generate an Update AR message towards the AR containing an indication the IP address of the deleted PDP context must be removed from the AR tables.

Other Information Associated wth the above proposals
Address Resolver and User-ID
The Address Resolver maintains a table or database of names and corresponding network addresses (IP or IMSI). For the discussions on push we use the term User-IDs to mean a name. Network addresses may be IMSIs and/or IP addresses. The main purpose of the AR is to resolve a User-ID to a network address. This will allow a Push Function to submit a Push Request to the GGSN using a User-ID name, when the IP address to a UE is not known. The Address Resolver isolates the network addresses from the User-IDs used in public or third party servers to address a user or mobile. If the user changes he/her mobile device the change in IMSI is reflected in the AR tables and does not need to be published outside of the PLMN. For PDP Contexts using dynamically assigned IP addresses the AR maintains the currently assigned IP address for the User-ID. The Address Resolver should be implemented using DNS.

It is assumed the AR is pre-configured with the User-ID and corresponding IMSI values, therefore these fields are indicated as mandatory. The IP Address may or may not be present based on the existence of a PDP Context. In the case of a statically assigned IP address the IP Address field would have a permanent value in it corresponding to the static IP address.

	Address Resolver Table

	User-ID
	IMSI
	IP Address

	Mandatory
	Mandatory
	Based on availability


User-ID

A User-ID may be any globally unique identifier that can be mapped to a mobile user or device. Typically a User-ID would be a Network Access Identifier as defined in RFC2486 in the form of user@realm. It may also be an MS-ISDN/E.164 value. The User-ID may also be a proprietary value managed by the operator or third party application server.
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The present document has been developed within the 3rd Generation Partnership Project (3GPP TM) and may be further elaborated for the purposes of 3GPP.
 
The present document has not been subject to any approval process by the 3GPP Organizational Partners and shall not be implemented.
 
This Specification is provided for future development work within 3GPP only. The Organizational Partners accept no liability for any use of this Specification.
Specifications and reports for implementation of the 3GPP TM system should be obtained via the 3GPP Organizational Partners' Publications Offices.

· 
· 
**** New Text ****
5.1.5 
NRPCA with Dynamic IP Address Assignment
The use of NRPCA with Dynamic IP address assignment is currently not defined in 3G specifications. What follows is a possible technical solution to this issue. The solution proposed in this section is one of two solutions given in this TR. The second solution, provided in Annex B, is for future consideration if the limitations of the solution proposed in this section, primarily load balancing, become problematic over time.
One of the issues with defining a mechanism to support NRPCA is the complexity required to support the establishment of a PDP Context where the selection of a GGSN results in a different GGSN from that which originated the NRPCA request. The complexity of the NRPCA solution is greatly reduced if the Create PDP Context Request always resolves back to the home (originating) GGSN. The solution proposed in this section restricts the support of an APN for Push Services to being serviced by only one GGSN. This ensures the PDP Context is created at the originating GGSN and thus simplifies the solution for NRPCA.

5.1.5.1 Assumptions and Limitations
In this solutionl there is only one GGSN that can serve an APN supporting the Push Function. 


The Address Resolver is implemented using DNS and the User-ID is a unique name in the format user@realm and therefore any query to any Address Resolver in the network will always end up at the home AR for the User-ID.

This proposal requires one change to the SGSN. In step 4 the PDU Notification Request will contain a null PDP Address. The SGSN must be modified to accept this field as null and forward the Request PDP Context Activation message to the UE with a null PDP Address field. The UE upon receiving a Request PDP Context Activation with a null PDP Address field will use this as an indicator to establish a PDP Context back to the APN contained in the Request PDP Context Activation.


Since the APN for the Push Function is only served by one GGSN this will remove the ability to share the load (load balancing) of Push traffic across a number of GGSNs using the GGSN selection mechanism defined in 3G specifications. But it should be noted there is no limitation on allowing multiple APNs, each supporting the Push Function, where each APN is served by a different GGSN. Configuring these GGSN/APN pairs would be a way of achieving load balancing by assigning APNs for Push such as Push1.operator.com, Push2.operator.com etc. A Push Function that selects a GGSN for NRPCA would use only the APN supported by that GGSN in its request. If multiple GGSNs/APN pairs are available to service a Push Function, the Push Function would use some algorithm (i.e. round robin) to select a GGSN to initiate a NRPCA. This would allow the load of Push traffic to be shared across multiple GGSNs achieving the effect of load balancing.
5.1.5.2 NRPCA with one GGSN per Push Service APN.
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Figure 7. NRPCA using Dynamic IP Address Assignment (one APN per GGSN)
The sequence of events is explained for each step shown in the diagram.
1. The PI sends Push-Message with User-ID to the PF. The Push-Message is defined in the WAP Push Access Protocol specification and is outside the scope of this work.

2. The PF validates the User-ID and PI relationship and sends a Push Request message to the GGSN. (The Push Request contains the User-ID and PF APN, the Push Request message format is TBD.)

3. The GGSN queries the AR using the User-ID to lookup the IMSI and IP address. The AR maintains a table of User-ID to IMSIs and IP addresses (depending on the existence of a PDP Context to the UE). If the IP address exists the AR executes step 3a. If no IP address is assigned for the User-ID the AR returns the matching IMSI to the GGSN. The GGSN queries the HLR as described in step 3b.

3a. If the GGSN is returned an IP address assigned to the User-ID, it responds with a Push Confirm message to the Push Function containing the IP address of the existing PDP Context. (The format of the Push Confirm message is TBD.) The push data can then be transmitted using this IP address and the Push Function proceeds to step 13. 

Note: the presence of an IP address in the AR table does not necessarily imply an existing PDP Context. If the UE uses static IP addressing the AR would have a permanent entry in its table for that UEs User-Id, but the UE may not have an active PDP Context at the time the Push data is sent to the UE. In this case NRPCA using static IP addressing procedures as defined in 23.060 section 9.2.2.2 would be executed at step 13.

3b. Using the IMSI matching the User-ID, the GGSN obtains routeing information for the UE by issuing Send Routeing Information request to the HLR. The HLR returns the address of the SGSN to which the UE is currently attached. 

4. The GGSN sends a PDU Notification Request to the SGSN identified in step 3b with a null IP Address. The PDP Notification Request contains the fields; IMSI, Tunnel Endpoint Identifier Control Plane, End User Address, APN, GGSN Address for Control Plane, and Private Extension. An extension to 29.060 is required to allow the End User Address (PDP Address) to be null, indicating the UE is to request a dynamically assigned IP address.

5. The GGSN receives a successful PDU Notification Response from the SGSN.

6. The SGSN sends Request PDP Context Activation (TI, PDP Type, PDP Address, APN) to UE, with a null PDP Address.

7. The UE sends Activate PDP Context Request to the SGSN with the null IP address and APN obtained from the Request PDP Context Activation.

8. The SGSN sends the GGSN (in the home network) a Create PDP Context Request. Since the APN used for the Push Function is only served by the home GGSN, the SGSN will always select the home GGSN to create the PDP Context. The GGSN obtains a dynamically assigned IP address (eg from a  DHCP server, Radius server or address pool).
9. The GGSN sends the SGSN a Create PDP Context Response which may contain the parameters; Cause, Reordering required, Recovery, Tunnel Endpoint Identifier Data I, Tunnel Endpoint Identifier Control Plane, Charging ID, End User Address, Protocol Configuration Options, GGSN Address for Control Plane, GGSN Address for user traffic, Quality of Service Profile, Charging Gateway Address.  
10. After successful PDP Context creation the SGSN sends Activate PDP Context Accept to the UE with the assigned IP address.

11. After the GGSN sends the Create PDP Context Response in step 9 it will update the AR with an Update AR message, updating the entry for the IMSI and User-Id with the IP address for the activated PDP Context.

12. The GGSN sends a Push Confirm message to the PF with the newly assigned IP Address.

13. The Push Function sends the push data in IP packets using the IP address from the Push Confirm.

5.1.5.3 Deactivate PDP Context and Update Address Resolver

Upon deactivation of the PDP Context the AR must be updated to remove the IP address associated with the deactivated PDP context. The following flow diagram illustrates when the GGSN sends an Update AR message.


Figure 8: Deactivate of PDP Context and Update Address Resolver (at home GGSN)
1) After the GGSN issues a Delete PDP Context Response message it will generate an Update AR message towards the AR containing an indication the IP address of the deleted PDP context must be removed from the AR tables.

5.1.5.4 Address Resolver and User-ID
The Address Resolver maintains a table or database of names and corresponding network addresses (IP or IMSI). For the discussions on push we use the term User-IDs to mean a name. Network addresses may be IMSIs and/or IP addresses. The main purpose of the AR is to resolve a User-ID to a network address. This will allow a Push Function to submit a Push Request to the GGSN using a User-ID name, when the IP address to a UE is not known. The Address Resolver isolates the network addresses from the User-IDs used in public or third party servers to address a user or mobile. If the user changes he/her mobile device the change in IMSI is reflected in the AR tables and does not need to be published outside of the PLMN. For PDP Contexts using dynamically assigned IP addresses the AR maintains the currently assigned IP address for the User-ID. The Address Resolver should be implemented using DNS.

It is assumed the AR is pre-configured with the User-ID and corresponding IMSI values, therefore these fields are indicated as mandatory. The IP Address may or may not be present based on the existence of a PDP Context. In the case of a statically assigned IP address the IP Address field would have a permanent value in it corresponding to the static IP address.

	Address Resolver Table

	User-ID
	IMSI
	IP Address

	Mandatory
	Mandatory
	Based on availability


A User-ID may be any globally unique identifier that can be mapped to a mobile user or device. Typically a User-ID would be a Network Access Identifier as defined in RFC2486 in the form of user@realm. It may also be an MS-ISDN/E.164 value. The User-ID may also be a proprietary value managed by the operator or third party application server.

**** End of New Text for section 5.1.5 ****

**** New Text for Annex B ****

Annex B (Informative): NRPCA with no restrictions on APN and GPRS configuration

Assumptions

In this proposal there is no restriction on the number of GGSNs that can serve an APN. Therefore the proposal addresses how a NRPCA can begin at one GGSN and then the PDP Context can be Activated at another GGSN.

The Address Resolver is implemented using DNS and the User-ID is a unique name in the format user@realm and therefore any query to any Address Resolver in the network will always end up at the home AR for the User-ID.

Notes/Limitations

This proposal requires three changes to the SGSN. In step 4 the PDU Notification Request will contain a null PDP Address. The SGSN must be modified to accept this field as null and forward the Request PDP Context Activation message to the UE with a null PDP Address field. The UE upon receiving a Request PDP Context Activation with a null PDP Address field will use this as an indicator to establish a PDP Context back to the APN contained in the Request PDP Context Activation.

In step 9 the SGSN must retain a copy of the GGSN Address for Control Plane that is received in step 4 PDU Notification Request (the home GGSN address), as well as the more recent value for the GGSN Address for Control Plane received from the GGSN’ (the GGSN selected by the SGSN), unless the GGSN’ is the same as the home GGSN.

In step 11 the SGSN must use the GGSN Address for Control Plane of the home GGSN to send an Update Address Resolver message to the home GGSN (and subsequently the home AR).
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Figure B1. NRPCA using Dynamic IP Address Assignment

The sequence of events is explained for each step shown in the diagram.

1. The PI sends Push-Message with User-ID to the PF. The Push-Message is defined in the WAP Push Access Protocol specification and is outside the scope of this work.

2. The PF validates the User-ID and PI relationship and sends a Push Request message to the GGSN. (The Push Request contains the User-ID and PF APN, the Push Request message format is TBD.)

3. The GGSN queries the AR using the User-ID to lookup the IMSI and IP address. The AR maintains a table of User-ID to IMSIs and IP addresses (depending on the existence of a PDP Context to the UE). If the IP address exists the AR executes step 3a. If no IP address is assigned for the User-ID the AR returns the matching IMSI to the GGSN. The GGSN queries the HLR as described in step 3b. 

3a. If the GGSN is returned an IP address assigned to the User-ID, it responds with a Push Confirm message to the Push Function containing the IP address of the existing PDP Context. (The format of the Push Confirm message is TBD.) The push data can then be transmitted using this IP address and the Push Function proceeds to step 14. 

Note: the presence of an IP address in the AR table does not necessarily imply an existing PDP Context. If the UE uses static IP addressing the AR would have a permanent entry in its table for that UEs User-Id, but the UE may not have an active PDP Context at the time the Push data is sent to the UE. In this case NRPCA using static IP addressing procedures as defined in 23.060 section 9.2.2.2 would be executed at step 11.

3b. Using the IMSI matching the User-ID, the GGSN obtains routeing information for the UE by issuing Send Routeing Information request to the HLR. The HLR returns the address of the SGSN to which the UE is currently attached. 

4. The GGSN sends a PDU Notification Request to the SGSN identified in step 3b with a null IP Address. The PDP Notification Request contains the fields; IMSI, Tunnel Endpoint Identifier Control Plane, End User Address, APN, GGSN Address for Control Plane, and Private Extension. An extension to 29.060 is required to allow the End User Address (PDP Address) to be null, indicating the UE is to request a dynamically assigned IP address.

5. The GGSN receives a successful PDU Notification Response from the SGSN.

6. The SGSN sends Request PDP Context Activation (TI, PDP Type, PDP Address, APN) to UE, with a null PDP Address.

7. The UE sends Activate PDP Context Request to the SGSN with the null IP address and APN obtained from the Request PDP Context Activation.

8. The SGSN sends the selected GGSN’ a Create PDP Context Request (GGSN selection is determined by rules defined in 23.060 Annex A). The GGSN’ obtains a dynamically assigned IP address (eg from a  DHCP server, Radius server or address pool). Note: the selected GGSN’ may be the same as the originating GGSN. 

9. The GGSN’ sends the SGSN a Create PDP Context Response which may contain the parameters; Cause, Reordering required, Recovery, Tunnel Endpoint Identifier Data I, Tunnel Endpoint Identifier Control Plane, Charging ID, End User Address, Protocol Configuration Options, GGSN Address for Control Plane, GGSN Address for user traffic, Quality of Service Profile, Charging Gateway Address.  The SGSN must retain the GGSN Address for Control Plane that it received in step 4 from the originating (home) GGSN as well as the new GGSN Address for Control Plane this is receives from the GGSN’.
10. After successful PDP Context creation the SGSN sends Activate PDP Context Accept to the UE with the assigned IP address.

11. The SGSN upon receiving the Create PDP Context Response, will use the GGSN Address for Control Plane it received in the PDU Notification Request (step 4) from the originating GGSN, to send an Update AR to the originating GGSN with the IP address of the PDP Context and associated IMSI. After sending the Update AR is will overwrite the GGSN Address for Control Plane with the GGSN Address for Control Plane value contained in the PDP Context Response from the GGSN’ in step 9.

Note: the SGSN may need to retain the original GGSN Address for Control Plane address so it can update the AR in the home network when the PDP Context is deactivated.

12. The GGSN (originated) upon receiving the Update AR message from the SGSN will forward that message to its local Address Resolver, updating the entry for the IMSI and User-Id with the IP address for the activated PDP Context.

13. The GGSN sends a Push Confirm message to the PF with the newly assigned IP Address.

14. The Push Function sends the push data in IP packets using the IP address from the Push Confirm.

Deactivate PDP Context and Update Address Resolver

Figure B2: Deactivate of PDP Context and Update Address Resolver

(when PDP Context is at the visited GGSN)
1. After the SGSN receives the Delete PDP Context Response message from the GGSN’ (serving GGSN) it will generate an Update AR message towards the home GGSN using the address of the home GGSN it stored from step 4 of the PDU Notification Request. The Update AR message will contain an indication the IP address of the deleted PDP context must be removed from the AR tables.

2. The home GGSN upon receiving the Update AR message will forward the update to the AR.
**** End of New Text for Annex B ****
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