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1. Discussion

One of the main functionalities to be performed by the WAG is routing enforcement, which means that the traffic between the UE and the PDG has to traverse the WAG of a specific VPLMN. This allows the user to choose the visited network by which he/she wants to route the traffic to the home network. The requirement is described in TS 23.234, chapter 6.2.5

The WLAN Access Gateway:

· Allows VPLMN to generate charging information for users accessing via the WLAN AN in the roaming case.

· Enforces routing of packets through the PDG.

This will imply that the WLAN AN has to send all the packets to the WAG belonging to the VPLMN chosen by the user (how this selection is performed is other discussion, not handled in this contribution). In the same way, the WAG will receive traffic from the home network and forward it to the WLAN AN.

The problem with the requirement shows up with the current tunneling solution adopted by SA2 as working assumption (end to end). When scenario 2 and scenario 3 are used simultaneously by the user, how will the WLAN AN know that the traffic has to be sent to the WAG or directly to the internet. We’ll use an example:

A certain user has been authenticated for WLAN use by the home network, and now he wants to access services in the home network. At the same time, the user wants to access the Internet. The user then has a browser in which he types www.yahoo.com and after a while he wants to use MMS provided by his home operator, typing for example www.mms-telefonica.com. According to 23.234, both URLs will be resolved by standard DNS procedures, and will end up in two IP addresses, for example 134.57.1.23 and 204.122.3.12 (this one will be obtained as described in TS 23.234, sending a FQDN using the W-APN and getting the PDG IP address). Then the UE will send packets to the WLAN AN with any of these two destination addresses. But how will the WLAN know that packets with 204.122.3.12 (PDG in the home operator network) have to be forwarded to the WAG and that 134.57.1.23 (Yahoo) don’t have to be forwarded to the WAG but directly sent to the Internet?

The solution would be that all WLAN ANs have a list of all PDGs deployed in the home networks of all possible users roaming in those WLAN ANs, but this mechanism is difficult to implement, since the O&M in the WLAN ANs will be too costly.

It seems easier to have a list in the WLAN ANs of the WAGs in the visited networks they have an interconnection agreement with. But this would imply that the WAG will become end point of the tunnel (so tunnel switch), which is against SA2 current working assumption.

2. Proposal

Ericsson would like to prompt SA2 to take into consideration the previous analysis and find a solution to the problem raised above.

































































































