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Introduction

Most of the discussions on the tunneling options seem to come from the different understandings of the different delegates about the protocol stacks in the "end to end" option. This shows how useful it is to include in the TS 23.234 a clarification about this protocol stack.
The protocol stack introduced by this contribution is proposed to be added in a new section 6.4 of TS 23.234.
6.4 Protocols

The protocol stack between the WLAN UE and the PDG is shown on figure 6.3
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Figure 6.3. Protocol stack between the WLAN UE and the Packet Data Gateway

6.4.1 Remote IP Layer
The remote IP layer is used by the WLAN UE to be addressed in the external packet data networks (i.e. on the Wi reference point).

On this layer, the WLAN UE is addressed by its remote IP address and the packets are exchanged between the WLAN UE and an external entity. The PDG routes the remote IP packets without modifying them.
6.4.2 Tunneling layer

The tunneling layer consists of a tunneling header, which allows end-to-end tunneling between a WLAN UE and a PDG. It is used to encapsulate IP packets with the remote IP layer.

When encapsulated IP packets are encrypted, the tunneling header contains a field which is used to identify the peer and decrypt the packets.
6.4.3 Transport IP Layer

The transport IP layer is  used by the intermediate entities/networks and WLAN AN in order to transport the remote IP layer packets.

Between the WLAN UE and the WAG, the transport IP layer is used by the WLAN UE to be addressed within the WLAN AN, the intermediate networks (if any) and 3G networks.

On this layer, the WLAN UE is addressed by its local IP address.

This local IP address can be:

· a private IPv4 address allocated by the WLAN AN; in this case a NAT is required in the WLAN AN and used to make the WLAN UE's local IP address routable in the intermediate networks (if any), the VPLMN and the HPLMN;

· a public (either IPv4 or IPv6) address allocated by the WLAN AN; in this case no NAT is needed;

· an IP address allocated by the WAG in an address space that is routable in the WLAN AN as well as in the intermediate networks (if any) and the 3G network; in this case no NAT is needed.
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