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	Reason for change:
(
	In 22.228(IMS stage 1) , it has the following requirement:

“It shall be possible to support the multiple UEs associated with a single IMS service subscription. It shall be possible to share one Public User Identity  between multiple UEs. It shall also be possible to identify the individual UEs with separate Public User Identities.  IMS shall be able to route sessions towards the identified UE(s), e.g. based on UE capability, User preference and/or Network preferences.” 
In order to fillfull this requirement, the IMS needs to know two pieces of information:

1. What are the terminals that user has registered with IMS

2. What are the capabilities of these registered terminals
The first piece of information is known from S-CSCF which is the registrar where each terminal will be registered as a contact address. However, there is no mechanism defined in IMS to obtain the second piece of information. There are possible 4 ways of obtaining terminal capability information by IMS:
1. Statical input using O&M means

However, terminal capability may change and user may switch terminal or purches new terminals, so a dynamic update terminal capablity mechansim from the terminal itself is needed. 

2. Device management interface defined in 32.802
However, no protocol has been defined between the UE and the UEM server yet. And since UEM is not specific for IMS, so there needs a correlation between an UEM session and an IMS registration session. If go for this solution, a great standarisation effort is needed (new interface is needed between IMS and UEM) which is time consuming and may not meet Rel6 deadline. 
3. Presence Publish mechanism

This seems to be good solution since Presence service is based on IMS so there is no correlation needed (a terminal which publishes must be registered with IMS) and the protoocol is being developped within IETF. However, terminal capability information is possible useful by other IMS services too, therefore using Publish will mandate the provision of Presence service in order for other services making use of the terminal capability information.

4. IMS REGISGER 

This is the recommonded option. Terminal capability follows the contact address in a REGISTER message. So S-CSCF will be the single point for the two piece of information. There is little standarisation effort is needed since SIP already provides protocol to publish terminal capabilities using REGISTER (http://www.ietf.org/internet-drafts/draft-ietf-sip-callee-caps-01.txt). It is felt that this is the simplest way therefor is recommonded. For the terminal capabilities, 
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5.2.1
Requirements considered for registration

The following points are considered as requirements for the purpose of the registration procedures.

1. The architecture shall allow for the Serving-CSCFs to have different capabilities or access to different capabilities. E.g. a VPN CSCF or CSCFs in different stages of network upgrade.

2. The network operator shall not be required to reveal the internal network structure to another network. Association of the node names of the same type of entity and their capabilities and the number of nodes will be kept within an operator’s network. However disclosure of the internal architecture shall not be prevented on a per agreement basis.

3. A network shall not be required to expose the explicit IP addresses of the nodes within the network (excluding firewalls and border gateways).

4. It is desirable that the UE will use the same registration procedure(s) within its home and visited networks.

5. It is desirable that the procedures within the network(s) are transparent to the UE, when it register with the IM CN subsystem.

6. The Serving-CSCF is able to retrieve a service profile of the user who has IMS subscription.The Serving-CSCF knows how to reach the  Proxy-CSCF currently serving the user who is registered.

7. The HSS shall support the possibility to bar a public user identity from being used for IMS non-registration procedures.  The S-CSCF shall enforce these barring rules for IMS.  Examples of use for the barring function are as follows:

-Currently it is required that at least one public user identity shall be stored in the ISIM application.  In case the user/operator wants to prevent this public user identity from being used for IMS communications, it shall be possible to do so in the network without affecting the ISIM application directly.

8. The HSS shall support the possibility to restrict a user from getting access to IM CN Subsystem from unauthorized visited networks.

9. It shall be possible to register multiple public identities via single IMS registration procedure from the UE.

10. It shall be possible to register a Public User Identity that is simultaneously shared across multiple contact addresses via IMS registration procedures.

11. Registration of a public user identity shall not affect the status of already registered public user identity(s), unless due to requirements by Implicit Registration set defined in subclause 5.2.1a.
12. The UE may indicate its terminal capabilities in registration message against the registered contact address:
· a set of information describing the terminal’s capabilities

· or a differential set of information indicating changes of the capabilities against a previously registered contact address
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