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1.
Background

SA2 has not yet agreed on the architecture for session based messaging. This paper discusses different proposals for procedures to enable session based messaging in section 5.16.2.2 of TS 23.228.

2.
Discussion

2.1 Requirements

It will always be more efficient to send messages directly between two endpoints and it can be argued whether it ever will be possible to enforce terminals to send messages via some specific network entity when the terminal already got the IP address of the destination of the message. However, if no network servers (or some network entity) remain in the user plane path then the following requirements will not be able to be met:

· Content based charging, see 3GPP TS 22.340 chapter 10

· Network based storage of sent messages, see 3GPP TS 22.340 chapter 7.5

· Message filtering, see 3GPP TS 22.340 chapter 7.7

· Enforcement of network policies

If network servers (or some network entity) remain in the path then the above requirements could be met, if supported by the network entity in the path.

2.2
Network Server configuration

If it is decided to use a network server in the user plane path then an SA2 decision is needed on how the Network server is configured. Different options for network server configuration are:

· Reuse MRF and let the handling of session based messages be a new role of the MRFP

· Reuse MRF and let the handling of session based messages be a new function in an SMFP (Session-based Messaging Function Processor)

· Define a new network function called SMF which is separated into SMFC (Session-based Messaging Function Controller) handling the control plane and SMFP (Session-based Messaging Function Processor) handling the user plane

If a Network server is used for session based messaging between two UEs then the network server should allow for both messaging conference services (i.e. chat) and 2-part session based messaging.

Regardless of which network server configuration that is chosen the interface between control and processor part is not to be standardised.

2.3
Session based messaging procedures

The following subchapters show different procedures for session-based messaging. A general assumption is that session based messages are never stored in the network with the purpose to be forwarded when the receiving user becomes available, i.e. there is no need to set any length of time the messages will be valid.

2.3.1
Session based messaging procedure towards multiple UEs

The following flow shows how session based messaging could be used in a messaging conference (e.g. chat) service. 
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Figure x: Session based messaging towards multiple UEs

1.
UE #1 generates and sends an INVITE request addressed to a conferencing or chat PSI. The INVITE includes SDP media description for messages

2.
The P-CSCF forwards the INVITE to S-CSCF that then forwards the INVITE to the SMFC using normal PSI routing mechanisms

3.
The SMFP setup the messaging path connection towards the UE#1

4.
The UE#1 acknowledges the establishment of the messaging path connection

5-6.
SMFC acknowledges the INVITE

7-8. UE#1 acknowledges the establishment of the session

9.
UE#1 sends a message towards the SMFP

10.
SMFP acknowledges the message and the message will be sent to all recipients e.g. all in the chat room

11.
UE#1 receives a message from SMFP e.g. from another user in the chat room

12.
UE#1 acknowledges the message

2.3.2
Session based messaging procedure with network server in user plane path
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Figure x: Session based messaging with network server in the user plane path

1.
UE #1 generates and sends an INVITE request addressed to UE#2. The INVITE includes SDP media description for messages

2.
The P-CSCF forwards the INVITE to S-CSCF that then forwards the INVITE to the SMFC due to triggers

3.
The SMFC invokes whatever service logic procedures are appropriate for this request and then forwards the request towards the UE#2 via the S-CSCF

4.
The S-CSCF applies regular routing procedures and forwards the request to the next hop I-CSCF

5.
I-CSCF#2 performs Location Query procedure with the HSS to acquire the S-CSCF address of the destination user (S-CSCF#2). The S-CSCF#2 then forward the INVITE to the SMFC#2

6.
The SMFC#2 invokes whatever service logic procedures are appropriate for this request and then forwards the request towards the UE#2 via the S-CSCF#2

7.
S-CSCF#2 forwards the INVITE request to P-CSCF#2 along the path determined upon UE#2's most recent registration procedure and then the P-CSCF#2 forwards the INVITE request to UE#2

8.
The UE#2 extracts the URL of the SMFP#1 received in the INVITE and setup a connection for the messaging path towards the UE#1 via the preconfigured SMFP#2 and provides the URL to the SMFP#1

9.
The SMFP#2 setup the messaging path connection towards the SMFP#1
10.
The SMFP#1 setup the messaging path connection towards the UE#1
11-13. The UE#1 acknowledges the establishment of the messaging path connection

14-20. UE#2 acknowledges the INVITE. The response traverses the transaction path back to UE#1

20-27. UE#1 acknowledges the establishment of the session and sends the acknowledgement via the established session path

28-30. UE#1 sends a message towards UE#2 via the two network servers

31-33. UE#2 acknowledges the message

2.3.3
Session based messaging procedure directly between endpoints

In this procedure there is no restriction on the size of the messages sent between the two UEs.
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Figure x: Session based messaging without relays

1.
UE #1 generates and sends an INVITE request addressed to UE#2. The INVITE includes SDP media description for messaging

2.
The P-CSCF#1 remembers (from the registration process) the next hop CSCF for this UE, i.e., the INVITE request is forwarded to the S-CSCF in the home network.

3.
The S-CSCF#1 invokes whatever service logic procedures are appropriate for this request

4.
The S-CSCF#1 applies regular routing procedures and forwards the INVITE request to the next hop I-CSCF

5.
I-CSCF#2 performs Location Query procedure with the HSS to acquire the S-CSCF address of the destination user (S-CSCF#2).

6.
I-CSCF#2 forwards the INVITE request to S-CSCF#2.

7.
The S-CSCF#2 invokes whatever service logic procedures are appropriate for this request

8.
S-CSCF#2 forwards the INVITE request to P-CSCF#2 along the path determined upon UE#2's most recent registration procedure

9.
P-CSCF#2 forwards the INVITE request to UE#2

10.
The UE#2 setup a connection for the messaging path towards the UE#1

11.
The UE#1 acknowledges the establishment of the messaging path connection

12-16. UE#2 acknowledges the INVITE. The response traverses the transaction path back to UE#1

17-21. UE#1 acknowledges the establishment of the session and sends the acknowledgement via the established session path

22.
UE#1 sends a message directly to UE#2

23.
UE#2 acknowledges the message

3.
Proposal

It is proposed to discuss the different alternatives for session based messaging. Ericsson has drafted a CR based on the above procedures and the assumption that the network server configuration with SMFC/SMFP is agreed. The proposed CR is in S2-034206.
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