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1. Introduction

An e-mail discussion was held from November 5th to November 15th on the question of End-to-End Tunneling (E2E) support of Scenario 4 and 5.  We have had 50+ emails in this discussion group (which generate 242 pages of printed material).

Two sections are included below, one which summarizes the debate, and one which analyzes the debate and tries to draw conclusions and identify other topics of interest.

2. Summary of Discussion

The first week of the debate centered mostly around if the UE would need to support both WLAN and GPRS RF interfaces at the same time.  One of the better comments was from Chris Pudney (Vodaphone): 

"There is no point in designing brilliant network solutions that take a few ms to perform if the radio links are going to be lost for 5-120 seconds when the mobile looses WLAN coverage and attempts to restart the GPRS link...."

The general consensus was that simultaneous RF support was needed, but it was also pointed out that this was getting off topic.  It was suggested by Chris that we do get some comments on the RF issues from the relevant groups.

Also discussed at this time was the use of Mobile IP (MIP) to allow routing of packets from the source to either WLAN or GPRS as applicable. There was general discussion about the correct location of the Home Agent, but mostly agreement on this topic, and nothing that showed a difference between End-to-End Tunneling and any other approach.

On Friday, November 13th, I summarized the conclusions to that point as:

Conclusion 1. We have not identified any reason why end-to-end tunneling would not support Scenario 4 or 5.

Conclusion 2. We have not identified any method which would be better in supporting Scenario 4 or 5 than end-to-end tunneling.

This lead to a reply from Marco Spini (TILAB) that noted that Tunnel Switching could be considered better than End-to-End, depending on the constraints used.  

Nishi Kant (Azaire Networks) noted that the if the Home Agent was not located in the PDG, then the UE would have to support one layer of tunnel to the PDG, and another to the Home Agent, which would be quite a bit of overhead.  Nishi also raised the concern that if the HA is collocated in the PDG, how would a corporate Network be able to use MIP "inside" the corporate network.

Andy Bennett (Lucent) asked Marco if he supported one approach over the other.  Marco replied it depended on the constraints.

Qing Xuan (Vodaphone) noted four point which will need to be considered when Scenario 4/5 solutions are designed.

Karl-Heinz Nenner (T-Mobile) disagreed with Conclusion 1.  He noted that there are potentially hundreds of solutions to the mobility problem, and one is a better solution than E2E.  He also noted that Tunnel Switching had the advantage of not moving the "tunnel end point" (i.e. the packets both terminated in the GGSN) when the mobile changes from one technology to another, and so would be simpler than E2E tunneling.

Mark Watson replied to Nishi's concerns about mobility in the corporate network by pointing to two IETF drafts on the subject.  He also noted that Scenario 2 clients will face the same problems outlined in the IETF drafts when they are moving and trying to access corporate VPN resources at the same time.

Osok Song (Samsung) noted that Orange's contribution at the last meeting covered using Mobile IP in scenario 4 and 5.  Osok also noted the solution would require the UE to support several different IP addresses all associated with the same UE, and that this would cause issues which needed to be addressed.

Mark Watson noted that Osok's concerns were addressed in the IETF drafts. 

Marco expanded on some of Osok's points.

Nishi thanked Mark Watson for his comments but asked 1. will operators need to duplicate access between the PDG to the corporate network as exists for the GGSN and corporate network.  2. should the IP stream go through the PDG on the way to the GGSN, and 3. doesn't this increase the overhead of GPRS?  Nishi also noted that without answers to these questions, the e-mail discussion will not have resolved the question about E2E and Scenario 4/5.

Mark Watson replied to Nishi's comments noting: 1. Yes he expects this to happen, and it is much simpler if the GGSN and PDG are physically co-located. 2. The MIP overhead could be avoided if the GGSN and the HA are in the same subnet so when the GGSN was "at home" (i.e. the user was connected to GPRS), the traffic would not use MIP at all 3. The prior solution answers this question.  Mark also noted this is just a part of the larger micro/macro mobility issue for WLAN roaming.  He also noted that with these solutions, the e-mail solution did answer the E2E and Scenario 4/5 question. 

Nishi responded that the GGSN would need to have FA or proxy MIP capability, which would impact existing GGSNs.  He also noted the IETF drafts would have the External Home Agent be the point of attachment, and not the GGSN.  Nishi stated the corporate specific APNs from the GGSN would no longer be used in this solution.  He also noted that Tunnel Switching did not suffer from this problem, since the GGSN would be used in both the WLAN and GPRS scenarios.

Kevin Holley asked why E2E would be incompatible with a GPRS Handover (Editor's note: I finally understand the question!  End to End will not affect a GPRS to GPRS or GPRS to GSM handoff... but might affect a GPRS to WLAN handoff (or vice versa)... which is the subject of this discussion.  Sorry for the confusion!).

This was the last e-mail received before the cutoff.  The next two messages are replies to Nishi's comments, and so are included.

Mark Watson noted that he didn't see the impact the GGSN, since a GPRS subscriber would be "at home" if connected to GPRS.  He also noted that he thought corporate LANs could use an APN the same was as GPRS... but that other solutions were also possible.

Andy Bennett noted that FA functionality was already called out in 23.060, so the GGSN is required to support it anyway under the existing specs, so it wouldn't be an impact as Nishi stated.

3. Analysis and Conclusions

Restating the conclusions:

Conclusion 1. We have not denitrified any reason why end-to-end tunneling would not support Scenario 4 or 5.

Conclusion 2. We have not identified any method which would be better in supporting Scenario 4 or 5 than end-to-end tunneling.

No argument was offered during this discussion why end-to-end tunneling would not be able to support Scenario 4 and 5.  On this basis, I would say Conclusion 1 stands.

Several arguments were offered that Conclusion 2 was not valid.  Marco, Karl-Heinz, and Nishi all argued that Tunnel Switching could be considered better in than End-to-end tunneling in supporting Scenario 4 and 5.  No one offered to support Conclusion 2, so I would say Conclusion 2 does not stand.

4. Additional Topics
As in any discussion of this length and scope, associated topics were raised which did not apply directly to the End-to-End tunneling question, but still represent items which should be captured for additional consideration later.  Issues that met this criterion in the discussion include:

1. Is it possible to have GPRS/WLAN on the same UE active at the same time for a short period to allow handover between GPRS/WLAN?  Specifically, is the savings in complexity in the core network and the standards worth the extra RF complexity in the Scenario 4/5 UE?

2. How is WLAN mobility to be handled in Scenario 3?   Are existing specifications (IETF/IEEE) sufficient, or will they need to be modified?

3. Are the difficulties in establishing VPN connections in Scenario 2 significant and warrant attention?  Will mobility in Scenario 2 be enough of an issue that we should address this problem at this time?

4. Have we successfully identified all the other groups (e.g. IETF and IEEE) that are working on these issues, and do we have the right level of contacts with those groups?
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