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1. Introduction

TS23.246 defines the MBMS Bearer Service architecture and also the possible control plane interactions between the Bearer Service and the User Service. These interactions occur over the Gmb reference point.
The Gmb reference point is defined between the GGSN and the BM-SC (Broadcast Multicast Service Centre). TS23.246 v2.0.0 defines the BM-SC as follows:

5.1 Broadcast-Multicast Service Centre (BM-SC)

The BM-SC provides functions for service provisioning and delivery. It may serve as an entry point for content provider MBMS transmissions, used to authorise and initiate MBMS Bearer Services within the PLMN and can be used to schedule and deliver MBMS transmissions.

The BM-SC is a functional entity which must exist for each MBMS User Service.

This section describes BM-SC functions which are defined for the standardised MBMS User Services. Which of these functions are provided as general purpose capabilities to be used by multiple MBMS User Services and which are specific to a particular MBMS User Service is defined in conjunction with the definition of the standardised MBMS User Services.

As noted in the last paragraph above, an important question in the standardisation of MBMS User Services is the relationship between different User Services and the BM-SC functions. This contribution addresses this question and the implications for the interface between User and Bearer service.
2. Architecture of BM-SC

The internal architecture of the BM-SC is not specified. However a number of questions can be posed which have implications for both the User Service architecture and the Gmb interface work.

· Is the BM-SC intended to be a single physical device, or could there be multiple BM-SCs ?

· If there are multiple BM-SCs how is the work split between them ?
· Are there common functions which the BM-SC provides for all (present and future) User Services ?

· Does the BM-SC support the control plane application protocols of the User Service (user authorisation, key management, service announcement), or are these provided on a separate User Service server ?

· Does the BM-SC process the user plane application protocols of the User Service (fec, encryption etc.), or are these provided on a separate User Service server ?

It could reasonably be argued that many of these questions are implementation or deployment details which should not be the subject of standardisation. However, there are some issues which impact the Gmb interface design, which do need to be discussed here.

2.1 Possible MBMS deployment architecture

To illustrate these points, we consider a possible MBMS deployment architecture. In this architecture, each MBMS User Service is supported on one or more User Service Servers supporting the control plane application protocol . For example, one set of servers may be dedicated to providing the MBMS Download User Service and a second, separate, set dedicated to the MBMS Streaming User Service.

We assume that the user plane application protocol data is provided from one or more Content Servers.

We assume that the services are multicast in nature, and therefore require security services (encryption) to be applied to the data. This is applied by the content server. Key distribution is performed by the User Service Servers.
Since access to the service is available only to authorised users by virtue of these security systems, user authorisation over the Gmb interface is relatively unimportant. We introduce the possibility that a basic authorisation function is supported by the normal AAA (RADIUS) server.

There are at least three possible ways to arrange the relationship between User Service servers and Content Servers:

· Content Servers are under complete control of the User Service Servers. The User Service Servers instruct the content servers on what content to send when and on the security keys to be used, or

· Content Servers distribute content autonomously, informing the User Service Server of the keys to be used and the session start/stop times

· Content Servers distribute content autonomously, informing the User Service Server only about the keys used, possible only on request

The different kinds of Gmb interaction could therefore occur between various different elements. This is illustrated in the figure below, along with the BM-SC to User interactions.
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2.2 Which element is the BM-SC ?

In fact, the BM-SC functions in the above example are distributed over several elements: User Service Servers, Content Servers and the RADIUS server, any or all of which may be present in a given deployment.
We can see that the various different aspects of the Gmb interactions may need to occur between the GGSN and these different physical elements:

· Gmb user authorisation could occur between GGSN and AAA server or between GGSN and User Service Server and 
· Session Start/stop could occur between the GGSN and either the User Service Server or the Content Server

· Gmb interactions for different services may need to be routed to different servers

Of course, for the standardised User Services, the various options described above could be reduced. For example we could require key generation to be handled by the User Service Server.

But from the GGSN perspective, we cannot assume that all User Services will follow the approach of the standardised User Services in R6 – at least not without unnecessarily limiting the range of possible services.

3. Conclusion

We propose that the exact functional decomposition of the BM-SC across multiple elements remains out of scope for stardardisation. Operators should be free to choose to deploy a variety of products in different combinations to perform the BM-SC functions.

The Gmb must support this flexibility. Specifically:

· It must be possible for the destination for Gmb requests from the GGSN to depend on the particular service they relate to

· It must be possible for the destination for Gmb requests from the GGSN for User Authorisation to differ from the destination for MBMS Registration requests (which register the GGSN for receipt of Session Start/Stop).

It is proposed to add the above two bullets to Section 4.3.1 (Gmb reference point) of the TS (CR to be drafted offline if proposal agreed).
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