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1. Introduction
This doc proposes to combine the valid points or advantage of the current two W-APN resolution options together, to provide an acceptable resolution.

Both options need not too much compromise, because the they are really similar in the main principle, but emphasis on different aspect, if we agree in general the two-step resolution. Then, the only different is whether the first step end point should be in VPLMN or HPLMN. Both should be allowed because, this is an implementation issue: VPLMN is feasible if the HPLMN allow the VPLMN to fetch user subscription or interact with AAA for service authorization.

To be in HPLMN is necessary when the VPLMN do not have such capability or faith to interact with HPLMN for user’s subscription or service authorization information.
This flexibility should be allowed by our TS, just as the service should be allowed provided by Home PDG and Visited PDG.
2. Discussion on the main concerns of APN resolution

2.1. A initial end point is necessary to help the resolution

(1) Receive the APN from UE 

(2)Interact with AAA for the service authentication and authorization.

(3)Open the access route in WAG to authorized PDG, send the target PDG address to UE.

It is better to discover an initial end point before the final PDG is resolved, because this will limit the access point range, avoid expose too much PDG/WAG addresses before the service authorization (i.e. before the subscription is checked), this will make it easy for visited network to control.

This is the advantage of option2, option 1 also can achieve it with the PDG1 limited to one or a few of them in the network, open to be resolved by the public DNS.

2.2. The initial end point can be discovered by DNS, private or public DNS.

In the discovery, any APN will be resolve to only one or limited a few function points.
If public DNS used, UE can easily get the address of the initial end point before his subscription is checked, but the final service PDG can only be get after it is authorized. So the initial end point can be carefully maintained to be more powerful with more security considerations than other PDGs.  

Both options need initial end point resolution; it is a UE based resolution through DNS.
2.3. The initial end point can be in visited network or home network.

Both should be allowed.

Normally, the home network should do it to avoid the requirement in visited networks, make wider roaming extent possible.
If the visited network is capable enough and allowed by the roaming agreement to interact with AAA for the service authentication and authorization, then as Option 2 pointed out …. 
Option1 prefers the initial end point to be in HPLMN, option2 prefers VPLMN, but both will limit implementation; both can revise to allow the flexibility.
2.4. How to transfer the APN resolution info inter UE and the initial end point?

a. new protocol 

b. reuses the e2e tunnel establishment request/response

Comments: reuse of the e2e tunnel establishment req/rsp signalling is preferable, because it also need between the UE and PDG.

2.5. The initial end point in WAG or PDG?

In function the initial end point should be independent, but good deployment way should be recommend in the TS, good implementation and their limitation and assumptions should be clearly specified.
In WAG: 

Then WAG need to support 1.4a, a new protocol or 1.4b the e2e tunnel protocol, and support inter action with AAA.

The interaction between initial end point will be avoid: access policy (permitted PDG addresses for a UE)

WAPN resolution signalling route：

UE---WLAN---VPLMN WAG---AAA PROXY---AAA server

Or
UE---WLAN---VPLMN WAG---Home-WAG---AAA server

In PDG：
PDG already have the function of 1.4b and the service auth interaction function with AAA.

AAA may need to interact with WAG to update policy in WAG before and after the service auth

WAPN resolution signalling route：

UE---WLAN---WAG---V-PDG1---AAA server

Or
UE---WLAN--- WAG---H-PDG1---AAA server

Comments: to avoid duplication functions, initial end point in a PDG may be more feasible, no efforts need to do with PDG, and WAG can keep simple. As an implementation option, a PDG with WAG function in the visited network may be ideal equipment for this purpose in case of the APN resolution is decided to be resolved in visited network.

3. Proposal

It is proposed to include in TS, the following high level descriptions or principles for W-APN resolution. Define the Resolution gateway independently, and allow it can be implemented both in HPLMN and VPLMN.
3.1 W-APN resolution   
1. In general, the W-APN resolution is a two-step-resolution:

The first resolution usually does not resolve the final PDG for the UE requested service, but to discover an initial end point: a W-APN resolution gateway. The UE then send the service request to the W-APN resolution gateway, and the W-APN resolution gateway interact with 3GPP AAA server to resolve and authorize the final end point.

The W-APN resolution gateway is resolved or discovered by UE DNS client interacting with DNS server (public or private). It can be stored in the DNS of VPLMN or HPLMN. In activation of WAPN, the UE performs a DNS look up to find a W-APN resolution gateway.

The W-APN resolution gateway process the service request from the UE, interact with 3GPP AAA server  to resolve and authorize a final end point—the PDG-- for the UE.

2. In roaming case, the W-APN resolution gateway can be in VPLMN or HPLMN, depending on the roaming agreement.

3. As a function point, the W-APN resolution gateway is an independent entity.

It should be independent function to avoid all the WAG or PDG have to have this responsibility to help resolve W-APN for UE.

As implementation choice, this function is feasible to implement on a PDG, because the functions of handle e2e tunnel request and service authorization interaction with AAA can be reused. But when a PDG act for this, it is a Resolution PDG, its main function is to interact with AAA server to authorize and resolve a final service providing PDG.

Note: the W-APN resolution gateway may need more security and robust enhancement than other PDGs or WAGs, because all the information to it is before service auth, and the address is easy to get from UE by public or private DNS. It or just a few of them will be responsible to serve for all of the home network users, or for a whole visited local network when it is located in the visited network.
3.2 Resolution gateway

The W-APN resolution gateway process the service request from the UE, interact with 3GPP AAA server  to resolve and authorize a PDG for the WLAN UE.

It can be in VPLMN or HPLMN, depending on the roaming agreement.

3.3 Example message flow :

The initial end point is named as Resolution-Gw (APN Resolution Gateway, as  implementation options, it can be a special PDG or WAG) in this example.
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1.
WLAN Access Authentication and Authorisation, Access routing policy enforcement rules associated to this user can be applied to WAG.  If it can go through the WAG or which PDGs are allow to access. WLAN UE's local IP address is also allocated after this.
2. When the user decides to access a service, the WLAN UE builds the requested W-APN associated to the service requested by the user. The UE will have to find a resolution gateway to resolve the W-APN to a PDG address, this discovery can be based on public or private DNS.
 3 The WLAN UE sends a service request to the W-APN resolution gateway, including the requested W-APN.  This message can reuse the e2e tunnel establishment to avoid invention of a new resolution request protocol.
4.The resolution gateway send service authorization request to 3GPP AAA server, with the included W-APN and user identity from the tunnel establishment request.
Step 5-8 is optional, used when the AAA find the UE was not authorized to access the target PDG, which will be authorized to provide service. The AAA send access authorization/policy update to WAG through AAA proxy or directly, the WAG apply the policy and respond to the AAA server.
9. AAA server authorizes the service to the UE and sends the authorized PDG address to the resolution gateway, 
10.The resolution gateway then include the PDG address in a e2e tunnel redirect message, reusing the PDG-UE tunnel protocol, send to the UE
11.the UE base on the PDG address sends a e2e tunnel establishment request to the authorized PDG
12-14. The PDG interact with AAA server to perform the service authorization, and then response to the UE to establish the e2e tunnel.
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