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1. Introduction
Service authorization function has been determined as a function of 3GPP AAA Server. The 3GPP AAA Server in the Home network shall verify the users subscription to the indicated W-APN against the subscriber profile retrieved from HSS/HLR. The 3GPP AAA Server selects a W-APN based on the requested W-APN and on the user’s subscription/local policy.  

This doc tries to correct some inconsistence texts in the TS.
___________________________________________________________________________

2. Proposal
We suggest that some sections in the TS revised as below:
6.2.2
3GPP AAA Proxy

The 3GPP AAA Proxy represents a proxying and filtering function that  resides in the Visited 3GPP Network.  The 3GPP AAA Proxy functions include:

-
Relaying the AAA information between WLAN and the 3GPP AAA Server. 

-
Enforcing policies derived from roaming agreements between 3GPP operators and between WLAN operator and 3GPP operator

-
Reporting per-user charging/accounting information to the VPLMN CCF/CGw for roaming users

-
Service termination (O&M initiated termination from visited network operator)

-
Protocol conversion when the Wr and Ws or Wb and Wc interfaces do not use the same protocol

For Scenario 3 only:

-
Receiving authorization information related to subscriber requests for W-APNs in the Home or Visited network

-
Service authorization of access to Visited network W-APNs according to local policy and/or subscriber’s service profile 
The 3GPP AAA Proxy functionality can reside in a separate physical network node, it may reside in the 3GPP AAA Server or any other physical network node. 

6.2.3
3GPP AAA Server

The 3GPP AAA server is located within the 3GPP network. The 3GPP AAA Server: 

-
Retrieves authentication information and subscriber profile (including subscriber's authorization information) from the HLR/HSS of the 3GPP subscriber's home 3GPP network.

-
Authenticates the 3GPP subscriber based on the authentication information retrieved from HLR/HSS. The authentication signaling may pass through AAA proxies.

-

Communicates authorization information to the WLAN potentially via AAA proxies.

-
Service authorization of access to W-APNs according to subscriber’s service profile/local policy 

-
Registers its (the 3GPP AAA server) address or name with the HLR/HSS for each authenticated and authorized 3GPP subscriber. 

-
Initiates the Purge procedure when the 3GPP AAA server deletes the information of a subscriber. 

-
May act also as a AAA proxy (see above).

-
Maintains the WLAN UE’s WLAN-attach status.
-
Provides the WLAN UE’s WLAN-attach status to other entities (which are out of the scope of this TS).
-

Generates and reports per-user charging/accounting information to the HPLMN CCF/CGw.
6.3.11
Wm reference point

The Wm reference point applies to scenario-3.
This reference point is located between 3GPP AAA Server and Packet Data Gateway. The functionality of this reference point is to enable:

-
The 3GPP AAA Server to retrieve tunneling attributes and WLAN UE’s IP configuration parameters from/via Packet Data Gateway.

-
Carrying data for service authorization between PDG and 3GPP AAA Server.
The protocol crossing this reference point is Diameter.

7.8
Tunnel establishment

This information flow presents the generic messages exchange necessary in order to establish a WLAN UE-Initiated tunnel for Scenario 3 purposes.

Prior to the WLAN UE-Initiated tunnel establishment, it is necessary to follow two processes. Those two processes are highlighted and shown in the diagram:

1.
WLAN Access Authentication and Authorisation 

During this step Routing Policy enforcement rules associated to this user can be applied to WAG.  E.g. depending it is a scenario 2-only user or scenario 3-only user there might be policy enforcement rules in the user subscription profile defining what it is allowed to access or not.

2.
Provisioning of the WLAN UE's local IP address 

After those processes are performed, the WLAN UE has the required IP connectivity to try to establish a WLAN UE-Initiated tunnel whenever the user requires it.
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Figure 7.8. Example message flow to WLAN UE-Initiated tunnel establishment

When the User decides that it want to access a service, the WLAN UE builds the W-APN associated to the service requested by the user.  The W-APN will be compound of the service identifier part and the gateway identifier part. The gateway Identifier part is having an FQDN format. The W-APN requested by the WLAN UE is the “Requested_W-APN”.

A detailed description of the WLAN UE-Initiated Tunnel Establishment in steps 3-5 is given below.

3. 
Resolution of the PDG IP address is performed based on the “Requested_W-APN” FQDN part. How this resolution is performed is for FFS (in the WLAN UE or in the VPLMN).

4. 
WLAN UE sends a “Tunnel_Establishment_Request” to the selected PDG indicating the user identity and the Selected W-APN. There is tunnel establishment signalling to authenticate the user and authorise to establish the tunnel between the WLAN UE and PDG. The PDG transfers the W-APN via Wm interface to 3GPP AAA Server, 3GPP AAA Server verifies the user and subscriber profile against the user subscriber profile for the authorisation and sends service authorization result to PDG.  WLAN UE IP configuration is obtained in PDG and it is communicated to the WLAN UE

5. 
After the tunnelling establishment signalling has been completed, the WLAN UE is able to access the Wi reference point via the PDG and the user data can start to flow between the WLAN UE and the PDG to access Wi. 
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