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1. Introduction

During SA2 # 34, the topic of RTP/RTCP handling was discussed and three proposals were raised:

1) RTCP flows are removed entirely

2) RTCP and RTCP flows are multiplexed  

3) RTCP and RTP flows  are separated

This contribution discusses the first alternative.
2. RTCP usage

RTCP is the companion control protocol to RTP described in  RFC 3550. RTCP packets convey end-to-end information about the quality of the session to each participant.   Information conveyed by RTCP  is very valuable for end to end  applications to assess the progress of a given session in real time.  RTCP  flow is transported over UDP/IP and is characterised by a Variable Packet Size and can be longer than the RTP payload 
There are 5 types of RTCP packets:

· SR: Sender Report

· RR: Receiver Report

· SDES: Source DEScription

· BYE: Hangs up from a session

· APP: Application-Specific packet

As described in RFC 3550, RTCP performs mainly four functions:

1. The primary function is to provide feedback on the quality of the data distribution.  This is an integral part of the RTP's role as a transport protocol. 
2. RTCP carries a persistent transport-level identifier for an RTP source called the canonical name or CNAME.   Since the SSRC identifier (Synchronization Source: The source of a stream of RTP packets, identified by a 32-bit numeric SSRC identifier carried in the RTP header)   may change if a conflict is discovered or a program is restarted, receivers require the CNAME to keep track of each participant.  Receivers may also require the CNAME to associate multiple data streams from a given participant in a set of related RTP sessions, for example to synchronize audio and video.  Inter-media synchronization also requires the NTP and RTP timestamps included in RTCP packets by data senders.

3. The first two functions require that all participants send RTCP packets, therefore the rate must be controlled in order for RTP to scale up to a large number of participants.  By having each participant send its control packets to all the others, each can independently observe the number of participants.  This number is used to calculate the rate at which the packets are sent. 

4. A fourth, OPTIONAL function is to convey minimal session control information, for example participant identification to be displayed in the user interface. RTCP serves as a convenient channel to reach all the participants, but it is not necessarily expected to support all the control communication requirements of an application. 

3.Removing RTCP

RFC 3550 states that functions 1-3 described above SHOULD be used in all environments, but particularly in the IP multicast environment.   

From the above described functions, it can be said that:

· RTCP conveys the CNAME (End-Point Identifier)  and thus  helps receivers to keep track of the participants of a session in case the RTP level SSRC  (synchronization sequence) is changed. Receivers may also require the CNAME to associate multiple data streams from a given participant in a set of related RTP sessions, for example to synchronize audio and video.  Inter-media synchronization also requires the NTP and RTP timestamps included in RTCP packets by data senders.

· RTCP cannot be removed in all the cases especially in the case of multiparty sessions   and multi-media sessions.  The idea to “toggle” RTCP ON/OFF based on the type of session (point-to-point versus point to multipoint) and based on the addition/removal of a media component to an existing session adds a non negligible complexity and imposes an extension to the handling of RTCP as defined by IETF. 

· Applications dependent data may be included in the APP  (application specific packet) and is interpreted by the application and not by the RTP itself.

· Some  new applications that may be introduced in the future may rely on the use of RTCP to carry pertinent information. As an example, recommendations to the use of RTCP for PoC have been envisaged for instance to carry floor control and other control exchanges. 

· There are issues when the mobile user equipment is made of a TE (personal computer)  connected a MT (the handset): RTCP removal  should be specified at NAS level since it is not in PDCP layer, and this leads:

· either to implement RTCP removal  in the TE with no guarantee that all TE(s) would support such a function.

· or to implement the removal in the MT by introducing a new NAS layer  

4. Proposal

In light of the above discussion, it is quite clear that removing RTCP flows entirely is not the right approach to pursue. It is therefore proposed to exclude such solution and to take as a working assumption that RTCP flows are not removed.

