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1. Overall Description:

In order to allow IMS to work on different access networks, IMS needs to have its own security mechanism because the security services provided by the access networks can be different. Two main reasons of this:

· Make sure the security service meets the IMS security requirements

· Make sure the access control of IMS is independent with access control of the IP connectivity networks

In Rel5 IMS, the authentication is provided using AKA. Some AKA parameters are stored in USIM, which is a IMS non specific functions. The will require some information sharing between ISIM and USIM therefore, IMS access independence is compromised. Even if all the AKA parameters are stored in ISIM, AKA may not to adopted by other IMS implementations. 
SA3 is working on Generic Authentication Architecture for Rel6. It is expected the outcome of such a work could be used for IMS to provide authentication services. 

2. 
Proposal

Based on the above discussion, it is proposed that the following text to be added:

4.1 IP Connectivity Network Capabilities

Editor's note: This clause is planned to contain considerations on certain IP connectivity network capabilities that may effect the architecture work on IMS commonality and interoperability. E.g.: IPv6 capability, mobility (Mobile-IPv6), Security, QoS, Charging, etc…

No assumptions are made about the QoS capabilities of the IP Connectivity Network.

No assumptions are made about the authentication capabilities of the IP Connectivity network; however, it is assumed that the UE will be authenticated by the IP connectivity network for obtaining IP resources before accessing IMS. 
4.2 Security

Editor's note: This clause is planned to analyze if Rel5 IMS Security mechanisms (built on AKA) are sufficient for IMS running over any access network, or some enhancement to the current standardized security solutions are needed.

The security service shall be provided to IMS access control in an access network independent manner. Rel5 IMS UE uses AKA as the authentication mechanism which is a 3GPP specific mechanism. For Rel6 and future releases, it shall be possible to utilise a generic authentication mechanism for IMS authentication service. 

Editor's note: Such a generic authentication mechanism could be provided by Generic Authentication Architecture work which is being studied in SA3 for Rel6
