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1. Introduction

SA2 has been developping the routing concepts for Public Service Identities, most of the fundamentals are now included in TS 23.228. One of the points still open is how the “home database” providing information for terminating routing relates to the HSS and the SLF. This contribution provides some background thoughts on this topic, and serves as a basis for the accompanying CRs on 23.228.

2. Discussion

The points below attempt to provide some further clarification on aspects that have been discussed wrt the role of HSS and SLF in routing requests to PSIs on the terminating side:

· Dynamic provisioning of PSIs is not required in the home database. The home database either contains distinct PSIs or wildcarded PSI ranges. A user may create a specific PSI via Ut in an AS, but the AS cannot (and does not need to) create it in the HSS (or the SLF); The user is only able to create specific PSIs belonging to one of the existing wildcarded PSI ranges.

· If SLF is deployed in an operator’s network, it would contain entries for the distinct and wildcarded PSI ranges configured in the HSS: the SLF would play its standard role of finding the correct HSS. 

· When it comes to identifying the node where the PSIs are configured, there is no need to make an exclusive selection in 3GPP between HSS and SLF. In fact, the home database functions can be divided between the SLF and the HSS according to the operator’s needs. The distinct PSIs and the wildcarded PSI ranges that need routing via S-CSCF are configured both in SLF and HSS. PSIs that don’t have a S-CSCF assigned can be configured only in SLF. In case SLF is not deployed in an operator’s network, PSIs would be configured solely in the HSS.
· According to the above, operator’s would have some flexibility where to configure PSIs. The author’s assumption here is that it depends on the nature of the service where best to configure PSIs; PSIs for e.g. news, weather reports, TV voting’s etc… could generate high peak traffic, and it’s probably usefull to avoid having these kind of PSIs configured in the HSS. HSS has many other tasks related to IMS: registration, terminating public user identity routing, passing user data to S-CSCFs, answering AS concerning the S-CSCF address, etc… Hence, extra load to the HSS is to be avoided whenever possible. 
This can be achieved by configuring these bursty PSI only to the SLF, interaction with the HSS is omitted.

· As Cx and Dx use Diameter, it needs to be looked at if the flexibility described above would be supported by the protocol. The mode of Diameter nodes can vary according to the needs; They can act as a redirect agents (SLF can return the correct HSS address) or they can act as a server (SLF can return the AS address). No extra functionality is forseen in the  SLF, the database function of mapping names to addresses already exists. 
· Unity of the operator’s name space is lost with the subdomain based PSIs (defined in subclause 5.4.12.3 of 23.228). The home database based PSIs (defined in 5.4.12.2 of 23.228) are important because they allow the operator to retain the unity of the name space. 
· Another usefull aspect of flexibility is that 














· operators don’t have to tie themselves to one particular solution. E.g. deployment of PSI can start with configurations in the HSS, and as PSI traffic and volume picks up, configurations can be moved to the SLF.

3. Proposal

It is proposed to take the points above into consideration when discussing the related CRs in S2-033576, S2-033577, S2-033578.
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